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Bostadsrattsféreningen Vetekarnan
716402-7851

Forvaltningsberattelse

Styrelsen for Bostadsrattsféreningen Vetekdrnan, organisationsnummer 716402-7851, avger hdrmed féljande
Arsredovisning for rakenskapsdret 2024-01-01 - 2024-12-31. Om inte annat sarskilt anges, redovisas alla belopp i
hela kronor.

Verksamheten

Allmant om verksamhefen

Foreningen har till Gndamal att frémja medlemmarnas ekonomiska intressen genom att férvarva och férvalta
hus i Malmslatt och att inom egendomen &t medlemmarna upplata Idgenheter med nyttjanderatt under
obegrénsad tid. Féreningen beskattas som en dkta bostadsrattsférening.

Féreningens sate @r i Linkdping

Foreningen disponerar tomten genom:
Aganderatt

Forsdakring
Fastigheten ar fullvardesforsdkrad i Dina Forsakringar Sydost.

Foreningen har en aktuell underhdlisplan.

Styrelse

Ordférande Bengt Malmqvist
Ledamot Leif Ernetoft

Ledamot Birgitta Olausson
Ledamot Maria Merell
Suppleant Joseph Dusabemungu
Suppleant Hanna Arfvelin
Suppleant Lars Karlsson

| tur att avgd vid ordinarie féreningsstémma ér Bengt Malmavist, Leif Ernetoft, Birgitta Olausson, Joseph
Dusabemungu och Hanna Arfvelin.

Styrelsen har under &ret hdllit 12 sammantraden.

Firmatecknare har varit tvé ordinarie ledaméter i férening

Foreningsstdtmma
Ordinarie féreningsstdmma holls 2024-05-29.
P& stédmman deltog 33 medlemmiar.

Revisor

Extern Maria Johansson
Blixt Revision AB

Intern Maj-Britt Tornell

Revisorssuppleant Fredrik EkIOf
Intern
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Bostadsrattsféreningen Vetekarnan
716402-7851

Information om fastigheten
Foéreningens adresser:

Bjorkliden 2-46
Lotgatan 161-241

Fastighetsbeteckning: Vetekdrnan 3, Vetekdrnan 4 & Vetekdrnan é

Byggnadsdr 1984.

Bostadslagenheter
upplatna med bostadsratt

Antal Total yta m?
2 rok 8 540
3 rok 22 1782
4 rok 25 2400
5 rok 8 9212
Summa 63 5634
Totalt antal bostadslagenheter: 63
Lokaler
upplatna med hyresrdtt

Antal Total yta m?

1 309
Ovrigt: 12 kvm
Totalyta (m3): 5955

Forvaltning

Rakenskaper och medlemsférvaltning har skétts av FRUBO AB.

Fastighetsskdtseln har utférts av FF Fastighetsservice AB.

Underhdll av vér undercentral fér vatten och varme har utforts av TKA Styr och Regler AB.
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Bostadsrattsféreningen Vetekarnan
716402-7851

Vdsentliga hdndelser under rékenskapsaret

Kontinuerrligt under dret arbetar styrelsens ledaméter med de olika drenden som féreningen behdver
hantera.

Né&gra héndelser och beslut som hanterats under 2024:

e Lost nya licenser for vér lastbalansering i elsk&pen (innebdr att strommen fordelas sdkert efter belastning).
e Upprdattat nytt avtal med Re&Go ang betallésning for laddplatser utomhus.

e Inkdpt och installerat robotdammsugare i Lekladan.

e Injusterat/&tgdrdat all bostadsventilation i féreningen enligt den ventilationsbesikining, som genomférdes i
januari 2024.

e Képt in nya fartgupp att anvénda pd& gdrdarna.

e Kompletterat lekplatserna med lekredskap bl.a. grévskopor.

e Genomfort var- och hoststddardagar dd vi gemensamt utfdért underhdlisarbeten pd gardarna och
fastigheterna, d& vi samtidigt kunnat ordna bouleturnering och hjartlungraddnings-utbildning.

o Mdlat/ reparerat sparkplatar p& garagen.

e Genomfort en takbesiktning pd bostadshusen i foreningen (ej garagebyggnaderna) med &versyn/ ilagning/
tilrgttaldggning av taktegel. P& protokollen frén besiktningen aterstér ndgra atgdérder runt
takkupor/takfénster som vi kommer att meddela respektive bostadsrattsdgare att dtgdrda. Takkupor och
takfonster p& bostadsratter i féreningen (5:or undantagna) égs och underhdlls av br-dgaren, eftersom de ar
egenbyggda. (Utfall av besiktningen: Takteglet ar generellt i god kondition utifrdn alder liksom underlagstak.
Varierande grad av mosspdvaxt behdver ev dtgdrdas. Nagra enstaka fuktskador i kalla utrymmen behdver
Atgdrd. Kommer meddelas resp. br. dgare. Protokollet fran besiktningen ar tillgangligt p& var hemsida.)

e Gatt igenom samtliga, och i ndgra fall uppdaterat, avtal som féreningen har med olika avtalsparter fér
tfié@nster.

e Sett dver numreringen fér p-platserna och kompletterat skyltning vid alla véra p- och laddplatser. Arbetet
fortgar.

e Genom kontakt med FF Fastighetsservice atgdrdat trdd- och buskbeskdrning, samt foljt upp olika
underhdllsarbeten pd& de tre gdrdarna med anlitade entreprendrer.

e Foreningen beslutade att hdja arsavgifterna med 5%.
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Medlemsinformation

101 medlemmar vid rékenskapsérets borjan.
Under aret har 6 dverlatelser skett.
Medlemmar vid rékenskapsdrets slut 105

Bostadsrattsforeningen Vetekarnan
716402-7851

63 bostadsratter

105 mediemmar vid rakenskapsarets slut

Flerarsoversikt

2024 2023 2022 2021
Nettoomsdattning, tkr 5161 4967 4516 4330
Resultat efter finansiella poster, tkr 50 645 - 563 323
Soliditet!, % 39 38 37 37
Balansomslutning, tkr 33578 34028 33 638 34 677
Arsavgift / kvm upplaten med bostadsrétt* 901 667 607 607
Skuldsattning / kvm 3 241 3325
Skuldsattning / kvm uppldten med bostadsrétt 3 443 3514
Sparande per kvm 126 169
Rantekdanslighet 4 5
Energikostnad per kvm 229 226
Arsavgifternas andel i % av totala 98 82

rorelseintakter*
' Justerat eget kapital i procent av balansomslutning

* Nyckeltalet "Arsavgift / kvm upplaten med bostadsrétt” och "Arsavgifternas andel i % av totala
rorelseintakter” @r under 2024 rdknad med obligatoriska tilladgg.

| féreningens arsavgift ingdr obligatoriskt tilligg for bredband, fast eltilléigg, debitering av egen elférbrukning

samt varmekostnader.

Intakter

Ovriga
int&kter,

Hyresint& kferﬁ

garage & p-

plats Arsc:vgiﬂer

Arets amortering
Foreningen har under aret amorterat 400 000 kronor.

Kostnader

Ré&ntekostnader

Personalkostnader

Gvriga
externa__________
kostnader

Awvskrivningar

Driftskostnader
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Bostadsrattsféreningen Vetekarnan
716402-7851

Nyckeltalsdefinitioner

Arsavgift per kvm upplaten med bostadsrétt: Alla &rsavgifter som tas ut for ytor uppldtna medbostadsrcitt,
inklusive avgifter baserade pd individuella matningar av férbrukning, férdelat per kvm upplédten med
bostadsratt. Avgifter for tjidinster som en medlem kan vdjja som fillvalingér inte.

Skuldsattning per kvm: Réntebdrande skulder pd balansdagen dividerat med antalet kvadratmeter
uppladtna med bostadsrétt och hyresréitt, dvs. samtliga ytor som féreningen tar ut en avgift eller hyra for.

Skuldsdttning per kvm upplaten med bostadsratt: R&ntebdrande skulder pd balansdagen dividerat med
antalet kvadratmeter uppl&dtna med bostadsrdtt.

Sparande per kvm: Justerat resultat fordelat per kvm uppldten med bostadsrétt och hyresrdtf. Med justerat
resultat avses drets resultat dkat med d&rets avskrivningar, drets kostnad for utrangeringar och &rets kostnad
for planerat underhdll samt avdrag resp. tilligg av intdkter och kostnader som &r vasentliga och som inte ér
en del av den normala verksamheten.

Rantekdnslighet: Réntebdrande skulder pd balansdagen dividerat med féreningens intékter frén arsavgifter
under rékenskapsdret. Nyckeltalet visar hur ménga procent arsavgifterna kan behdva héjas om réntan stiger

med 1 procentenhet.

Energikostnad per kvm: Kostnader for varme, el och vatten (inkl. kostnader som vidaredebiteras) férdelat per
kvm bostadsréitt och hyresrcitt.

Arsavgifternas andel i procent av totala rérelseintdkter: Arsavgifter dividerat med totala rérelseintékter.
Nyckeltalet visar hur stor del av féreningens totala rérelseintdkter somm kommer frén arsavgifter.
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Forandringar i eget kapital

Bostadsrattsféreningen Vetekarnan

716402-7851

Insatser Fond for ylire  Ovriga fonder Balanserat Arets
underhall resultat  resultat

Belopp vid dérets ingdng 1315003 4052 246 435932 6528628 644813
Resultatdisposition enligt stdmman.:
Reservering fond for yttre underhdill 773 447 -435 932 -337 515
Balanseras i ny rakning 644813 -644813
Arets resultat 49 671
Belopp vid arets utgang 1315003 4825 693 0 6835926 49 671
Resultatdisposition
Till féreningsstémmans férfogande star féljande medel:
Balanserat resultat 6 835 926
Arets resultat 49 671
Totalt 6 885 597
Styrelsen foreslar att medlen disponeras enligt féljande:
Reservering fond for yttre underhdll 377 202
Balanseras i ny rakning 6 508 395
Totalt 6 885 597

Avsattning till fond for yttre underhdll avséttes med minst 0,3% av fastighetens taxeringsvarde.
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Resultatrakning

1 januari - 31 december

RORELSEINTAKTER
Nettoomsattning
Ovriga rérelseintékter

Summa Rorelseintdakter

RORELSEKOSTNADER
Driftkostnader

Ovriga externa kostnader
Personalkostnader
Avskrivningar

Summa Rorelsekostnader

RORELSERESULTAT

FINANSIELLA POSTER
Ovriga ranteintdkter och liknande resultatposter
Ra&ntekostnader och liknande resultatposter

Summa Finansiella poster
RESULTAT EFTER FINANSIELLA POSTER
RESULTAT FORE SKATT

ARETS RESULTAT

Bostadsrattsféreningen Vetekarnan

Not 2024

/ 5161420
-755

5160 665

2 -3482 966
3 -128 817
4 -72 047

-673 668

-4 357 498

803 167

100 968
-854 464

-753 496

49 671

49 671

49 671

716402-7851

2023

4966708
311 221

5277 929

-2 885 492
-114 862
-69 458
-670 635

-3 740 447

1537 482

48 937
-941 606

-892 669

644 813

644 813

644 813
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Balansrakning
TILLGANGAR

ANLAGGNINGSTILLGANGAR
Materiella anléggningstillgangar
Byggnader och mark

Inventarier, verktyg och installationer

Summa materiella anlaggningstillgangar

SUMMA ANLAGGNINGSTILLGANGAR

OMSATININGSTILLGANGAR

Kortfristiga fordringar

Avgifts- och hyresfordringar

Ovriga fordringar

Férutbetalda kostnader och upplupna intékter

Summa kortfristiga fordringar

Kassa och bank
Kassa och bank

Summa kassa och bank

SUMMA OMSATTNINGSTILLGANGAR

SUMMA TILLGANGAR

Not

Bostadsrattsféreningen Vetekarnan

2024-12-31

28315714
17 033

28 332 747

28 332 747

523
53 540
288 635

342 698

4902 575
4 902 575

5245273

33 578 020

716402-7851

2023-12-31

28 976 230
30 185

29 006 415

29 006 415

4037
52 411
310270

366718

4 655 281
4 655 281

5021 999

34 028 414
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Balansrakning

EGET KAPITAL OCH SKULDER

EGET KAPITAL

Bundet eget kapital
Medlemsinsatser

Fond fér yttre underhall

Summa bundet eget kapital

Fritt eget kapital
Balanserat resultat
Arets resultat

Summa fritt eget kapital

SUMMA EGET KAPITAL

Kortfristiga skulder

Skulder fill kreditinstitut

Leverantodrsskulder

Skatteskulder

Ovriga skulder

Upplupna kostnader och férutbetalda intGkter

Summa kortfristiga skulder

SUMMA EGET KAPITAL OCH SKULDER

Bostadsrattsféreningen Vetekarnan

Not 2024-12-31

1315003
4 825 693

6140 696

6835 926
49 671

6 885 597

13 026 293

8 19 398 915
415 340

59 075

27 997

9 650 400

20 551 727

33 578 020

716402-7851

2023-12-31

1315003
4 488 178

5803 181

6 528 628
644813

7173 441

12 976 622

19 798 915
502 678
31620

29 247
689 332

21 051792

34 028 414
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Kassaflodesanalys

DEN LOPANDE VERKSAMHETEN

Rorelseresultat

Justeringar for poster som inte ingdr i kassaflédet
Avskrivningar

Summa

Erndllen rénta
Erlagd rénta

Kassafléde fran den 16pande verksamheten fére
forandringar av rorelsekapital

Kassaflode fran forandringar i rérelsekapital
Foérandring av rérelsefordringar
Foérandring av rérelseskulder

Kassafléde fran den 16pande verksamheten

FINANSIERINGSVERKSAMHETEN
Forandring av 1&ngfristiga skulder

Kassaflode fran finansieringsverksamheten
Arets kassaflode
Likvida medel vid arets bérjan

Likvida medel vid arets slut

Bostadsrattsféreningen Vetekarnan

2024-01-01
2024-12-31

803 167

673 668
1476 835

100 968
-854 464

723 339

24020
-100 065

647 294

-400 000
-400 000
247 294
4 655 281
4 902 575

716402-7851

2023-01-01
2023-12-31

1 537 483

670 635
2208118

48 937
-941 606

1315 448

276 900
145214

1737 562

-400 000

-400 000
1337 562
3317718
4 655 281
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Noter

Redovisningsprinciper

Bostadsrattsféreningen Vetekarnan

716402-7851

Arsredovisningen ér upprattad i enlighet med darsredovisningslagen och Bokféringsndmndens allménna réd
(BFNAR 2016:10) om dArsredovisning i mindre féretag (K2).

Avskrivning
Tillédmpade avskrivningstider:

Anldggningstillgdng
Byggnad, soprum
Ventilation 2008
Bredband 2011-2012
Byte av elskdp 2020
Inventarier
Laddstolpar

Not 1. Neftoomsattning

Arsavgifter bostéder

Hyresintdkter garage och p-platser
Bredband

Ovriga hyresintakter

Debiterade elkostnader
Debiterade virmekostnader
Ovriga avgifts- och hyresbortfall
Laddstolpar

Totalt nefoomsattning

Nyttiandeperiod (dr)
100

20

15

15

5

20

2024

3759 865
52 500
207 522
26 490
515203
591732
-2 400

10 508

5161420

Avskrivning (%)
1

5

6,7

6,7

20

5

2023

3759 863
50 250
151 200
30 508
461 416
508 896
-2 400
6975

4966 708
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Not 2. Driftkostnader

Fastighetsel

Uppvarmning

Vatten och avlopp

Soph&mtning

Obligatoriska service- och besiktningskostnader
Grovsopor/&tervinning

Fastighetsskdtsel

Snéréjning/sandning*
Bevakningskostnader

Grundavtal Elvaco

v

Forsakring
Fastighetsavgift/fastighetsskatt
Forbrukningsmaterial
Forbrukningsinventarier

Ovriga driftkostnader

Reparation och underhdill

Reparation och underhdll tak
Reparation och underhdll fénster
Reparation och underhdll portar och 1&s
Reparation och underhdll tvattstuga
Reparation och underhdll garage och p-platser
Reparation och underhdill el

Reparation och underhdll uppvarmning
Reparation och underhdll VVS
Reparation och underhdll ventilation
Reparation och underhdll gérd/trédgdrd

Totalt driftkostnader
* 96 000 kr avser 2023.

Not 3. Ovriga externa kostnader

Féreningsstdmma

Arvode ekonomisk férvaltning
Extra ekonomisk férvalining
Revisionsarvode

Webbsida

Bankkostnader

Ovriga administrativa kostnader
Féreningsomkostnader

Ovriga kostnader

Totalt 6vriga externa kostnader

Not 4. Personalkostnader

Styrelsearvode
Sociala kostnader

Totalt personalkostnader

Bostadsrattsféreningen Vetekarnan

2024

466 508
727 511
175 949
186 512
44 000
0

149 411
221997
13 839
7 536
320 233
198 259
616910
10 224
14 087
0

43 744
21248
34 587
24177
0

0

0

6168
15410
184 080
577

3482 966

2024

4200
69 768
6 601
15750
3221
5136
0

12 566
11575

128 817

2024

62 337
9710

72 047

716402-7851

2023

415942
654 385
171103
205116
0

1126
127 457
102 283
21745
0

273 057
180 236
562 304
92110

0

7 235
69 690
0

0

24 036
2313
11073
17916
2166
15822
10 989
388

2 885492

2023

5443
65 500
4000
15153
3221
5170
3725
12 651

0

114 862

2023

58 165
11293

69 458
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Bostadsrattsféreningen Vetekarnan

716402-7851

Not 5. Byggnader och mark 2024-12-31 2023-12-31
Ackumulerade anskaffningsvarden
Anskaffningsvarde byggnad 42 383 790 42 383 790
Anskaffningsvarde mark 1 994 000 1994 000
Anskaffningsvarde markanl&ggningar 728 000 728 000
Utgdende anskaffningsvérden 45105 790 45105 790
Ackumulerade avskrivningar
Ing&ende avskrivningar -16096 197 -15472077
Ing&ende avskrivningar markanlaggningar - 33 363 -0
Arets avskrivning p& byggnader - 624120 - 624120
Arets avskrivning p& markanl@ggningar - 36 396 - 33363
Utgdende avskrivningar -16 790 076 -16 129 560
Utgaende redovisat varde 28 315714 28 976 230
Taxeringsvdrden
Taxeringsvarde byggnader 67 912 000 66 363 000
Taxeringsvarde mark 57 822 000 44 043 000
125 734 000 110 406 000
Uppdelning av taxeringsvdarde
Bostader 123 635 000 0
Lokaler 2 099 000 0
125 734 000 0
Not é. Inventarier, verktyg och installationer, utgaende
. .. 2024-12-31 2023-12-31
redovisat varde
Ackumulerade anskaffningsvdrden
Ing&ende anskaffningsvarden 86 517 86 517
Utgaende anskaffningsvarden 86 517 86 517
Ackumulerade avskrivningar
Ing&ende avskrivningar -56 332 -43 180
Arets avskrivningar -13152 -13 152
Utgaende avskrivningar - 69484 - 56 332
Utgdende redovisat vérde 17 033 30185
Not 7. Forutbetalda kostnader och upplupna intakter 2024-12-31 2023-12-31
Fastighetsférsakring 202 794 198 259
FRUBO AB 17717 33714
Securitas Sverige AB 4928 0
Fastighetsservice AB 8015 7 566
Upplupen amortering 0 25000
Bredband 2 55181 45731
Summa 288 635 310 270
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Bostadsrattsféreningen Vetekarnan
716402-7851

Not 8. Skulder till kreditinstitut

Villkors-  Rdantesats Belopp Belopp

dndringsdag 2024-12-31 2024-12-31 2023-12-31

SBAB 61567062 2025-03-21 3,46 % 5670915 5770915
SBAB 10398991 2025-01-20 4,05 % 6247 500 6 347 500
SBAB 10399009 2025-02-21 3.72% 2 605 000 2705000
SBAB 11910017 2025-05-19 3.72% 4 875 500 4975 500
Summa skulder fill kreditinstitut 19 398 915 19 798 915
Kortfristig del av skulder fill kreditinstitut -19 398 915 -19798 915
0 0

De skulder som forfaller under kommmande &r redovisas som kortfristig skuld enligt god redovisningssed.

Féreningens finansiering dr dock I&ngfristig och Idnen kommer att omsattas. Faktisk amortering uppgdr fill 400
tkr arligen.

Not 9. Upplupna kostnader och forutbetalda intdkter 2024-12-31 2023-12-31
Upplupna utgiftsrantor 59 576 79 856
Forskottsbet avgift/hyra 413 961 420 062
Tekniska Verken 146 685 142 059
Stena Recycling 6 306 4946
Skellefted Kraft AB 23872 25534
Frubo AB 0 16 875
Summa 650 400 689 332
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Bostadsrattsféreningen Vetekarnan
716402-7851

Not 10. Stdllda sdkerheter 2024-12-31 2023-12-31
Fastighetsinteckningar 37 170 000 37 170 000
Summa: 37 170 000 37 170 000

Underskrifter

Linkdping enligt de datum som framgar av vara elektroniska underskrifter.

Bengt Malmqvist Leif Ernetoft
Ordférande Ledamot
Birgitta Olausson Maria Merell
Ledamot Ledamot

Min revisionsberdattelse har Idmnats enligt det datum som framgdr av vér elektroniska underskrift.

Blixt Revision AB Maij-Britt Tornell
Maria Johansson Intern revisor
Auktoriserad revisor
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REVISIONSBERATTELSE

Till f6reningsstimman 1 Brf Vetekirnan
Org. Nr. 716402-7851

Rapport om édrsredovisningen

Uttalanden

Jag har utfort en revision av drsredovisningen for bostadsritts-
foreningen for rikenskapsaret 2024.

Enligt min uppfattning har arsredovisningen upprittats i enlighet med
arsredovisningslagen och ger en i alla visentliga avseenden rittvisande
bild av f6reningens finansiella stillning per den 31 december 2024 och
av dess finansiella resultat for dret enligt drsredovisningslagen.
Forvaltningsberittelsen dr férenlig med drsredovisningens 6vriga
delar.

Jag tillstyrker ddrfor att foreningsstimman faststiller
resultatrikningen och balansrikningen.

Grund for uttalanden

Jag har utfort revisionen enligt International Standards on Auditing
(ISA) och god revisionssed i Sverige. Mitt ansvar enligt dessa
standarder beskrivs nirmare i avsnittet "Revisorns ansvar". Jag ir
oberoende i férhéllande till f6reningen enligt god revisorssed i Sverige
och har i 6vrigt fullgjort mitt yrkesetiska ansvar enligt dessa krav.

Jag anser att de revisionsbevis jag har inhimtat ér tillrickliga och
indamadlsenliga som grund f6r vira uttalanden.

Styrelsens ansvar

Det ir styrelsen som har ansvaret for att drsredovisningen upprittas
och att den ger en rittvisande bild enligt drsredovisningslagen.
Styrelsen ansvarar dven for den interna kontroll som den bedémer ir
nédvindig for att uppritta en arsredovisning som inte innehéller nagra
visentliga felaktigheter, vare sig dessa beror pa oegentligheter eller pa
fel.

Vid upprittandet av arsredovisningen ansvarar styrelsen for
bedémningen av féreningens férmaga att fortsitta verksamheten. Den
upplyser, nir s dr tillimpligt, om férhillanden som kan paverka
formagan att fortsitta verksamheten och att anvinda antagandet om
fortsatt drift. Antagandet om fortsatt drift tillimpas dock inte om
beslut har fattats om att avveckla verksamheten.

Revisorns ansvar

Mitt mal dr att uppna en rimlig grad av sikerhet om huruvida
arsredovisningen som helhet inte innehéller ndgra visentliga
felaktigheter, vare sig dessa beror pa oegentligheter eller pa fel, och att
limna en revisionsberittelse som innehiller mina uttalanden. Rimlig
sikerhet dr en hég grad av sikerhet, men ar ingen garanti for att en
revision som utférs enligt ISA och god revisionssed i Sverige alltid
kommer att uppticka en visentlig felaktighet om en sadan finns.
Felaktigheter kan uppstd pa grund av oegentligheter eller fel och anses
vara visentliga om de enskilt eller tillsammans rimligen kan férvintas
péaverka de ekonomiska beslut som anvindare fattar med grund i
arsredovisningen.

Transaktion 09222115557542304695
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Som del av en revision enligt ISA anvinder jag professionellt omdéme
och har en professionellt skeptisk instillning under hela revisionen.
Dessutom:

* identifierar och bedémer jag riskerna for visentliga felaktigheter i
arsredovisningen, vare sig dessa beror pa oegentligheter eller pi fel,
utformar och utfér granskningsétgirder bland annat utifrdn dessa
risker och inhidmtar revisionsbevis som ir tillrickliga och
indamadlsenliga for att utgdra en grund fér mina uttalanden. Risken for
att inte uppticka en visentlig felaktighet till f6ljd av oegentligheter dr
hégre dn for en visentlig felaktighet som beror pa fel, eftersom
oegentligheter kan innefatta agerande i maskopi, férfalskning,
avsiktliga utelimnanden, felaktig information eller asidosittande av
intern kontroll.

* skaffar jag mig en forstdelse av den del av féreningens interna
kontroll som har betydelse f6r min revision fér att utforma
granskningsatgirder som ér limpliga med hinsyn till
omstindigheterna, men inte for att uttala mig om effektiviteten i den
interna kontrollen.

e utvirderar jag limpligheten i de redovisningsprinciper som anvinds
och rimligheten i styrelsens uppskattningar i redovisningen och
tillhérande upplysningar.

e drar jag en slutsats om limpligheten i att styrelsen anvinder
antagandet om fortsatt drift vid upprittandet av arsredovisningen. Jag
drar ocksa en slutsats, med grund i de inhimtade revisionsbevisen, om
huruvida det finns négon visentlig osikerhetsfaktor som avser sidana
hindelser eller férhillanden som kan leda till betydande tvivel om
foreningens formaga att fortsitta verksamheten. Om jag drar
slutsatsen att det finns en visentlig osikerhetsfaktor, maste jag i
revisionsberittelsen fista uppmirksamheten pa upplysningarna i
arsredovisningen om den visentliga osikerhetsfaktorn eller, om
sddana upplysningar dr otillrickliga, modifiera uttalandet om
arsredovisningen. Mina slutsatser baseras pa de revisionsbevis som
inhdmtas fram till datumet f6r revisionsberittelsen. Dock kan framtida
hindelser eller férhdllanden gora att en férening inte lingre kan
fortsitta verksamheten.

* utvirderar jag den 6vergripande presentationen, strukturen och
innehillet i drsredovisningen, diribland upplysningarna, och om
arsredovisningen dterger de underliggande transaktionerna och
hindelserna pa ett sitt som ger en rittvisande bild.

Jag maste informera styrelsen om bland annat revisionens planerade
omfattning och inriktning samt tidpunkten fér den. Jag maste ocksa
informera om betydelsefulla iakttagelser under revisionen, diribland
de betydande brister i den interna kontrollen som jag identifierat.
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Rapport om andra krav enligt lagar och andra
forfattningar

Uttalanden

Utéver min revision av drsredovisningen har jag dven utfort en
revision av styrelsens férvaltning fér féreningen for rikenskapsaret
2024 samt av forslaget till dispositioner betriffande féreningens vinst
eller forlust.

Jag tillstyrker att féreningsstimman disponerar resultatet enligt
forslaget i forvaltningsberittelsen och beviljar styrelsens ledamoter
ansvarsfrihet for rikenskapsaret.

Grund for uttalanden

Jag har utfort revisionen enligt god revisionssed i Sverige. Mitt ansvar
enligt denna beskrivs ndrmare i avsnittet "Revisorns ansvat". Jag dr
oberoende i forhéllande till foreningen enligt god revisorssed i Sverige
och har i 6vrigt fullgjort mitt yrkesetiska ansvar enligt dessa krav.

Jag anser att de revisionsbevis vi har inhdmtat 4r tillrickliga och
indamalsenliga som grund f6r mina uttalanden.

Styrelsens ansvar

Det ir styrelsen som har ansvaret for forslaget till dispositioner
betriffande foreningens vinst eller férlust. Vid forslag till utdelning
innefattar detta bland annat en bedémning av om utdelningen dr
forsvarlig med hénsyn till de krav som foreningens verksamhetsart,
omfattning och risker stiller pd storleken av féreningens egna kapital,
konsolideringsbehov, likviditet och stillning i 6vrigt.

Styrelsen ansvarar for féreningens organisation och férvaltningen av
foreningens angeldgenheter. Detta innefattar bland annat att
fortlépande bedéma foreningens ekonomiska situation och att tillse
att foreningens organisation ér utformad sd att bokforingen,
medelsférvaltningen och foreningens ekonomiska angeldgenheter i
6vrigt kontrolleras pd ett betryggande siitt.

Revisorns ansvar

Mitt mal betriffande revisionen av férvaltningen, och didrmed mitt
uttalande om ansvarsfrihet, 4r att inhimta revisionsbevis for att med
en rimlig grad av sikerhet kunna bedéma om nagon styrelseledamot i
négot visentligt avseende:

* fOretagit nigon atgird eller gjort sig skyldig till nigon férsummelse
som kan foranleda ersittningsskyldighet mot féreningen, eller

* pa nagot annat sitt handlat i strid med bostadsrittslagen, tillimpliga
delar av lagen om ekonomiska féreningar, drsredovisningslagen eller
stadgarna.

Mitt mal betriffande revisionen av forslaget till dispositioner av
féreningens vinst eller forlust, och dirmed mitt uttalande om detta, dr
att med rimlig grad av sikerhet beddma om forslaget dr férenligt med
bostadsrittslagen.

Rimlig sikerhet 4r en hég grad av sikerhet, men ingen garanti for att
en revision som utférs enligt god revisionssed i Sverige alltid kommer
att uppticka dtgirder eller férsummelser som kan féranleda
ersattningsskyldighet mot féreningen, eller att ett forslag till
dispositioner av féreningens vinst eller férlust inte dr forenligt med
bostadsrittslagen.

Som en del av en revision enligt god revisionssed i Sverige anvinder
jag professionellt omdéme och har en professionellt skeptisk
instillning under hela revisionen. Granskningen av férvaltningen och
forslaget till dispositioner av féreningens vinst eller forlust grundar sig
frimst pd revisionen av rikenskaperna. Vilka tillkommande
granskningsatgirder som utfors baseras pa min professionella
bedémning med utgangspunkt i risk och visentlighet. Det innebir att
jag fokuserar granskningen pa sidana atgirder, omraden och
forhallanden som ér visentliga f6r verksamheten och dir avsteg och
6vertridelser skulle ha sirskild betydelse for foreningens situation.

Transaktion 09222115557542304695
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Jag gir igenom och prévar fattade beslut, beslutsunderlag, vidtagna
atgirder och andra forhdllanden som ir relevanta f6r mitt uttalande
om ansvarsfrihet. Som underlag f6r mitt uttalande om styrelsens
forslag till dispositioner betriffande féreningens vinst eller f6rlust har
jag granskat om forslaget dr forenligt med bostadsrittslagen.

Link6ping, datum enligt digital signering

Maria Johansson

Auktoriserad revisor
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Revisors rapport

Till arsstimman i Brf Vetekarnan, org.nr 716402-7851

| egenskap av lekmannarevisor har jag granskat verksamheten i Brf Vetekarnan for rakenskapsaret
2024-01-01 - 2024-12-31. Granskningen har utforts enligt god sed for detta slag av granskning.

Jag bedomer att bostadsrattsféreningens verksamhet skotts pa ett andamalsenligt och fran
ekonomisk synpunkt tillfredsstallande satt samt att den interna kontrollen har varit tillracklig. Jag
finner darfor inte anledning att rikta ndgon anmarkning mot styrelsens ledaméter.

Linkdping 2025-03-19

Maj-Britt Tornell
Lekmannarevisor
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Bostadsrattsféreningen Vetekarnan
716402-7851

Forvaltningsberattelse

Styrelsen for Bostadsrattsféreningen Vetekdrnan, organisationsnummer 716402-7851, avger hdrmed féljande
Arsredovisning for rakenskapsdret 2024-01-01 - 2024-12-31. Om inte annat sarskilt anges, redovisas alla belopp i
hela kronor.

Verksamheten

Allmant om verksamhefen

Foreningen har till Gndamal att frémja medlemmarnas ekonomiska intressen genom att férvarva och férvalta
hus i Malmslatt och att inom egendomen &t medlemmarna upplata Idgenheter med nyttjanderatt under
obegrénsad tid. Féreningen beskattas som en dkta bostadsrattsférening.

Féreningens sate @r i Linkdping

Foreningen disponerar tomten genom:
Aganderatt

Forsdakring
Fastigheten ar fullvardesforsdkrad i Dina Forsakringar Sydost.

Foreningen har en aktuell underhdlisplan.

Styrelse

Ordférande Bengt Malmqvist
Ledamot Leif Ernetoft

Ledamot Birgitta Olausson
Ledamot Maria Merell
Suppleant Joseph Dusabemungu
Suppleant Hanna Arfvelin
Suppleant Lars Karlsson

| tur att avgd vid ordinarie féreningsstémma ér Bengt Malmavist, Leif Ernetoft, Birgitta Olausson, Joseph
Dusabemungu och Hanna Arfvelin.

Styrelsen har under &ret hdllit 12 sammantraden.

Firmatecknare har varit tvé ordinarie ledaméter i férening

Foreningsstdtmma
Ordinarie féreningsstdmma holls 2024-05-29.
P& stédmman deltog 33 medlemmiar.

Revisor

Extern Maria Johansson
Blixt Revision AB

Intern Maj-Britt Tornell

Revisorssuppleant Fredrik EkIOf
Intern
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Bostadsrattsféreningen Vetekarnan
716402-7851

Information om fastigheten
Foéreningens adresser:

Bjorkliden 2-46
Lotgatan 161-241

Fastighetsbeteckning: Vetekdrnan 3, Vetekdrnan 4 & Vetekdrnan é

Byggnadsdr 1984.

Bostadslagenheter
upplatna med bostadsratt

Antal Total yta m?
2 rok 8 540
3 rok 22 1782
4 rok 25 2400
5 rok 8 9212
Summa 63 5634
Totalt antal bostadslagenheter: 63
Lokaler
upplatna med hyresrdtt

Antal Total yta m?

1 309
Ovrigt: 12 kvm
Totalyta (m3): 5955

Forvaltning

Rakenskaper och medlemsférvaltning har skétts av FRUBO AB.

Fastighetsskdtseln har utférts av FF Fastighetsservice AB.

Underhdll av vér undercentral fér vatten och varme har utforts av TKA Styr och Regler AB.
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Bostadsrattsféreningen Vetekarnan
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Vdsentliga hdndelser under rékenskapsaret

Kontinuerrligt under dret arbetar styrelsens ledaméter med de olika drenden som féreningen behdver
hantera.

Né&gra héndelser och beslut som hanterats under 2024:

e Lost nya licenser for vér lastbalansering i elsk&pen (innebdr att strommen fordelas sdkert efter belastning).
e Upprdattat nytt avtal med Re&Go ang betallésning for laddplatser utomhus.

e Inkdpt och installerat robotdammsugare i Lekladan.

e Injusterat/&tgdrdat all bostadsventilation i féreningen enligt den ventilationsbesikining, som genomférdes i
januari 2024.

e Képt in nya fartgupp att anvénda pd& gdrdarna.

e Kompletterat lekplatserna med lekredskap bl.a. grévskopor.

e Genomfort var- och hoststddardagar dd vi gemensamt utfdért underhdlisarbeten pd gardarna och
fastigheterna, d& vi samtidigt kunnat ordna bouleturnering och hjartlungraddnings-utbildning.

o Mdlat/ reparerat sparkplatar p& garagen.

e Genomfort en takbesiktning pd bostadshusen i foreningen (ej garagebyggnaderna) med &versyn/ ilagning/
tilrgttaldggning av taktegel. P& protokollen frén besiktningen aterstér ndgra atgdérder runt
takkupor/takfénster som vi kommer att meddela respektive bostadsrattsdgare att dtgdrda. Takkupor och
takfonster p& bostadsratter i féreningen (5:or undantagna) égs och underhdlls av br-dgaren, eftersom de ar
egenbyggda. (Utfall av besiktningen: Takteglet ar generellt i god kondition utifrdn alder liksom underlagstak.
Varierande grad av mosspdvaxt behdver ev dtgdrdas. Nagra enstaka fuktskador i kalla utrymmen behdver
Atgdrd. Kommer meddelas resp. br. dgare. Protokollet fran besiktningen ar tillgangligt p& var hemsida.)

e Gatt igenom samtliga, och i ndgra fall uppdaterat, avtal som féreningen har med olika avtalsparter fér
tfié@nster.

e Sett dver numreringen fér p-platserna och kompletterat skyltning vid alla véra p- och laddplatser. Arbetet
fortgar.

e Genom kontakt med FF Fastighetsservice atgdrdat trdd- och buskbeskdrning, samt foljt upp olika
underhdllsarbeten pd& de tre gdrdarna med anlitade entreprendrer.

e Foreningen beslutade att hdja arsavgifterna med 5%.
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Medlemsinformation

101 medlemmar vid rékenskapsérets borjan.
Under aret har 6 dverlatelser skett.
Medlemmar vid rékenskapsdrets slut 105

Bostadsrattsforeningen Vetekarnan
716402-7851

63 bostadsratter

105 mediemmar vid rakenskapsarets slut

Flerarsoversikt

2024 2023 2022 2021
Nettoomsdattning, tkr 5161 4967 4516 4330
Resultat efter finansiella poster, tkr 50 645 - 563 323
Soliditet!, % 39 38 37 37
Balansomslutning, tkr 33578 34028 33 638 34 677
Arsavgift / kvm upplaten med bostadsrétt* 901 667 607 607
Skuldsattning / kvm 3 241 3325
Skuldsattning / kvm uppldten med bostadsrétt 3 443 3514
Sparande per kvm 126 169
Rantekdanslighet 4 5
Energikostnad per kvm 229 226
Arsavgifternas andel i % av totala 98 82

rorelseintakter*
' Justerat eget kapital i procent av balansomslutning

* Nyckeltalet "Arsavgift / kvm upplaten med bostadsrétt” och "Arsavgifternas andel i % av totala
rorelseintakter” @r under 2024 rdknad med obligatoriska tilladgg.

| féreningens arsavgift ingdr obligatoriskt tilligg for bredband, fast eltilléigg, debitering av egen elférbrukning

samt varmekostnader.

Intakter

Ovriga
int&kter,

Hyresint& kferﬁ

garage & p-

plats Arsc:vgiﬂer

Arets amortering
Foreningen har under aret amorterat 400 000 kronor.

Kostnader

Ré&ntekostnader

Personalkostnader

Gvriga
externa

—_—

kostnader

Awvskrivningar

Driftskostnader
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Nyckeltalsdefinitioner

Arsavgift per kvm upplaten med bostadsrétt: Alla &rsavgifter som tas ut for ytor uppldtna medbostadsrcitt,
inklusive avgifter baserade pd individuella matningar av férbrukning, férdelat per kvm upplédten med
bostadsratt. Avgifter for tjidinster som en medlem kan vdjja som fillvalingér inte.

Skuldsattning per kvm: Réntebdrande skulder pd balansdagen dividerat med antalet kvadratmeter
uppladtna med bostadsrétt och hyresréitt, dvs. samtliga ytor som féreningen tar ut en avgift eller hyra for.

Skuldsdttning per kvm upplaten med bostadsratt: R&ntebdrande skulder pd balansdagen dividerat med
antalet kvadratmeter uppl&dtna med bostadsrdtt.

Sparande per kvm: Justerat resultat fordelat per kvm uppldten med bostadsrétt och hyresrdtf. Med justerat
resultat avses drets resultat dkat med d&rets avskrivningar, drets kostnad for utrangeringar och &rets kostnad
for planerat underhdll samt avdrag resp. tilligg av intdkter och kostnader som &r vasentliga och som inte ér
en del av den normala verksamheten.

Rantekdnslighet: Réntebdrande skulder pd balansdagen dividerat med féreningens intékter frén arsavgifter
under rékenskapsdret. Nyckeltalet visar hur ménga procent arsavgifterna kan behdva héjas om réntan stiger

med 1 procentenhet.

Energikostnad per kvm: Kostnader for varme, el och vatten (inkl. kostnader som vidaredebiteras) férdelat per
kvm bostadsréitt och hyresrcitt.

Arsavgifternas andel i procent av totala rérelseintdkter: Arsavgifter dividerat med totala rérelseintékter.
Nyckeltalet visar hur stor del av féreningens totala rérelseintdkter somm kommer frén arsavgifter.
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Forandringar i eget kapital

Bostadsrattsféreningen Vetekarnan

716402-7851

Insatser Fond for ylire  Ovriga fonder Balanserat Arets
underhall resultat  resultat

Belopp vid dérets ingdng 1315003 4052 246 435932 6528628 644813
Resultatdisposition enligt stdmman.:
Reservering fond for yttre underhdill 773 447 -435 932 -337 515
Balanseras i ny rakning 644813 -644813
Arets resultat 49 671
Belopp vid arets utgang 1315003 4825 693 0 6835926 49 671
Resultatdisposition
Till féreningsstémmans férfogande star féljande medel:
Balanserat resultat 6 835 926
Arets resultat 49 671
Totalt 6 885 597
Styrelsen foreslar att medlen disponeras enligt féljande:
Reservering fond for yttre underhdll 377 202
Balanseras i ny rakning 6 508 395
Totalt 6 885 597

Avsattning till fond for yttre underhdll avséttes med minst 0,3% av fastighetens taxeringsvarde.
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Resultatrakning

1 januari - 31 december

RORELSEINTAKTER
Nettoomsattning
Ovriga rérelseintékter

Summa Rorelseintdakter

RORELSEKOSTNADER
Driftkostnader

Ovriga externa kostnader
Personalkostnader
Avskrivningar

Summa Rorelsekostnader

RORELSERESULTAT

FINANSIELLA POSTER
Ovriga ranteintdkter och liknande resultatposter
Ra&ntekostnader och liknande resultatposter

Summa Finansiella poster
RESULTAT EFTER FINANSIELLA POSTER
RESULTAT FORE SKATT

ARETS RESULTAT

Bostadsrattsféreningen Vetekarnan

Not 2024

/ 5161420
-755

5160 665

2 -3482 966
3 -128 817
4 -72 047

-673 668

-4 357 498

803 167

100 968
-854 464

-753 496

49 671

49 671

49 671

716402-7851

2023

4966708
311 221

5277 929

-2 885 492
-114 862
-69 458
-670 635

-3 740 447

1537 482

48 937
-941 606

-892 669

644 813

644 813

644 813
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Balansrakning
TILLGANGAR

ANLAGGNINGSTILLGANGAR
Materiella anléggningstillgangar
Byggnader och mark

Inventarier, verktyg och installationer

Summa materiella anlaggningstillgangar

SUMMA ANLAGGNINGSTILLGANGAR

OMSATININGSTILLGANGAR

Kortfristiga fordringar

Avgifts- och hyresfordringar

Ovriga fordringar

Férutbetalda kostnader och upplupna intékter

Summa kortfristiga fordringar

Kassa och bank
Kassa och bank

Summa kassa och bank

SUMMA OMSATTNINGSTILLGANGAR

SUMMA TILLGANGAR

Not

Bostadsrattsféreningen Vetekarnan

2024-12-31

28315714
17 033

28 332 747

28 332 747

523
53 540
288 635

342 698

4902 575
4 902 575

5245273

33 578 020

716402-7851

2023-12-31

28 976 230
30 185

29 006 415

29 006 415

4037
52 411
310270

366718

4 655 281
4 655 281

5021 999

34 028 414
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Balansrakning

EGET KAPITAL OCH SKULDER

EGET KAPITAL

Bundet eget kapital
Medlemsinsatser

Fond fér yttre underhall

Summa bundet eget kapital

Fritt eget kapital
Balanserat resultat
Arets resultat

Summa fritt eget kapital

SUMMA EGET KAPITAL

Kortfristiga skulder

Skulder fill kreditinstitut

Leverantodrsskulder

Skatteskulder

Ovriga skulder

Upplupna kostnader och férutbetalda intGkter

Summa kortfristiga skulder

SUMMA EGET KAPITAL OCH SKULDER

Bostadsrattsféreningen Vetekarnan

Not 2024-12-31

1315003
4 825 693

6140 696

6835 926
49 671

6 885 597

13 026 293

8 19 398 915
415 340

59 075

27 997

9 650 400

20 551 727

33 578 020

716402-7851

2023-12-31

1315003
4 488 178

5803 181

6 528 628
644813

7173 441

12 976 622

19 798 915
502 678
31620

29 247
689 332

21 051792

34 028 414
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Kassaflodesanalys

DEN LOPANDE VERKSAMHETEN

Rorelseresultat

Justeringar for poster som inte ingdr i kassaflédet
Avskrivningar

Summa

Erndllen rénta
Erlagd rénta

Kassafléde fran den 16pande verksamheten fére
forandringar av rorelsekapital

Kassaflode fran forandringar i rérelsekapital
Foérandring av rérelsefordringar
Foérandring av rérelseskulder

Kassafléde fran den 16pande verksamheten

FINANSIERINGSVERKSAMHETEN
Forandring av 1&ngfristiga skulder

Kassaflode fran finansieringsverksamheten
Arets kassaflode
Likvida medel vid arets bérjan

Likvida medel vid arets slut

Bostadsrattsféreningen Vetekarnan

2024-01-01
2024-12-31

803 167

673 668
1476 835

100 968
-854 464

723 339

24020
-100 065

647 294

-400 000
-400 000
247 294
4 655 281
4 902 575

716402-7851

2023-01-01
2023-12-31

1 537 483

670 635
2208118

48 937
-941 606

1315 448

276 900
145214

1737 562

-400 000

-400 000
1337 562
3317718
4 655 281
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Noter

Redovisningsprinciper

Bostadsrattsféreningen Vetekarnan

716402-7851

Arsredovisningen ér upprattad i enlighet med darsredovisningslagen och Bokféringsndmndens allménna réd
(BFNAR 2016:10) om dArsredovisning i mindre féretag (K2).

Avskrivning
Tillédmpade avskrivningstider:

Anldggningstillgdng
Byggnad, soprum
Ventilation 2008
Bredband 2011-2012
Byte av elskdp 2020
Inventarier
Laddstolpar

Not 1. Neftoomsattning

Arsavgifter bostéder

Hyresintdkter garage och p-platser
Bredband

Ovriga hyresintakter

Debiterade elkostnader
Debiterade virmekostnader
Ovriga avgifts- och hyresbortfall
Laddstolpar

Totalt nefoomsattning

Nyttiandeperiod (dr)
100

20

15

15

5

20

2024

3759 865
52 500
207 522
26 490
515203
591732
-2 400

10 508

5161420

Avskrivning (%)
1

5

6,7

6,7

20

5

2023

3759 863
50 250
151 200
30 508
461 416
508 896
-2 400
6975

4966 708
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Not 2. Driftkostnader

Fastighetsel

Uppvarmning

Vatten och avlopp

Soph&mtning

Obligatoriska service- och besiktningskostnader
Grovsopor/&tervinning

Fastighetsskdtsel

Snéréjning/sandning*
Bevakningskostnader

Grundavtal Elvaco

v

Forsakring
Fastighetsavgift/fastighetsskatt
Forbrukningsmaterial
Forbrukningsinventarier

Ovriga driftkostnader

Reparation och underhdill

Reparation och underhdll tak
Reparation och underhdll fénster
Reparation och underhdll portar och 1&s
Reparation och underhdll tvattstuga
Reparation och underhdll garage och p-platser
Reparation och underhdill el

Reparation och underhdll uppvarmning
Reparation och underhdll VVS
Reparation och underhdll ventilation
Reparation och underhdll gérd/trédgdrd

Totalt driftkostnader
* 96 000 kr avser 2023.

Not 3. Ovriga externa kostnader

Féreningsstdmma

Arvode ekonomisk férvaltning
Extra ekonomisk férvalining
Revisionsarvode

Webbsida

Bankkostnader

Ovriga administrativa kostnader
Féreningsomkostnader

Ovriga kostnader

Totalt 6vriga externa kostnader

Not 4. Personalkostnader

Styrelsearvode
Sociala kostnader

Totalt personalkostnader

Bostadsrattsféreningen Vetekarnan

2024

466 508
727 511
175 949
186 512
44 000
0

149 411
221997
13 839
7 536
320 233
198 259
616910
10 224
14 087
0

43 744
21248
34 587
24177
0

0

0

6168
15410
184 080
577

3482 966

2024

4200
69 768
6 601
15750
3221
5136
0

12 566
11575

128 817

2024

62 337
9710

72 047

716402-7851

2023

415942
654 385
171103
205116
0

1126
127 457
102 283
21745
0

273 057
180 236
562 304
92110

0

7 235
69 690
0

0

24 036
2313
11073
17916
2166
15822
10 989
388

2 885492

2023

5443
65 500
4000
15153
3221
5170
3725
12 651

0

114 862

2023

58 165
11293

69 458
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Bostadsrattsféreningen Vetekarnan

716402-7851

Not 5. Byggnader och mark 2024-12-31 2023-12-31
Ackumulerade anskaffningsvarden
Anskaffningsvarde byggnad 42 383 790 42 383 790
Anskaffningsvarde mark 1 994 000 1994 000
Anskaffningsvarde markanl&ggningar 728 000 728 000
Utgdende anskaffningsvérden 45105 790 45105 790
Ackumulerade avskrivningar
Ing&ende avskrivningar -16096 197 -15472077
Ing&ende avskrivningar markanlaggningar - 33 363 -0
Arets avskrivning p& byggnader - 624120 - 624120
Arets avskrivning p& markanl@ggningar - 36 396 - 33363
Utgdende avskrivningar -16 790 076 -16 129 560
Utgaende redovisat varde 28 315714 28 976 230
Taxeringsvdrden
Taxeringsvarde byggnader 67 912 000 66 363 000
Taxeringsvarde mark 57 822 000 44 043 000
125 734 000 110 406 000
Uppdelning av taxeringsvdarde
Bostader 123 635 000 0
Lokaler 2 099 000 0
125 734 000 0
Not é. Inventarier, verktyg och installationer, utgaende
. .. 2024-12-31 2023-12-31
redovisat varde
Ackumulerade anskaffningsvdrden
Ing&ende anskaffningsvarden 86 517 86 517
Utgaende anskaffningsvarden 86 517 86 517
Ackumulerade avskrivningar
Ing&ende avskrivningar -56 332 -43 180
Arets avskrivningar -13152 -13 152
Utgaende avskrivningar - 69484 - 56 332
Utgdende redovisat vérde 17 033 30185
Not 7. Forutbetalda kostnader och upplupna intakter 2024-12-31 2023-12-31
Fastighetsférsakring 202 794 198 259
FRUBO AB 17717 33714
Securitas Sverige AB 4928 0
Fastighetsservice AB 8015 7 566
Upplupen amortering 0 25000
Bredband 2 55181 45731
Summa 288 635 310 270
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Bostadsrattsféreningen Vetekarnan
716402-7851

Not 8. Skulder till kreditinstitut

Villkors-  Rdantesats Belopp Belopp

dndringsdag 2024-12-31 2024-12-31 2023-12-31

SBAB 61567062 2025-03-21 3,46 % 5670915 5770915
SBAB 10398991 2025-01-20 4,05 % 6247 500 6 347 500
SBAB 10399009 2025-02-21 3.72% 2 605 000 2705000
SBAB 11910017 2025-05-19 3.72% 4 875 500 4975 500
Summa skulder fill kreditinstitut 19 398 915 19 798 915
Kortfristig del av skulder fill kreditinstitut -19 398 915 -19798 915
0 0

De skulder som forfaller under kommmande &r redovisas som kortfristig skuld enligt god redovisningssed.

Féreningens finansiering dr dock I&ngfristig och Idnen kommer att omsattas. Faktisk amortering uppgdr fill 400
tkr arligen.

Not 9. Upplupna kostnader och forutbetalda intdkter 2024-12-31 2023-12-31
Upplupna utgiftsrantor 59 576 79 856
Forskottsbet avgift/hyra 413 961 420 062
Tekniska Verken 146 685 142 059
Stena Recycling 6 306 4946
Skellefted Kraft AB 23872 25534
Frubo AB 0 16 875
Summa 650 400 689 332
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Bostadsrattsféreningen Vetekarnan
716402-7851

Not 10. Stdllda sdkerheter 2024-12-31 2023-12-31
Fastighetsinteckningar 37 170 000 37 170 000
Summa: 37 170 000 37 170 000

Underskrifter

Linkdping enligt de datum som framgar av vara elektroniska underskrifter.

Bengt Malmqvist Leif Ernetoft
Ordférande Ledamot
Birgitta Olausson Maria Merell
Ledamot Ledamot

Min revisionsberdattelse har Idmnats enligt det datum som framgdr av vér elektroniska underskrift.

Blixt Revision AB Maij-Britt Tornell
Maria Johansson Intern revisor
Auktoriserad revisor
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1. Purpose

The purpose of this document is to set a framework for the understanding of digital evidence quality. Additionally it explains how the Scrive e-signed documents relate to such framework.

2. What is quality digital evidence?

Evidence collection is a security measure that the parties signing an agreement or another type of document, use to protect themselves in the event of a future dispute. The evidence can serve the purpose of clarifying the circumstances of the signing event; what was signed, how it was signed and who the signatories were. The value of quality evidence cannot be overstated, as it can be the difference between winning and losing in the event of a dispute.

We have studied several evidence container technologies such as the signed paper document, the printed facsimile and the recorded voice to understand how to generate quality evidence in a digital environment. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferable into digital formats. In fact we found that new technologies have been introduced at the cost of significant loss in quality of evidence; crucial information is left out of such digital evidence containers and as a result the usefulness of such evidence is highly dependent on third parties. This section explores the key characteristics of the signed paper document as compared to digital evidence container formats with the purpose of exploring what is required to reproduce, or improve, the evidence characteristics of the signed paper document.

2.1 Integrity

To prove that evidence is legitimate it is important to be able to show that it has not been tampered with.

As outlined in the table below, integrity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The integrity of a digital evidence container is highly dependent on the design of the system that produces it.

Question to ask:

How to emulate the integrity properties of the signed paper document in a digital evidence container?

				Signed paper document

		Digital evidence container



		Integrity

Can the evidence container be altered after its creation?

		A signed paper document is rarely questioned as evidence, unless there is good reason to believe otherwise. The reason being, that paper is by nature an immutable format; once signed it is difficult to manipulate the available evidence (typically paper mass, ink and fingerprints) without leaving traces of such manipulation. Thus a signed paper document is a durable “snapshot” of reality at the time that the document was signed.

		Digital evidence such as a PDF or an audio file, is by nature mutable. It is easy to alter digital evidence without leaving traces of manipulation.





2.2 Accessibility

To be able to make use of evidence it is key that it is as accessible as possible, meaning that all aspects of the evidence can be understood with a minimum amount of specialised expertise and tools.

As outlined in the table below, accessibility is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The accessibility of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to make a digital evidence container as accessible as a signed paper document?

				Signed paper document

		Digital evidence container



		Tools

What tools are required to display the evidence?

		All graphical elements (i.e. text and pictures) are visible to the naked eye, thus additional tools are never required for the interpretation thereof.

		All graphical elements are hidden to the naked eye, thus additional tools (machines and software) are always required for the interpretation thereof.

Additionally, different tools display the graphical elements in different ways so it is not given that all graphical elements in the file will be accessible to the naked eye or that it will be presented in the intended way.

Or even worse, to skew the balance of power and create an information advantage to one or several of the signatories, the intended way to display the graphical elements might be to hide them to make them difficult to find unless you know what tool to use and/or where to look for the graphical elements.



		Cost

How costly can it be to access the evidence?

		For the evidence that is harder to access such as fingerprints and the age of the ink, there are societal functions for the sole purpose of extracting that evidence.

		For the digital evidence that is harder to access, special resources not available to anyone such as special tools, expertise and research skills, might be required to extract all evidence.



		Comprehensibility

How Is the evidence format understood?

		As a standard format all aspects thereof are common knowledge, readily available to anyone interested.

		There is no one standard for digital evidence, therefore the format and available documentation for the interpretation thereof, is highly dependent on the design of the system that generated the evidence.





2.3 Evidence of intent

Contract law worldwide states that an offer and acceptance are elements required for the formation of a legally binding contract: the expression of an offer to contract on certain terms by one person (the “offeror”) to another person (the “offeree”), and an indication by the offeree of its acceptance of those terms. The other elements traditionally required for a legally binding contract are (i) consideration and (ii) an intention to create legal relations. Thus, intent is a key component in making a contract legally binding.

As outlined in the table below, evidence of intent is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of intent in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

				Signed paper document

		Digital evidence container



		Output

Is the final output the same as what is viewed at the time of signing?

		The signing environment (the paper document) is the same as the final output (the signed paper document).

		The digital signing environment is not the same as the final output. i.e. the displayed information is not the same as the digital evidence produced by the system after signing.



		Comprehensibility

Is the signing environment easily comprehensible to the signatory? 

		To sign a paper document is a standardised ritual to form a binding agreement. Therefore it is reasonable to maintain that any adult of age would understand their actions and that intent can be assumed.

		There are no standards for signing in a digital environment, the signing environments are subject to human creativity and the same signing environment may change from time to time, intentionally or unintentionally. Therefore it is not possible to assume that the signing environment made it immediately clear to the signatory that it was participating in the formation of a legally binding contract, thus intent can never be assumed.





Let us illustrate the potential consequences of weak evidence of intent in a digital signing environment with an example:

Two parties go to court over a contract signed in a digital signing environment. One of the parties claims that it didn’t sign a contract. Instead it claims that it was displayed with a) an interesting drawing of a blue elephant, b) a question if it would like to see an equally interesting pink sheep, and c) a button to proceed to view the pink sheep. Then the party selected to proceed by clicking the button to see the pink sheep, viewed the pink sheep and went to bed. There was no intent to sign a contract; there was only intent to view a pink sheep.

2.4 Evidence of identity

To be able to prove the identity of a signatory, the strength and accessibility of such evidence is key.

As outlined in the table below, evidence of identity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of identity in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the type of evidence that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to possibilities and accessibility and any type of digital evidence can be included and made easily accessible.

Question to ask:

How should the evidence of identity of the signing parties be captured and included into the evidence container?

				Signed paper document

		Digital evidence container



		Saving:

Is the evidence captured and included?

		Evidence of identity of the signing parties will automatically be captured and included into the document. The signatures can be used for graphological analysis, and fingerprints and other biometric materials from the signing parties can be used to authenticate the signatories.

		Evidence of identity of the signing parties will not be automatically captured and included into the document unless a) the software has been designed to do so, and b) the user of the software configures the software to do so.



		Formats:

In what formats can evidence be captured and included?

		There are limited possibilities to include evidence of identity other than the given; the signature, fingerprints and other biometric materials.

		New technology enables virtually unlimited possibilities to capture and include different types of evidence of identity such as audio, video, pictures and much more.



		Accessibility:

How accessible is the evidence?

		The evidence of identity is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of identity can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.5 Evidence of time

To be able to prove the time of a signature it is key to have exact evidence of time and that such evidence can be trusted to be accurate.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the exactness of the evidence of time that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to exactness and accessibility and very precise evidence of time can be included and made easily accessible.

Question to ask:

How to make sure that the evidence of time can be trusted to be correct?

				Signed paper document

		Digital evidence container



		Trust

Can the time be trusted? 

		The time of the event can be trusted as it can be found in the ink and there is a strong scientific foundation for the technique for chemical age determination.

		The time of the event is not automatically to be trusted because it is reported by a machine whose time settings cannot automatically be guaranteed to be correct.



		Exactness

How exact can the time be?

		The signed paper document offers limited possibilities to capture exact evidence of time. It is typically done manually through writing the date of when the signature was applied to the document. Additionally it is possible to analyse the time of the signature by chemical age determination of the applied ink. Neither of those methods provides exact evidence of time. Typically the manually applied time is only the day of the signature and the chemical age determination is even less exact.

		Digital evidence containers offer extensive possibilities to capture exact evidence of time and the evidence of time can be made to be very exact down to milliseconds, microseconds or even more exact.



		Accessibility

How accessible is the evidence?

		The evidence of time is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of time can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.6 Event history

To be able to prove a signature, events related to the actual signing event can be useful to strengthen the case.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask: 

How much event information should be collected and what should be included in the evidence container?

				Signed paper document

		Digital evidence container



		Ease of saving

How easy is it to capture and include related evidence?

		Collection and inclusion of related evidence has to be done manually which is costly. Therefore it is less likely that the signatories will collect and include extra evidence as a preemptive measure.

		Collection and inclusion of related evidence can be done automatically which is cheap. Therefore it can be reasonable to with take preemptive measures to collect and include extra evidence automatically through the system generating the evidence container.





2.7 Control

As seen in the previous sections, evidence is composed of many different evidence features such as integrity, accessibility, intent, identity, time and events (the “Evidence Features”). The Evidence Features may be captured in the same evidence container or distributed across multiple evidence containers, within or outside of the signatory’s direct control, such as but not limited to documents, databases or human memory. Optimally, as much as possible of the Evidence Features should be concentrated into evidence containers under the signatory’s direct control because a) the third party can cease to exist and as a result the evidence may be destroyed, b) the third party’s systems and/or administration may change and affect the accessibility of the evidence for the signatory, c) the third party’s incentives as an agent to protect the integrity of the evidence may not be, or stop being, aligned with the signatory’s incentives as a principal and thus increasing the risk of evidence loss or the risk of tampering that may affect the evidence quality or d) any combination of the aforementioned scenarios.

As outlined in the table below, control is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The control of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

				Signed paper document

		Digital evidence container



		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		The paper naturally includes all Evidence Features.

		The digital evidence container must be designed specifically to include the Evidence Features, otherwise the Evidence Features will be left outside the direct control of the signatory.





3. Scrive’s solution

3.1 Introduction

We have now analysed the evidence quality characteristics of the signed paper document versus digital evidence containers. This section describes the Evidence Package and how it has been designed in relation to the evidence quality characteristics. Our goal has been to reproduce the evidence qualities of the signed paper document, the long-standing gold standard for evidence containers, while at the same time add new qualities enabled by new technology. The end result is an evidence container not only imitating the most important features of the signed paper document but also with qualities superior to the signed paper document.

As explained in the introduction section to this Evidence Documentation, Scrive eSign is designed to a) enable its users to define workflows for signing electronically, b) execute the e-signing workflow, c) record the evidence and d) once all signatories have signed, use the recorded evidence to produce the Evidence Package. Thus, the Evidence Package is the end result of all these four steps in Scrive eSign and to be able to understand the Evidence Package, it is important to understand each of these four steps. This section explains the four steps in Scrive eSign required for producing the Evidence Package.

3.2 Summary

The Evidence Package addresses the questions in the section “How to create quality evidence?” in the following ways:

		Topic

		Question

		Evidence Package



		Integrity

		How to emulate the immutability of the signed paper document in a digital evidence container?

		Scrive eSign seals the Evidence Package with a digital signature (see step 10 in the Service Description). Depending on which sealing method was chosen, one of two things is applicable. With Keyless Signature Infrastructure based digital signature: Within one (1) month and five (5) days Scrive eSign seals the Evidence Package with a Keyless Digital Signature (see step 11 in the Service Description) which can be used to verify the document’s integrity mathematically with the help of the Digital Signature Documentation (see step 9  in the Service Description). With PAdES digital signature: Protects the document with a tamper-evident seal and makes Long Term Validation (LTV) of the seal possible.



		Accessibility

		How to make a digital evidence container as accessible as a signed paper document?

		Scrive eSign append the Verification Page to the Signing PDF containing a brief documentation (see step 2  in the Service Description), append this Evidence Quality Framework (see step 4 in the Service Description) and append the full Service Description (see step 5  in the Service Description) these documents together explain the Evidence Package and, except from a few exceptions, eliminate the need for further expertise or resources.



		Evidence of Intent

		How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

		Scrive eSign makes a screenshot of the confirmation in the signing environment of the Signatory, after the Signatory has signed and includes this screenshot into the Evidence of Intent (see step 8 in the Service Description). Behind the confirmation the document is visible to make it possible to match the intent with the document.



		Evidence of Identity

		How should the evidence of identity of the signing parties be captured and included into the evidence container? 

		Scrive eSign performs meticulous data collection in the Transaction Logs and then selected identity data is printed into the Verification Page (see step 6 in the Service Description) and all identity data is included into the Evidence Log (see step 4 in the Service Description).



		Evidence of time

		How to make sure that the evidence of time can be trusted to be correct?

		Scrive eSign collects time of events and Clock Error Samples into the Transaction Logs. These Clock Error Sample data are computed into useful numbers that can be used to mathematically calculate the likelihood of time deviation from the registered time.  Everything is included into the Evidence Log (see step 6 in the Service Description) and the Evidence if Time (see step 7 in the Service Description). Additionally the digital signature with which the document is sealed (see step 10 in the Service Description) includes a strong timestamp that can be used as an additional source of evidence of time.



		Event history

		How much event information to collect and what to include in the evidence container?

		Scrive eSign collects as much information as possible into the Transaction Logs and include all collected information into the Evidence Log (see step 6 in the Service Description).



		Control

		How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

		Scrive eSign goes to great lengths to collect and include as much evidence material as possible into one single evidence container, the Evidence Package. The Evidence Package include all Evidence Features of a signed paper document and more thereto.





4. Benchmarking the evidence quality of the Evidence Package

Based on the criteria as set forth in section 2 (What is quality digital evidence?), it can reasonably be argued that the Transaction Logs together with the measures in step 1-11 to produce the Evidence Package, to generate a digital evidence container of highest quality. Lets see how, in our opinion, the Evidence Package fare in comparison to the signed paper document when applying the framework as set forth in section 2.

		Main criteria

		Subcriteria

		Signed paper document

		Evidence Package



		Integrity

		Mutability

How mutable is the evidence container?

		Not mutable.

		Not mutable after applying the Digital Signature, in the sense that any alteration can be detected. In the event of a leak of the private key that Guardtime maintains, forged evidence containers would be detected if the Keyless Digital Signature has been applied. For PKI sealing, in the event of a leak of our private key for the PAdES digital signature, our certificate will be revoked. In that case, even if that certificate is revoked, the digital signature will still be able to show that at the time of sealing the certificate was not revoked and thus the digital signature (seal) is still valid.



		Accessibility

		Tools

What tools are required to display the evidence?

		No tools required.

		The Evidence Package is produced in standard PDF format and thus all parts of the Evidence Package is accessible through standard PDF readers where attachments are displayed. Adobe Reader is one example of such PDF reader.



				Cost

How costly can it be to access the evidence?

		The cost depends from country to country on the societal functions of the society and what they charge for document analysis.

		All evidence is made easily accessible and at no cost. The only evidence that requires any level of expertise is a) the technical expertise required to apply the Digital Signature Documentation to prove the Evidence Package’s integrity and timestamp mathematically and b) the statistical expertise to apply the time measurements to the statistical model to prove the exact time of an event.The need for case a is expected to be extremely rare and the statistical expertise in case b is common knowledge and easy to come by.



				Comprehensibility

How Is the evidence format understood?

		It is common knowledge available to anyone.

		The Evidence Documentation includes all explanations necessary.



		Evidence of Intent

		Output

Is the final output the same as what is viewed at the time of signing?

		Yes. Always.

		No. Never for digital evidence containers. The screenshot included in the Evidence of Intent which include a picture of the signed document in the background is intended to strengthen the evidence that what was viewed in Scrive eSign was the same as the output. The solution is not terminal though as this does not guarantee that the document was exactly the same in all parts.



				Comprehensibility

Is the signing environment comprehensible to the Signatory?

		Yes. Always for any mentally capable adult.

		Yes. The screenshot of the confirmation message after signing, that is included in the Evidence of Intent, is evidence that the Signatory understood that they were taking part in a e-signing workflow.



		Evidence of Identity

		Saving

Is the evidence captured and included?

		Yes. Unless the party wears gloves or for other reason manages to avoid direct physical contact with the paper.

		Yes. All information collected during the e-signing workflow is collected in the Transaction Logs and included in the Evidence Log upon producing the Evidence Package, including any evidence of identity.



				Formats

In what formats can evidence be captured and included?

		Limited possibilities.

		Unlimited possibilities.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		All evidence of identity is included in plain text in the Evidence Log or as easily accessible attachments to the document if requested in other format, such as photo for example.



		Evidence of time

		Trust

Can the time measurement be trusted?

		Yes.

		Yes. UTC time stamps plus deviation are time intervals guaranteed to be traceable to  reference time. Additionally the digital signature with which the document is sealed contains a time stamp which can be verified mathematically using only public information. 



				Exactness

How exact can the time measurement be?

		Not very exact. The standard precision is per day. Chemical age determination is even less exact.

		It can be very exact. The time is measured with microsecond resolution.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		Very accessible. All evidence of time is included in plain text in the Evidence Log.



		Event history

		Ease of saving

How easy is it to capture and include related evidence?

		Not very easy. Manual labor is required. Therefore likely to happen to a minimal extent.

		Effortless. Scrive eSign automatically collects and includes plenty of evidence in the Transaction Logs and prints all that evidence into the Evidence Log.



		Control

		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		None. The signed paper document is a self contained evidence container format.

		None. The Evidence Package is a self contained evidence container format.
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1. Definitions

“Attachments” means attachments to the Main Document provided by the Author or Signatories.

“Author” means the person(s) that configure the Workflow Settings.

“Clock Error Samples” means the term as defined in the Attachment Evidence of Time.

“Delivery Method” means the method to deliver the invitation to participate in a Workflow Session.

“Design View” means the administrative user interface of Scrive eSign for the purpose of configuring the Workflow Settings.

“Evidence Attachments” means the attachments with additional evidence inserted into the Final PDF as explained in section 8, the attachments are Evidence Quality of Scrive E-Signed Documents, Service Description, Evidence Quality Framework, Evidence Log, Evidence of Intent, Evidence of Time and Digital Signature Documentation.

“Evidence Material” means the Final PDF including the inserted Evidence Attachments. 

“Evidence Package” means the Evidence Material sealed with a digital signature.

“Field Data” means data associated with text fields, checkboxes, radio buttons and signature boxes in the Main Document.

“Final PDF” means the final Main Document after all Signatories have signed, including Field Data rendered with the placements defined by the Author in the Workflow Settings.

“Initiator” means the person that initiates Workflow Execution.

“Initiated Workflow” means a set of Workflow Settings where Workflow Execution has been initiated.

“Integrated System” means a system that communicates with Scrive eSign via the Scrive API.

“Main Document” means the document that is displayed in the Design View and Sign View and is possible to edit with Field Data.

“Party” or “Parties” means persons participating in the Workflow Execution.

“Role” means the Role of a Party during a Workflow Session.

“Scrive API” means the application programming interface of Scrive eSign.

“Sign Material” means the material being reviewed, signed and completed by the Parties during Workflow Execution, including a) the Main Document, b) Attachments and c) Field Data.

“Sign View” means the graphic user interface in Scrive eSign’s web based interface, for the Parties to review and for Signatories to sign the Sign Material.

“Signatory” means a person that has been defined to sign the Sign Material in the Sign View during a Session.

“Signature Confirmation Section” is the final section where the Signatory is asked if they are sure that they wish to sign the document.

“Signature Drawing Modal” is the modal where the Signatory is asked to draw or type their signature.

“Template Workflow” means Workflow Settings saved by an Author for later reuse. “Transaction Logs” means database logs in Scrive eSign, including records of the Signatories activities in Scrive eSign.

“User” is a person or a group of persons with an account in Scrive eSign which is linking to a verified email address.

“Viewer” means a person that has been defined to only have access to view the Sign Material in the Workflow Session.

“Workflow Execution” means when Scrive eSign guides the Parties through Workflow Sessions as configured in the Workflow Settings.

“Workflow Session” means a set of activities defined for a Party to execute the assigned Role. A Party can be assigned multiple Workflow Sessions.

“Workflow Settings” means any combination of settings in section 3 defining how the Parties can interact with the Sign Material during Workflow Execution.

2. Purpose 

The purpose of this document is to explain how Scrive eSign worked at any given point in time to facilitate the full understanding of the process that generated the final Evidence Package. Each time Scrive eSign is updated with new features this document is also updated. The scope of the document is to describe the Scrive eSign system in full. Because it is possible to initiate Workflow Execution via API it is possible that parts of the e-signing workflow have happened outside of Scrive eSign. Because Scrive can only document features that are within our control, parts of a workflow may have happened outside the scope of this document.

3. Design the workflow (Author)

Workflow Settings are defined in the Design View by the Author. The features for designing the Workflow Settings are clustered in the Design View in three main sections. We describe the features in these sections according to the structure in the Design View.

3.1 Add Parties

3.1.1 Simple Workflow Session

Add a Workflow Session and add information about the Party participating in the Workflow Session. You can add an infinite number of Workflow Sessions. The minimum amount of Workflow Sessions is one.

3.1.2 Mass-signing Workflow Session

To replicate a Template Process multiple times with many separate Parties it is practicable to add the Parties in bulk. This feature enables adding a list of Parties to a Workflow Session as a CSV file. When initiating the process Scrive eSign will automatically replicate the process for every row in the CSV file and include the Party information of that row to that Workflow Session.

3.1.3 Invitation order

Select in what order the Parties shall receive the invitation to participate. Parties can receive the invitation in parallel, in sequence, or a combination of these.

3.1.4 Role

Define if the Party should be Signatory or Viewer.

3.1.5 Invitation method

Select how the Party shall receive the invitation to participate in the Workflow Session. The delivery methods available are a) email, b) SMS, c) email and SMS and d) in-person delivery or e) API.

		Email

		An email invitation is sent including a link to the Sign View.



		SMS

		An SMS is sent including a link to the Sign View.



		Email and SMS

		Both email and SMS delivery as described above.



		In-person

		No invitation is sent. The Initiator can give the Party access to the Sign View, by personally presenting it on a device selected by Initiator.



		API

		No invitation is sent. The Initiator can select to give access to the Sign View by sharing the URL or an Author can set up a workflow where the Party is redirected from a webpage hosted by the Author to the Sign View.





3.1.6 Authentication to view

Select what authentication should be required from a Signatory before accessing the Workflow Session to view the document. The alternatives are a) Swedish BankID, b) Norwegian BankID, c) Danish NemID or d) no additional authentication method.

3.1.7 Authentication to sign

Select what authentication method should be required from a Signatory. The alternatives are a) Swedish BankID, b) PIN verification by SMS or c) no additional authentication method.

3.1.8 Confirmation method

Select how the Party shall receive the confirmation that the document has been signed by all Parties and get access to the Evidence Package. The confirmation methods available are a) email, b) SMS, c) email and SMS and d) no delivery.

3.2 Place fields

3.2.1 Main Document upload

Upload the Main Document. Only PDFs are accepted for upload. 

3.2.2 Main Document removal

Remove the Main Document.

3.2.3 Text field

Drag and drop text fields into the document. Define the name of the text field (i.e. address, mobile and more) or select a predefined field, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution, define what party can (if optional) or must (if mandatory) complete the text field during their Workflow Session. All information put into a text field will be printed onto the document. You can set the font size of the text field to a) small, b) normal, c) large or d) huge.

3.2.4 Checkbox

Drag and drop checkboxes into the document. Define the name of the checkbox (for traceability purposes), choose a checkbox size, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) check the checkbox during their Workflow Session. The checkbox, empty or checked, will be printed onto the document.

3.2.5 Signature box

Drag and drop signature boxes into the document. Define the name of the signature box (for traceability purposes) and define if it is a) mandatory for the Party completing the Workflow Session or b) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) draw their signature during their Workflow Session. For some old browsers where JavaScript drawing doesn’t work, the Signatory can use their keyboard to type their signature with a name instead and a handwritten font will be used. The drawn or typed signature will be printed onto the document.

3.2.5 Radio buttons

Drag and drop radio button groups into the document. Define the name of the radio button group and the names of individual radio buttons (for traceability purposes), and choose a size for the radio buttons within the radio button group. It is mandatory for signing parties to select one of the radio button group options. The radio buttons, selected or not, will be printed onto the document.

3.3 Other settings

3.3.1 Add Attachment

The Author can upload documents to add as Attachments to the Main Document or delete previously uploaded Attachments. Only PDFs are accepted. The Author selects if the Attachment should be optional or mandatory to review. The Author selects if the Attachment should be merged with the main file or not.

3.3.2 Request Attachment

The Author can request that Parties are asked to upload documents during a Workflow Session, to add the documents as Attachments to the Main Document. The request is set per Party and an instruction text is required explaining what document is requested, requests can be made optional in which case the Party is not required to upload a document.

3.3.3 Main Document name

Name the Main Document. This is the name that will be communicated with the Parties throughout each Workflow Session. This will be the name of the Main Document in the Evidence Package.

3.3.4 Workflow Session language

Select in what language the Parties shall be guided throughout each Workflow Session. This will be the language of the text printed in the Verification Page.

3.3.5 Due date

Select the due date for the Signatories to sign. After the due date has passed the Signatories can no longer sign.

3.3.6 Automatic reminder

Select at what date an automatic reminder to sign shall be sent to the Signatories that haven’t yet signed.

3.3.7 Personal invitation message

Write a personal message that the Parties will receive when invited via email to participate in the Workflow Execution.

3.3.8 Personal confirmation message

Write a personal message that the Parties will receive via email when the document has been signed.

3.3.9 Edit Sign View UI

Adjust the UI in the Sign View. The following UI features can be added or removed a) header including logo and contact details, b) download PDF c) the button used in the Sign View to reject to sign, d) option to reply with a message, and e) footer.

3.4 Save as template workflow

The Workflow Settings in Design View can be saved as a Template Workflow for later Workflow Execution a single time (save as draft) or multiple times (save as template).

3.5 Settings available via API only

3.5.1 Set highlighting

It is possible, via the API, to enable highlighting in the Sign View for selected Signatories. Highlighting is the digital equivalent of a yellow mark on paper to emphasize something on the document. Highlights can be made by the selected Signatories, and cleared page-by-page, until they have signed the document, after which no more changes can be made. 

3.5.2 Field editable by Signatory

It is possible, via the API, to allow selected Signatories to change the value of certain fields, even if they were pre-filled by the Document Author. This is currently only available for email and mobile field types. The aim of this setting is to allow Signatories to update their email or mobile number, when the value set by the Document Author may be incorrect or outdated.

4. Initiate the workflow (Initiator)

A Workflow Execution needs to be started by an Initiator. This section describes the features which the Initiator can use to initiate the Workflow Execution. The Initiator may initiate the Workflow Execution in any of the following ways:

		start as Author and define the Workflow Settings in the graphic user interface of the Design View or an Integrated System, or programmatically through the Scrive API, and then initiate the Workflow Execution, or

		start as Initiator only and select a Template Workflow to initiate the Workflow Execution, or

		start as Author and select a Template Workflow to edit by any of the procedures for defining the Workflow Settings described in bullet a and then, after editing as Author, initiate the Workflow Execution.



4.1 Initiate Workflow Execution from Design View

After a Main Document has been uploaded and no mandatory information is missing it is possible to initiate Workflow Execution by clicking a button to start. When having clicked the button a modal is displayed and depending on the Workflow Settings different activities will be required from the Initiator to initiate Workflow Execution.

		Initiator role

		Sign order

		Instruction in modal



		Signatory

		Sign first

		Prompts to sign first before inviting others



		Signatory

		Sign second or later

		Prompts to invite others



		Viewer

		-

		Prompts to invite others





4.2 Initiate Workflow Execution from Template Workflow

Template Workflows can be accessed either via the Scrive eSign graphic user interface or via API. The following sections will describe how access can be done via the graphic user interface of Scrive eSign. In principle the same actions can be performed via the API.

4.2.1 List of Template Workflows

By logging in to his Scrive eSign account the Initiator can access a list of Template workflows from where it can initiate Workflow Execution. In the list of Template Workflows each Template Workflow is displayed in a list including name of the Template Workflow, time of latest change to Template Workflow, Delivery Method(s) and sharing status. In the template list view it is possible to do free text search on metadata to find Template Workflows.

4.2.2 Select to edit Template Workflow or directly initiate Workflow Execution

By clicking the name of a draft or template in the list of Template Workflows, different options will be made available depending on the Workflow Settings of the Template Workflow.

		Author/Not Author

		Locked from editing

		In-person delivery

		Options for next step



		Author

		Yes/No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Author

		Yes/No

		No

		Option to a) edit Workflow Settings or b) send for signature directly.



		Not Author

		Yes

		Yes

		Option to initiate signing on the device directly.



		Not Author

		No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Not Author

		Yes

		No

		Option to send for signature directly.





5. Administer the Workflow Execution (User)

The document view is the administrative counterpart of the Sign View. Here the User can review the Main Document, Attachments, Parties and progress history and also administer the Workflow Execution.

5.1 Progress history

The Workflow Session progress of each Signatory can be tracked in the progress history section. Each important event is listed with a status icon, time, Party and an explanatory text. Below is a list of the statuses used.

		Progress status

		Explanation



		Initiated signing

		The Initiator initiated the signing process.



		Email sent

		The invitation to access Sign View was sent via email.



		SMS sent

		The invitation to access Sign View was sent via SMS.



		Undelivered

		The external email or SMS system has reported that it could not deliver the email or SMS.



		Delivered

		The external email or SMS system has reported that it has delivered the email or SMS.



		Email opened 

		The external email system has reported that the email has been opened.



		Accessed view to authenticate

		The party opened the view to verify their identity before viewing the document.



		Authentication success

		The Party verified their identity with [AUTHENTICATION METHOD] to access the document.



		Reviewed online

		Opened the document online.



		Signed

		The button to complete signing was clicked in the Signature Confirmation Section or, if BankID was required to sign, the signing process was completed successfully in the BankID application.



		Rejected

		The button to reject signing was clicked in the final rejection section.



		Timed-out

		The due date for signing as set in the Workflow Settings passed and the document can’t be signed.



		Due date prolonged

		The Initiator prolonged the signing due date.



		Process cancelled

		The Initiator cancelled the signing process, the document can no longer be signed.



		Process edited

		The Workflow Process was edited in the Design View.



		Sealed

		Scrive eSign sealed the final PDF with a digital signature.



		Extended

		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.





5.2 Withdraw invitation

To withdraw an invitation to sign an Initiated Workflow, press the button to withdraw. The invitation to sign the selected Initiated Workflow will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

5.3 Extend due date

If the due date to sign passed without all Signatories having signed the Initiator can extend the due date by pressing “extend due date”. The date is extended by as many days as are determined by the Initiator.

5.4 Restart document

If the document was cancelled or the due date passed the Initiator can select to restart the Workflow Execution by pressing the button to restart the Workflow Execution. The Initiator is then redirected to the Design View where he can edit the Workflow Settings and initiate Workflow Execution again.

5.5 Start signing

If Delivery Method was set to in-person or API, then there is an option for the Initiator to initiate the next in-person Workflow Session directly from this view. By selecting “start signing” the Initiator will be redirected to the Sign View.

5.6 Download document

If the document has been signed it can be downloaded by the Initiator by pressing the button to download the document.

5.7 Send reminder

To remind a Signatory to sign, press the button to send reminder. A reminder will be sent to the Signatory using the initial invitation Delivery Method selected by the Author.

5.8 Send document again

To send a completed Evidence Package again to a Party, press the button to send the document again which is next to the Party’s information. A message including the document, will be sent to the Signatory using the initial confirmation Delivery Method selected by the Author.

5.9 Change of authentication to view and authentication to sign methods

As long as the recipient hasn’t signed the Initiator can change the authentication to view and the authentication to sign methods.

5.10 Bounce management

If the email or SMS could not be delivered, the Initiator is informed of the problem via an email with a link to the Document View where the Initiator can edit the email or mobile number. A bounce can occur for multiple reasons, typically due to a) entering the wrong email or mobile number, b) SPAM filter settings of the receiving system or c) the recipient’s systems are down.

5.11 Review Attachments

Below the displayed document there is a section with all attached Attachments. The user can view or download Attachments.

5.12 Review evidence attachments

Below the Attachments section there is a section with all evidence attachments. The user can review or download the evidence attachments.

6. Follow the workflow (Party)

Smooth Workflow Execution is dependent on a series of events as executed by the Parties in close interaction with Scrive eSign. This section will describe the different components enabling the Workflow Execution. The features are listed in the order as they appear to the Signatory either chronologically or in the graphic user interface from the top and going down. What features appear to the Signatory depend on the Workflow Settings.

6.1 Overview of Workflow Execution

Before we look at the components of the Workflow Execution it might be useful to get an overview of the different steps of Workflow Execution as experienced by the Signatories and the Viewers.

		Accessing the Sign View: the Party either a) receives an email or SMS with an invitation to sign electronically and a link to the Sign View or, b) accesses a device (tablet, desktop computer, smartphone or other) with the Sign View already opened or c) is redirected from an Integrated System to the Sign View. 

		If set by the Author, the Signatory is asked to authenticate before they can proceed.

		Reviewing the Sign Material: the Party views the displayed Sign View and a) can read instructions at the top to follow the guiding arrow, b) depending on the Workflow Settings enter or not enter Field Data into the document (such as text, signatures, checks in checkboxes, choosing a radio button group option) and view/append required and optional attachments and c) scroll through all document pages to reach the sign or reject section.

		When enabled for the current signatory, the Initiator can highlight anything within the document being signed in real-time. 

		Signing the Sign Material: the Signatory presses the next button to proceed to the next step and, depending on the Workflow Settings, one of these four scenarios follow;



		If the Signatory has not yet drawn their signature inside the document a section appears with instructions to confirm their intent by clicking a button with the text “Sign”, or

		If the Signatory has not yet drawn their signature inside the document a section appears with instructions that they will finalise the signing process by clicking the button with the text “Finish”, or

		If the Signatory is required to authenticate with PIN by SMS before they can sign they a) type or view their mobile number, b) receive an SMS with a PIN, c) type the PIN into a input field and d) confirm their intent by clicking a button with the text “sign”, or

		If the Signatory is required to sign with Swedish BankID they sign using the Swedish BankID app on the device they chose to sign with.



		Receiving confirmation after signing: after having completed one of the above signing scenarios a confirmation message is displayed to the Signatory that the Sign Material has been signed. Depending on the Workflow Settings, each Party either receives or doesn’t receive a confirmation message. If it was set for the Party to receive a confirmation message it is sent either a) by email and including the Evidence Package, b) by SMS and including a URL-link to access the document on the web in Scrive eSign, or c) both by email and SMS as described above.



The following sections are more detailed descriptions of the features enabling the workflow in the summary above.

6.2 Accessing the Sign View

This is the workflow guiding the Parties to access the Sign Material in the Sign View.

6.2.1 Invitation message

Scrive eSign will send an invitation email and/or SMS to the Party, in the order as defined by the Workflow Settings. The email and/or SMS will include a URL-link to a Sign View specific to that Workflow Session.

6.2.2 List of Initiated Workflows

Initiated Workflows with Workflow Sessions available for signing directly on the device are listed in a list accessible to Users. Each Initiated Workflow is displayed in a list with document name, last event, name of Initiator and names of all Parties. An icon determines if the Party is the Initiator of the Initiated Workflow or has been invited by another Initiator to participate. By selecting an Initiated Workflow from the list the User will initiate a Workflow Session and access the Sign View.

6.3 Authenticate to view

This is the part where the Signatory is required to authenticate themselves before they can proceed to view the Sign Material.

6.3.1 Authentication to view

The name of the Author and the document is displayed. Personal information that is required to understand who should authenticate their identity is presented. The Signatory initiates the authentication process. If the authentication is successful the Signatory is redirected to the Sign View to view the Sign Material.

6.4 Reviewing the Sign Material

This is the workflow guiding the Signatory when they are reviewing the Sign Material before signing.

6.4.1 Contact information

In the header the Initiators name and mobile (if available) is displayed for contact purposes.

6.4.2 Branded header

Adjustments can be made to a) company logotype, b) background color of header, c) text font, and d) text color. If no branding has been selected, the default is the Scrive logotype and colors. Author can remove the header and footer in the Design View before initiating Workflow Execution.

6.4.3 Other branded Sign View components

Components of the Sign View that can be branded are a) text font type of all text, b) color of the guiding arrow, c) color and text font of text in the guiding arrows, d) color of buttons, and e) color and text font of the text in the buttons. In the Sign View, confirmation page after signing, the signing invitation email and confirmation email there is a discrete ”Powered by Scrive” text.

6.4.4 Signing header

This header stays at the top of the SIgn View as the signatory scrolls through the Main Document to sign. The header includes a) the name of the document, b) a button to activate highlighting (learn more below), c) a button to zoom in the Main Document and d) a button to zoom out the Main Document. By clicking the highlight button, the highlighting functionality is enabled and the scrolling functionality is disabled. Thus, instead of scrolling when touching the screen the touch will result in a yellow highlighting color being painted to the Main Document where the finger points. Highlighting starts when a finger is put to, or a mouse is clicked above, the Main Document. Highlighting stops when the finger is lifted or the mouse is released. To initiate highlighting again the highlighting button in the header has to be pressed again. If the highlighting functionality has been applied to the Main Document in the current Workflow Session, a clear button will also be available in the signing header. The clear button will allow highlighting to be cleared from one document page at a time, and “clear mode” will be enabled until any highlighting has been cleared, or until the cancel button is clicked to cancel clear mode.

6.4.5 Review instruction

Below the header there is a) the person’s name and b) a brief instruction on how to proceed to sign the document. The purpose of the name is to decrease the risk that a person mistakenly signs in another Signatory’s name. If the name was not supplied before Initiator initiated Workflow Execution, then only the brief instruction is displayed.

6.4.6 Mandatory/optional explanation

Explanation of the difference in instruction color between actions that are mandatory and actions that are optional. This appears if the Workflow Session includes optional and mandatory actions.

6.4.7 Download PDF

Option to download the Main Document and Attachments as PDF. This option is either displayed or not depending on if the Author defined that it should be displayed during the Workflow Session.

6.4.8 Document display

PNGs of the Main Document are displayed in up to 1040 px width.

6.4.9 Guiding arrow

The guiding arrow will guide the Party through the steps set as mandatory by the Author. The arrow will guide the Party by pointing at the next mandatory step and blink.

6.4.10 Text fields

There can be empty text fields that are mandatory or optional to complete for the Party and pre-filled fields that can be editable.

6.4.11 Checkboxes

There can be unchecked checkboxes that are mandatory or optional for the Party and pre-checked checkboxes that can be de-checked. Checkboxes can be small, medium, or large, at the discretion of the author.

6.4.12 Radio buttons

There can be radio button groups comprising of two or more radio button options. The Party must select one of the radio buttons for each radio button group. Each radio button group can be small, medium, or large, at the discretion of the author.

6.4.13 Signature box

If signatures are requested from the Signatory then signature boxes are displayed as colored areas on top of the document. If the Author has defined the signature as mandatory, then the guiding arrow will point to the colored area after previous mandatory fields have been completed. When clicking a signature box a signing workflow is initiated. Read more about the signing workflow in section “6.6 Signing the Sign Material”.

6.4.14 About you section

If there are input fields that are mandatory to include in the transaction but have not been placed on top of the document by the Author they are displayed in the about you section. This section is not visible if there is no mandatory information that has not been placed on top of the document for input.

6.4.15 Attachments section

For each attachment that has been added to the document by the Author a section is displayed including the title of the attachment and a button to show the attachment. The attachment can be viewed by clicking the button to show the attachment, then the section expands and displays the attachment in full to the Signatory. If an attachment was selected by the Author to be mandatory to review in the Workflow Settings then a) a checkbox is available next to the title of the attachment and b) a text stating that the signatory confirms that they have read and understood the content of the attachment is available next to the checkbox. The checkbox with the instruction to confirm that the Signatory has read and understood the content of the attachment must be checked before the Signatory can sign.

6.4.16 Requested attachments section

This is where, if requested, the signatory is instructed to upload additional documents as attachments. The signatory can choose not to upload an optional attachment by checking a checkbox. If attachments have been added by previous signatories in the same process, those are visible to the current signatory for review. This section is not visible if there are no requests for attachments from the signatory.

6.4.17 Signatories section

This section includes a list of the Signatories, their signing progress and a) Full name,,  and b) if applicable information about the Signatory is displayed such as organisation, organisation number, ID number, mobile number and email.

6.4.18 Reject or sign section

This is the last section in the Sign View. This section includes a reject button and a next button. By clicking the reject button the Signatory will initiate the rejection workflow and by clicking the next button the Signatory will initiate the signing workflow. If the Author has determined in the Sign View Settings that the reject button shall not be displayed to the Signatory, only the next button will be displayed.

6.5 Rejecting to sign the Sign Material

This is the workflow guiding the Signatory when they are rejecting to sign the Sign Material.

6.5.1 Reject button

At the bottom of the Sign View the signatory can reject the signing via clicking on a reject button. This button is visible if the Author has not disabled it in the Workflow Settings.

6.5.2 Rejection section

If the option to allow a rejection message was chosen in the Workflow Settings, upon clicking the button to reject the Signatory will enter a section where the Signatory can reject and, if so desired, write a rejection message to the Initiator. If a rejection message is not allowed, the Signatory will be asked to confirm the rejection directly, without the possibility of writing a rejection message. If the Signatory confirms the rejection, the Workflow Execution is cancelled and the Main Document can no longer be signed by any other Signatory.

6.5.3 Rejection confirmation page

After a rejection the Signatory is redirected to a page confirming that the signing was rejected and, if a rejection message was created, that the rejection message was sent to the Initiator.

6.6 Signing the Sign Material

The signing workflow is the workflow guiding the Signatory when they are signing the Sign Material.

6.6.1 Signature Drawing Modal

After the signature box has been clicked by the Signatory, the Signature Drawing Modal is opened and the Signatory is instructed to sign. The Signatory can draw their signature on a touchscreen or with a mouse. Once the Signatory has drawn their signature in the Signature Drawing Modal, they can click a button to proceed. Once they have clicked the button to go to the next step the modal closes and the signatory is scrolled to the next step defined by the Workflow Settings. 

6.6.2 PIN by SMS authentication and Signature Confirmation Section

If the authentication was set to PIN by SMS, the Signatory is either a) prompted to type the mobile number they want to use for authentication or b) if the mobile number was prefilled by the Initiator they can only view the mobile number. After the signatory has filled their mobile mobile number or reviewed the one that was prefilled by the Initiator and clicked to send the SMS, the Signature Confirmation Section appears with a) an input field for the PIN, b) a text if they wish to sign and let Scrive eSign register their signature and c) a button to confirm the PIN and complete the signing process. After the correct PIN has been supplied and the Signatory has confirmed that they wish to sign , the signature is registered and the Signature Registration Section is displayed.

6.6.3 Swedish BankID authentication and Signature Confirmation Section

If the authentication was set to Swedish BankID, the Signatory is either a) prompted to type the ID number they want to use for authentication, or b) if the ID number was prefilled by the Initiator this is already prefilled and not editable. After the signatory has a) filled their ID number or reviewed the one that was prefilled by the Initiator and b) clicked to initiate the authentication with Swedish BankID, the Signatory authenticates within the Swedish BankID application. When the authentication is completed in the Swedish BankID application, Scrive eSign registers the signature. 

6.6.4 Signature Confirmation Section

If the authentication was neither set to Swedish BankID nor PIN by SMS then the Signature Confirmation Section asks the Signatory if they wish to either “sign” (if no signature was drawn in the document using the Signature Drawing Modal) or “finish” (if a signature was drawn in the document using the Signature Drawing Modal) and let Scrive eSign register their signature. Once the Signatory has confirmed that they wish to sign or finish the signing process, the signature is registered and the Signature Registration Section is displayed.

6.7 Receiving the confirmation after signing

This is the workflow guiding the Signatory after they have signed the Sign Material.

6.7.1 Signature Registration Section

After the Signatory has confirmed their signature in the Signature Confirmation Section, the Signatory is redirected to the Signature Registration Section. The Signature Registration Section instructs the Signatory that their signature is being registered by Scrive eSign.

6.7.2 Signature confirmation page

After Scrive eSign has completed registering the signature of the Signatory, the Signatory is either redirected to:

		a custom confirmation page. Scrive does not regulate the custom confirmation page other than requiring that the confirmation page should not be misleading to the Signatory, thus it can include any information.

		the Scrive eSign standard confirmation page. The standard confirmation page includes information that the Signatory’s signature has been registered. If the Author had set that Scrive eSign should send an outgoing confirmation message, then the Signatory is also informed that an outgoing confirmation message was sent to the Signatory or that, if there are more Signatories to sign the document, an outgoing confirmation message will be sent to the Signatory after all Signatories have signed.

		the Signing Handover Interface, where a button is displayed leading to the Workflow Session for that next Signatory. This happens if there are other Signatories in line to sign after the Signatory that just signed, and the Delivery Method was set to in-person for any of those Signatories.



6.7.3 Signature confirmation message

If Author set that an outgoing confirmation message should be sent to the Signatory, a confirmation message is sent either via SMS, email or both. The confirmation message includes information that the document has now been signed by all Signatories. The email also includes an original of the Evidence Package and the SMS includes a link to access the Evidence Package online. If the Evidence Package is over 10MB Scrive eSign will not include the Evidence Package in the confirmation email and instead an instruction and a link to access the document will be supplied. If the Author set that a custom confirmation message shall be included in the outgoing confirmation message, the custom confirmation message set by the Author is included after the standard confirmation message texts.

7. Evidence collection

During the Workflow Execution Scrive eSign is collecting evidence to include into the Evidence Package.

7.1 Collecting missing Sign Material

At any time during the Workflow Execution, Scrive eSign presents the Sign Material in its current state in the Sign View meaning that it displays a) images of each page of the Main Document, b) links to all Attachments and c) renders all currently defined Field Data on the pages of the Main Document using the placements specified by the Author. As the process advances, the Sign Material is collected and produced through the following process:

		The Author uploads the initial Sign Material into Scrive eSign, consisting of the Main document, Author Attachments and initial Field Data.

		The Signatories will perform a review of the Sign Material in the Sign View. Depending on the Workflow Settings the Signatory can be asked to upload Signatory Attachments and add more Field Data, so that the Sign Material is completed. This step is reiterated until all Signatories have signed. 

		When the last Signatory has signed, the Sign Material has become fully completed and is locked from further modifications.



7.2 Producing the Transaction Logs

Scrive eSign executes the following activities to produce the Transaction Logs:

		Record as many as possible of the Signatories’ activities in Scrive eSign during Workflow Execution

		Record screenshots of the confirmation after the Signatories have signed through Scrive eSign

		Record system information of the Signatories’ client system

		Record system time of the Signatories’ activities in Scrive eSign



This section will explain the different procedures for recording the Transaction Logs as listed above.

7.2.1 Recording Signatories’ activities in Scrive eSign

Scrive eSign records events when the Signatory has interacted with Scrive eSign during Workflow Execution. The activities in Scrive eSign that are recorded are listed below. Coordinates X=0, Y=0 is the top-left corner of the page, X=1, Y=1 is the bottom-right corner.

		Sample event (as printed in the Evidence Log)

		Event explanation



		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.

		See section 8.1.11.



		Scrive eSign sealed the final PDF with a digital signature.

		See section 8.1.10 and 8.1.12.



		Scrive eSign prepared the final PDF, including evidence collected by Scrive eSign, before sealing with a digital signature.

		See sections 8.1.1 – 8.1.9 



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) verified their identity with [AUTHENTICATION METHOD] to access the document.

Data returned from the [AUTHENTICATION METHOD]:

Name: [NAMED RETURNED]
ID number: [ID NUMBER RETURNED]


Signature: [SIGNATURE RETURNED]
Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.3.1.



		Scrive eSign sent an automatic reminder to sign using [DELIVERY METHOD] to [EMAIL@EXAMPLE.COM and 012-34 56 78] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]).

		See section 3.3.6.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) withdrew the invitation to sign and Scrive eSign disabled the possibility to sign for all parties.

		See sections 5.2.



		The user [NAME OF USER ([UNIQUE IDENTIFIER]] changed authentication for [NAME OF PARTY (UNIQUE IDENTIFIER)] from [OLD AUTHENTICATION METHOD] to [NEW AUTHENTICATION METHOD].

		See section 5.9.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the email address for the party from [BAD@EXAMPLE.COM] to [GOOD@EXAMPLE.COM].

		See section 5.10.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the mobile number for the party from [BAD-12 34 56] to [GOOD-12 34 56].  

		See section 5.10.



		Scrive eSign locked the document from further modifications by the parties.

		See section 7.1 step 3.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[ACCEPT ATTACHMENT CONDITIONS TEXT]”.

		See sections 3.3.1 and 6.4.15.

[ACCEPT ATTACHMENT CONDITIONS TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "I have read and accepted the content of the attachment [EXAMPLE ATTACHMENT NAME]".



		The party [NAME OF PARTY] ([UNIQUE IDENTIFIER]) deleted the attachment [ATTACHMENT NAME] previously uploaded by the party [NAME OF PARTY] ([UNIQUE IDENTIFIER]).

		See sections 3.3.2 and 6.4.16.



		Due to a system error Scrive eSign failed to finalise the Evidence Package (as defined in the Service Description) before sealing with a digital signature.

		Sometimes the system may fail to produce the Evidence Package as described in sections 8.1 – 8.3. This event is extremely rare.



		Scrive eSign’s external email delivery system reported that the invitation to [sign/review] the document sent via email to [PARTY@EXAMPLE.COM] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation to [sign/review] the document sent via SMS to [012-34 56 78] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign sent an invitation to [sign/review] the document via [delivery method] to [PARTY@EXAMPLE.COM and/or 012-34 56 78]. The invitation included a link that when clicked lead to Scrive eSign’s online interface to [sign/review] documents. The invitation contained the following message: <BR/> <i>This is an example message text.</i>

		See sections 3.1.4, 3.3.7 and 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent via email to [PARTY@EXAMPLE.COM] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation sent via SMS to [012-34 56 78] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent to [PARTY@EXAMPLE.COM]  was opened.

		See section 5.1.



		The initiator [NAME OF INITIATOR] ([UNIQUE IDENTIFIER]) initiated the signing workflow and Scrive eSign a) locked the signing workflow from further editing, b) set the signing workflow language to [EXAMPLE LANGUAGE: ENGLISH], c) set the signing due date to [EXAMPLE DATE: 2013-01-01 00:00:00 UTC], d) set the time zone to [EXAMPLE TIME ZONE: CET] and e) initiated the signing workflow.

		See section 4.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) prolonged the signing due date.

		See section 5.3.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) rejected the invitation to sign and Scrive eSign disabled the possibility to sign for all parties. The rejection message from the signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See section 6.5.2.



		Scrive eSign sent a reminder to [review/sign] via [delivery method] to [SIGNATORY@EXAMPLE.COM and/or MOBILE NUMBER] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]). The reminder message from the user [NAME OF USER] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See sections 9.1.4 and 5.7.



		Scrive eSign’s administrator ([ADMIN@EXAMPLE.COM]), a person authorised to administer Scrive eSign, requested preparation of the Evidence Package.

		In the rare event of failure there is a safety feature in Scrive eSign where an authorised person at Scrive can ask the system to try to reseal the Evidence Package.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) edited the signing workflow in Scrive eSign’s interface to design signing workflows.

		See section 5.4.



		The SMS with the PIN was delivered to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		An SMS with a PIN was sent to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) uploaded the attachment [EXAMPLE ATTACHMENT NAME] requested by the workflow author. The request had the following description: <BR/> <i>This is an example description.</i>

		See sections 3.3.2 and 6.4.16.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[NOTHING TO UPLOAD TEXT]”.

		See sections 3.3.2 and 6.4.16.

[NOTHING TO UPLOAD TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "Nothing to upload".



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the 

document using PIN by SMS as authentication method. The PIN was sent to [MOBILE NUMBER].

		See section 6.6.2.



		The document was signed by [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) using [AUTHENTICATION METHOD] as authentication method. 


The text signed in the [AUTHENTICATION METHOD] client was:


$signed_text$

Data returned from the  [AUTHENTICATION METHOD]:

  

Name: [NAMED RETURNED]

ID number: [ID NUMBER RETURNED]

Signature: [SIGNATURE RETURNED]

Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.6.3.



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the document.

		See section 6.7.1.



		The due date for signing the document passed. Scrive eSign disabled the possibility to sign for all parties.

		See section 3.3.5.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) [CHECKED or UNCHECKED] the checkbox [NAME OF CHECKBOX]. The checkbox's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.4 and 6.4.10.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) selected the radio button "[NAME OF RADIO BUTTON]" in radio group "[NAME OF RADIO GROUP]". Possible options were: [LIST OF ALL RADIO BUTTON NAMES IN RADIO GROUP]. The radio buttons placement in the Main Document:

Page     X           Y

1            0.123   0.128

1            0.123   0.142

		See sections 3.2.5 and 6.4.12.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) signed in the signature box [NAME OF BOX]. The box's placement in the Main Document:

Page     X           Y

1            0.123   0.420

		See sections 3.2.5, 6.4.13 (or 6.4.18 if signature box was not placed) and 6.5.11.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) changed the text in the text field [NAME OF FIELD] from [PREVIOUS VALUE] to [NEW VALUE]. The field's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.3 and 6.4.9 (or 6.4.14 if text field was not placed).



		The party  [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the view to verify their identity before viewing the document.

		See section 6.3.1.



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the document in Scrive eSign’s online interface to [review/sign] documents.

		See section 6.2.1.



		Highlighting was added to page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 



		Highlighting was removed from page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 





7.2.2 Generating images of the confirmation after Signatories signed

To sign through Scrive eSign the Signatory is asked to confirm the signature and after the Signatory has confirmed their signature a confirmation message is displayed. Scrive eSign will generate an image of the Signatories’ browser environment including the confirmation message in the foreground and the Main Document and Field Data in the background.

The technology for generating an image of the Signatories’ browser environment is not perfect. Therefore, as a safeguard in the event that the image of the Signatories’ browser cannot be generated correctly, Scrive eSign will at each Planned Production Upgrade, generate images of a reference browser environment including the confirmation message in the foreground and a demo Main Document and Field Data in the background. The purpose of the images is to serve as a reference to display how the images of the Signatories’ browser environment should have looked like if the image generation would have been generated correctly.

7.2.3 Recording Signatories’ system information

Scrive eSign records information of the system that the Signatories use at each system event generated by the Signatory. The information that is recorded is:

		IP address



7.2.4 Record the time of each event in Scrive eSign relating to a Signatory’s activity

At the time of an event triggered by a Signatories’ interaction with Scrive eSign, Scrive eSign will log the following information:  

		The time of Scrive eSign servers at the time of the Signatories’ activity 

		The time of the latest Clock Error Sample

		The clock error at the latest Clock Error Sample



7.3 Recording clock error

The time of Scrive eSign servers is controlled using NTP and the servers communicate indirectly with servers equipped with reference clocks whose purpose is to define reference time. Each hour Scrive eSign estimates the error of the clocks of its servers compared to reference time and the estimated error is measured in milliseconds (the “Clock Error Sample” or “CES”). The purpose of the Clock Error Sample is to produce data that can be used in a statistical model to evaluate the accuracy of Scrive eSign servers’ clock at the point of each logged event.

More about the Clock Error Sample and measurement of time in Scrive eSign is explained in the Appendix 4 Evidence of Time.

8. Evidence Package generation

8.1 Preparing the Evidence Package

Once all Signatories have signed electronically, Scrive eSign will execute the following actions to produce the Evidence Material:

		Prepare the Final PDF.

		Append the Verification Page as an additional page to the Final PDF.

		Append the Evidence Quality of Scrive E-signed Documents as an attachments inside the Final PDF.

		Append the Evidence Quality Framework as an attachment inside the Final PDF.

		Append the Service Description as an attachment inside the Final PDF.

		Append the Evidence Log as an attachment inside the Final PDF.

		Append the Evidence of Time as an attachment inside the Final PDF.

		Append the Evidence of Intent as an attachment inside the Final PDF.

		Append the Digital Signature Documentation as an attachment inside the Final PDF.



Once the Evidence Material has been produced Scrive eSign will execute the following actions to secure the integrity of the Evidence Material and thereby produce the final Evidence Package:

		Seal the material in steps 1-9 with a digital signature.

		Seal the material in steps 1-10 with a keyless digital signature (not performed if PAdES digital sealing is used).



A detailed description of the steps 1-11 follows below.

8.1.1 Prepare a Final PDF (step 1)

The Final PDF is prepared by inserting all the pages from the original Main Document, and subsequently all the Field Data is rendered using the placements defined by the Author in the Workflow Settings. If the Author defined that Attachments should be Merged with the Main Document they are added as pages to the Main Document. If the Author defined that Attachments should not be Merged with the Main Document the attachment is hashed using SHA-256. The hash can be found in the Evidence Log. Attachments that are not merged with the Main Documents are not digitally sealed. By comparing the computed hash (the output from execution of the algorithm SHA-256) to a known and expected hash value (the value in the Evidence Log), it’s possible to determine the Attachments’ integrity.

8.1.2 Append the Verification Page (step 2)

The Verification Page is one or several pages appended at the end of the Final PDF and it contains the following information:

		Transaction ID intended for support purposes.

		Information about the Main Document including name, number of pages and by whom it was submitted.

		Information about the each Attachment, including name, number of pages, if it was merged with the Main Document or not and by whom it was submitted.

		Information about the Initiator and each Signatory. 

		Activity history of each Signatory in Scrive eSign during Workflow Execution, including a brief description of the activity, the time of the activity and the IP address.

		A Scrive seal.



At the end of the Verification Page there is brief documentation describing what the Verification Page is. The documentation is intended to give the reader all the information necessary in order to understand:

		The nature of the document (an Evidence Package issued by Scrive).

		That additional documentation about the Evidence Package can be found in the Attachments.

		Where to verify the integrity of the document (https://www.scrive.com/verify).



The purpose of the Verification Page is to make the most important metadata about the Workflow Execution easily accessible.

8.1.3 Append the Evidence Quality of Scrive E-signed Documents (step 3)

The Evidence Quality of Scrive E-signed Documents is a brief introduction to the Evidence Package. The purpose of the document is to serve as an executive summary and help with the understanding of the Evidence Package without having to read through all the documentation. 

8.1.4 Append the Evidence Quality Framework (step 4)

The Evidence Quality Framework explains the legal aspects of digital evidence quality. The purpose of this document is to set a framework for the understanding of digital evidence quality and explain how the Evidence Package relates to such framework.

8.1.5 Append the Service Description (step 5)

The Service Description is this document and is a complete functional specification of Scrive eSign. The Scrive team maintains the following process to keep the Service Description up to date:

		A new version of Scrive eSign has been developed and the staging environment has been updated with the new version. The staging environment is the servers where the final testing of a new version of Scrive eSign is conducted before it is released to all customers. If the new version of Scrive eSign includes new features or substantial adjustments to existing features the Service Description is updated by the Scrive eSign product owner to include the changes made. The Scrive eSign product owner is the person that plans and manages the development of Scrive eSign.

		While on staging the changes to the Service Description is reviewed and corrected by the Scrive legal counsel in dialogue with the Scrive eSign product owner. 

		Once all text changes have been agreed by the Scrive eSign product owner and the Scrive legal counsel, the updated Service Description is to be included with the next updates to Scrive eSign. 



The purpose of the document is to serve as a reference for anyone trying to understand the Evidence Package and its different components.

8.1.6 Append the Evidence Log (step 6)

The Evidence Log includes all Transaction Logs printed in human readable text including a) the Signatories’ activities in Scrive eSign during Workflow Execution, b) all system information of the Signatories, and c) the UTC timestamp created at the moment of each Signatories’ activity.

The purpose of the Evidence Log is to make all collected metadata about the Workflow Execution accessible outside of Scrive eSign and thus independently of Scrive. 

8.1.7 Append the Evidence of Time (step 7)

The Evidence of Time includes a detailed documentation about a) how the time of the servers of Scrive eSign is measured and synchronised with trusted sources of time, b) a mathematical algorithm to calculate the probability of time deviation above certain time intervals and c) the measurements required to insert into the mathematical algorithm, including the last 1000 samples of the servers time deviation and their distribution.

The purpose of the Evidence of Time is to explain how Scrive eSign measures time and

provide a mathematical algorithm by which it is possible to calculate the probability of

the error of the time stamps recorded by Scrive eSign.

8.1.8 Append the Evidence of Intent (step 8)

The Evidence of Intent includes the images of the Signatories browser environment generated by Scrive eSign when the Signatory has signed and is displayed with a confirmation thereof. Additionally the Evidence of Intent also includes the reference images generated by Scrive eSign at each Planned Production Upgrade.

The purpose of the Evidence of Intent is to secure a) evidence of intent to sign and b) evidence of what Sign Material there was intent to sign, to avoid such rhetoric as exemplified by the example with the blue elephant and the pink sheep.

8.1.9 Append the Digital Signature Documentation (step 9)

The Digital Signature Documentation contains an algorithm for how to prove the document’s integrity mathematically. The document integrity can be tested mathematically with the help of a) the Digital Signature Documentation, b) a code published in the Financial Times after the date of sealing the document with the digital signature (step 10) and c) a keyless digital signature has been applied to the document after the date of publishing the code in the Financial Times (step 11). This document does require technical knowledge to be useful.

The purpose of the Digital Signature Documentation is to explain how the integrity of the Evidence Package can be verified independently of Scrive or any other third party. Note that the Digital Signature Documentation is not intended as the primary method for proving the document’s integrity. The use of the Digital Signature Documentation is intended as a last resort after which all other methods of verifying the integrity have failed. To clarify, the intended order for verifying the integrity of a document is:

		Scrive provides the primary method for verifying the integrity of a signature at https://www.scrive.com/verify. Here the document owner can upload the document and get an automated validation of the document integrity. This method does not require any technical knowledge to be useful.

		If this primary method for some reason fails to perform the verification of integrity then the digital signature provider, Guardtime (http://www.guardtime.com), can be contacted directly for verification. This second method also does not require any technical knowledge to be useful.

		Finally, if both previous methods have failed, the Digital Signature Documentation can be used to mathematically verify the document integrity.



8.1.10 Append the Digital Signature (step 10)

When the steps 1-9 have been performed the document is sealed with a digital signature from Guardtime to produce the complete Evidence Package (steps 1-10).

The purpose of the Digital Signature is to be able to prove the integrity of the Evidence Package with the help of Guardtime. Additionally the digital signature also has a function of a strong timestamp useful as evidence of time at the point of sealing the document. Learn more about this in the Digital Signature Documentation.

8.1.11 Append the Keyless Digital Signature (step 11)

Around the 20th each month Guardtime will make an updated Keyless Digital Signature available. Scrive eSign will apply the updated Keyless Digital Signatures on Evidence Packages that were produced by Scrive eSign 40 days after the initial signing.

The purpose of the Keyless Digital Signature, is that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. Additionally, the verification will provide irrefutable evidence about when the timestamp in step 10 was generated. Learn more about this in the Digital Signature Documentation.

8.1.12 PAdES digital signature (optional to Steps 10 and 11)

The PAdES digital signature secures that the document can not be tampered without breaking the signature. In addition, the following are appended to the document as part of PAdES digital signature: 

		A URL to a Certificate Revocation List is appended that can be read to assure that the certificate is not in a revoked state at the time of signing of the document. 

		An OCSP (online certificate status protocol) is embedded to check the revocation status of the certificate. 

		A TimeStamp is added at the time of signing to ensure two things; that the signature was valid at the time of signing; and (ii) that the signature remains valid over time. 



9. Document administration

Scrive eSign has a basic document management system. This system is described in this section.

9.1 Document list

9.1.1 List view

Initiated Workflows and Evidence Packages from completed workflows are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s).

9.1.2 Learn more and manage workflow

By clicking the name of an Initiated Workflow, the User is redirected to the Document View where there is more information about the workflow progress and options to manage the workflow.

9.1.3 Mass-withdraw invitations

To withdraw an invitation to sign an Initiated Workflow, select Initiated Workflows by checking the checkboxes on the side and press “withdraw”. The invitation to sign the selected Initiated Workflows will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

9.1.4 Send mass-reminder

To remind Signatories of an Initiated Workflow to sign, select by checking the checkboxes on the side and press “send reminder”. The reminder to sign the selected Initiated Workflows will be sent to all the Signatories that haven’t signed using the Delivery Method as initially selected by the Author. If a specific sign order has been defined the reminder will only be sent to the next Signatory in line for signing.

9.1.5 Delete

To delete an Initiated Workflow or Evidence Package from the list view, select by checking the checkboxes on the side and press delete. Initiated Workflows that are deleted will also automatically be withdrawn.

9.1.6 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.1.7 Download all documents

Select what documents to download and download a zip-file including the PDFs of the selected documents. The Main Document from Initiated Workflows will be downloaded in its current state and finalised documents will be downloaded as completed Evidence Packages.

9.1.8 Download metadata as CSV

By selecting this option metadata from all transactions will be downloaded as CSV. The metadata includes information about each Party and the most important activities of the Party during Workflow Execution.

9.2 Template Workflow editing list

9.2.1 List view

Template Workflows are displayed in a list time of latest change, name of Template Workflow, Initiator, Parties and Delivery Method(s). Deleted Template Workflows are deleted instantaneously.

9.2.2 Filter and search

Search the list of Template Workflows with free text search.

9.2.3 Delete

To delete a Template Workflow from the list view, select one or multiple templates by checking the checkboxes on the side and press delete.

9.2.4 Share

To share a Template Workflow in the list view with other Users in the same organisation, select one or multiple Template Workflows by checking the checkboxes on the side and press share.

9.3 Trash list

9.3.1 List view

Deleted Initiated Workflows, Template Workflows and Evidence Packages are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s). Deleted documents stay in the list for one month before Scrive eSign deletes them permanently from the system.

9.3.2 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.3.3 Restore

To restore a document back to the documents list, select by checking the checkboxes on the side and press restore.

9.4 Auto-deletion of documents and personal data

This is a setting that will instruct Scrive eSign to auto-delete documents and personal data after a number of days as defined by the account administrator. This applies to all documents except templates and documents pending signing. Upon deletion the documents are moved to Trash.

10. Account administration

10.1 Organisation administration

Accounts in Scrive eSign are organised in organisations. Each User belongs to an organisation. The organisation settings will be used in the Users interactions with Parties when using the system.

10.1.1 Organisation details

In the account section it is possible to edit the organisation details. The organisation details include name, organisation number and address. The name and organisation number will be displayed whenever the User is displayed as Party to a Workflow Execution, including places such as the Sign View and the Verification Page. The organisation address and mobile number  of the organisation’s administrators will be used for billing and support purposes.

10.1.2 White-label branding

There are two types of white-label branding in Scrive eSign: the Workflow Session branding and the complete white-label branding. In the account section it is possible to white-label the Workflow Sessions with the company brand profile, including a) the Sign View, b) the emails,  c) SMS’ d) the logged in part (such as the Design View), e) the favicon, f) the browser title. The complete white-label branding can only be set by a Scrive administrator and additionally to the Workflow Session branding includes white-labeling of a) the login and signup views, b) party colors and c) document status icons. 

10.2 User administration

10.2.1 User privileges

There are two levels of user privileges: standard and admin. The standard User can do everything as specified in the previous sections of this specification document. The admin User has the additional privileges as specified below.

		Privilege

		Explanation



		Edit company details

		Can edit the details of the organisation’s Scrive eSign account.



		Add user

		Can add users to the organisation’s Scrive eSign account.



		Remove user

		Can remove users from the organisation’s Scrive eSign account.



		White-label branding

		Can do Workflow Session branding for all users of the organisation’s Scrive eSign account.



		Access all documents

		Can access all documents of all Users in the organisation’s Scrive account.



		Manage all documents

		Can manage all documents of all Users in the organisation’s Scrive account.





10.2.2 User management

In the account section the admin User can add Users by typing name and email address. The person will then be invited to have an account as part of the organisation of the inviting admin User. The Users of the organisation are displayed in a list and can be removed from the organisation by selecting the User and deleting it. All documents of that User will stay the property of the organisation.


Evidence Log

Last updated: Fri 06 Mar 2020 14:08:40 UTC

1. Purpose

The purpose of the Evidence Log is to make all collected metadata about the Workflow Execution accessible outside of the Scrive eSign database and thus independently of Scrive. 

2. Evidence Log Components

This Evidence Log is a complete collection of all actions and events that occurred during the Workflow Execution, which have been logged by Scrive eSign. The information included in each log event is the following:

		What occurred

		Who initiated the event

		The time of the event

		The clock error of the time of the event

		The time at which the latest Clock Error Sample was collected



Learn more about clock error and Clock Error Samples in the appendix Evidence of Time.





  

    		Time

    		CES

    		IP address and User-Agent

    		Event

  



  

  

    		2025-03-24 06:52:37.460642 UTC ±0 ms

    		2025-03-24 06:51:08.626766 UTC

    		

      217.215.221.179

      

        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0

      

    

    		

      

        The initiator Maria Johansson (MJ) initiated the signing workflow and Scrive eSign a) locked the signing workflow from further editing, b) set the signing workflow language to LANG_SV, c) set the signing due date to 2025-06-22 21:59:59 UTC, d) set the time zone to Europe/Stockholm and e) initiated the signing workflow.

      


    

  



  

  

    		2025-03-24 06:52:40.487403 UTC ±0 ms

    		2025-03-24 06:51:08.626766 UTC

    		

      

      

        

      

    

    		

      

        Scrive eSign’s external email delivery system reported that the invitation to sign the document sent via email to Maria Johansson (MJ) was delivered.

      


    

  



  

  

    		2025-03-24 06:52:41.423192 UTC ±0 ms

    		2025-03-24 06:51:08.626766 UTC

    		

      217.215.221.179

      

        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0

      

    

    		

      

        The party Maria Johansson (MJ) opened the document in Scrive eSign’s online interface to sign documents.

      


    

  



  

  

    		2025-03-24 06:53:00.526319 UTC ±1 ms

    		2025-03-24 06:51:08.626766 UTC

    		

      217.215.221.179

      

        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0

      

    

    		

      

        The signatory Maria Johansson (MJ) changed the text in the text field “ID number” from 
  blank
 to 
  “197611042008”
.  

      


    

  



  

  

    		2025-03-24 06:53:11.283529 UTC ±1 ms

    		2025-03-24 06:51:08.626766 UTC

    		

      217.215.221.179

      

        Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/134.0.0.0 Safari/537.36 Edg/134.0.0.0

      

    

    		

      

        The document was signed by Maria Johansson (MJ) using 
  Swedish BankID
 through 
  the BankID network
 as the authentication method. 




The text signed in the 
  Swedish BankID
 client was:


Jag signerar dokumentet "2412 RB Vetekärnan" med transaktionsnummer 9222115557542304695.







Data returned from 
  the BankID network
:
  
Name: Maria Eva-Lotta Johansson
  
ID number: 
  197611042008

  
IP: 217.215.221.179


















Signature: 
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1. Purpose

The purpose of this document is to explain how Scrive eSign measures time and provide a mathematical algorithm by which it is possible to calculate the probability of the error of the time stamps recorded by Scrive eSign.

2. Time measurement process

This section explains the NTP (Network Time Protocol) configurations of the systems involved with time measurement of Scrive eSign.

2.1 The hypervisor

Amazon, which Scrive eSign uses as hosting provider, use Xen or KVM depending on the generation of the virtual machine, for virtualisation. The default configuration is that all VM hosts are time synced using a clustered public pool of NTP servers. Scrive eSign does not use this mechanism.

2.2 Time synchronisation

Scrive eSign relies on NTP running on the virtual machine guests to get coordinated time from an NTP source. Scrive eSign does not use the time provided by the hypervisor hosts hosting the virtual machines, i.e. Amazon. This will help mitigate factors like load on the hypervisors or virtual machine guests affecting clock accuracy. This NTP synchronisation will override the clock synchronisation from the VM hosts’ clocks.

3. Configuration of hardware and services

This section describes the time/NTP and monitoring configuration of the application servers that run the Scrive eSign service.

3.1 Boot Time

The guest virtual machine behavior for the database server is as follows:

		On boot the virtual machine guest clock is set from the VM host

		ntp-date is run once from an init script

		ntpd is then run from another init script, which runs continuously



The behavior on the application server is the same with the exception of the ntpdate step which is not present on this system. It is worth noting that entries in procfs are not available for querying the configuration of the kernel with regards to Xen/clock configuration.

3.2 NTP Configuration

Logging that traces accuracy and time synchronisation is configured to use local NTP servers in the Scrive environment, which in turn acts as a proxy for the NTP server pool below that follows UTC(SP), i.e. official Swedish time:

		ntp1.sth.netnod.se

		ntp2.sth.netnod.se

		ntp1.gbg.netnod.se

		ntp2.gbg.netnod.se

		ntp1.mmo.netnod.se

		ntp2.mmo.netnod.se



3.3 Monitoring

Scrive eSign service has a monitoring system (Nagios) that monitors various aspects of the NTP statistics and keeps historic logs. It informs of problems with NTP server connectivity, jitter and offset, immediately regardless of what time of day it is.

3.4 Time scale

The NTP configuration together with the logging implies that we are following UTC(SP), and all timestamps are because of this traceable to this time scale.

4. Calculation of the probability of the clock error

This section describes how to calculate the probability of the clock error of the Scrive eSign timestamps.

4.1 Clock error samples

Once per hour Scrive eSign uses the NTP protocol to check the difference between the Scrive eSign server clock and UTC(SP). This check is performed directly against servers in the NTP server pool listed in Section 3.2. Each check results in one clock error sample (hereinafter “Clock Error Samples”), which is assumed to accurately reflect the actual clock error.

4.2 Clock error algorithm

The calculation of the probability of the clock error can be done by inserting the Clock Error Samples into the algorithm below. We assume that the samples follow a normal distribution.
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 be the the empirical distribution function.
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 be the set of data points representing cumulative distribution function of the random variable estimating the clock error.

		Plot the data in [image: 14.png]Demp






 and [image: 15.png]1.






 to assess the accuracy of the estimation.
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 is the estimated probability that the clock error is smaller than [image: 17.png]





 seconds.



4.3 Clock error samples and evidence of normal distribution

The last 1000 Clock Error Samples are inserted into this document in section 5. These Clock Error Samples can be used as input data to the algorithm in 4.2 to provide evidence of normal distribution and to calculate the probability of the clock error of the Scrive eSign time stamps. From the Clock Error Samples one can derive the parameters (mean and variance) for a normal distribution. One can also calculate the difference between this estimated distribution and the empirical data given by the Clock Error Samples themselves. You can see cumulative distribution functions (cdf) for the estimates and the empirical data and on top of that the difference between the empirical and estimated errors in the graph below. This graph also allow us to visually estimate the probability of a specific maximum error.




Gnuplot
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4.4 Input parameters

Based on the Clock Error Samples in section 5 it is possible to calculate the variables that define the normal distribution (mean and standard deviation). Scrive eSign has automatically calculated these variables as per the below:

		mean: 0.14 ms

		standard deviation: 1.58 ms



4.5 Probability of the clock error

By using the algorithm and the Clock Error Samples Scrive eSign calculated the following probabilities of the clock error ‘e’:

		|e| < 2.5 ms: ≈88.473%

		|e| < 5 ms: ≈99.837%

		|e| < 10 ms: ≈100.000%



5. Clock Error Samples

The following are the clock error samples collected between 2025-02-10 15:13:35.342512 UTC and 2025-03-24 06:51:08.626766 UTC:







  		Time collected

  		Clock offset







  

    		2025-02-10 15:13:35.342512

    		0.6 ms

  





  

    		2025-02-10 16:13:37.719415

    		1.1 ms

  





  

    		2025-02-10 17:13:41.14121

    		0.2 ms

  





  

    		2025-02-10 18:13:43.912826

    		-4.5 ms

  





  

    		2025-02-10 19:13:46.703442

    		-2.0 ms

  





  

    		2025-02-10 20:13:49.370442

    		-0.2 ms

  





  

    		2025-02-10 21:13:52.323019

    		-2.6 ms

  





  

    		2025-02-10 22:13:54.871569

    		-1.3 ms

  





  

    		2025-02-10 23:13:56.661744

    		0.2 ms

  





  

    		2025-02-11 00:13:58.386066

    		1.7 ms

  





  

    		2025-02-11 01:14:00.274757

    		10.4 ms

  





  

    		2025-02-11 02:14:02.196785

    		14.2 ms

  





  

    		2025-02-11 03:14:03.879334

    		-0.2 ms

  





  

    		2025-02-11 04:14:05.560045

    		-1.0 ms

  





  

    		2025-02-11 05:14:07.858816

    		-1.5 ms

  





  

    		2025-02-11 06:14:09.63334

    		1.6 ms

  





  

    		2025-02-11 07:14:11.931207

    		0.3 ms

  





  

    		2025-02-11 08:14:13.635807

    		0.1 ms

  





  

    		2025-02-11 09:14:16.01587

    		2.2 ms

  





  

    		2025-02-11 10:14:17.652456

    		1.8 ms

  





  

    		2025-02-11 11:14:19.238205

    		1.3 ms

  





  

    		2025-02-11 12:14:21.316678

    		1.1 ms

  





  

    		2025-02-11 13:14:23.139052

    		1.2 ms

  





  

    		2025-02-11 14:14:24.990297

    		1.8 ms

  





  

    		2025-02-11 15:14:26.803123

    		2.2 ms

  





  

    		2025-02-11 16:14:28.926327

    		-0.3 ms

  





  

    		2025-02-11 17:14:31.449258

    		1.0 ms

  





  

    		2025-02-11 18:14:33.615126

    		-0.7 ms

  





  

    		2025-02-11 19:14:35.221557

    		-3.7 ms

  





  

    		2025-02-11 20:14:37.856505

    		1.6 ms

  





  

    		2025-02-11 21:14:40.064052

    		-0.8 ms

  





  

    		2025-02-11 22:14:42.05241

    		0.3 ms

  





  

    		2025-02-11 23:14:44.385713

    		-1.0 ms

  





  

    		2025-02-12 00:14:46.420459

    		-1.2 ms

  





  

    		2025-02-12 01:14:48.771801

    		1.5 ms

  





  

    		2025-02-12 02:14:51.079106

    		1.6 ms

  





  

    		2025-02-12 03:14:53.470283

    		0.8 ms

  





  

    		2025-02-12 04:14:55.792535

    		1.3 ms

  





  

    		2025-02-12 05:14:58.225743

    		1.7 ms

  





  

    		2025-02-12 06:15:00.539817

    		0.7 ms

  





  

    		2025-02-12 07:15:03.020053

    		-0.5 ms

  





  

    		2025-02-12 08:15:04.96273

    		0.5 ms

  





  

    		2025-02-12 09:15:06.886914

    		3.0 ms

  





  

    		2025-02-12 10:15:09.679791

    		9.6 ms

  





  

    		2025-02-12 11:15:11.547043

    		1.1 ms

  





  

    		2025-02-12 12:15:13.772208

    		2.9 ms

  





  

    		2025-02-12 13:15:15.546766

    		1.6 ms

  





  

    		2025-02-12 14:15:17.162892

    		1.1 ms

  





  

    		2025-02-12 15:15:19.483735

    		1.0 ms

  





  

    		2025-02-12 16:15:21.528057

    		-0.1 ms

  





  

    		2025-02-12 17:15:23.337754

    		-1.2 ms

  





  

    		2025-02-12 18:15:26.325219

    		0.4 ms

  





  

    		2025-02-12 19:15:28.761394

    		1.7 ms

  





  

    		2025-02-12 20:15:31.781977

    		-1.7 ms

  





  

    		2025-02-12 21:15:34.123505

    		-0.3 ms

  





  

    		2025-02-12 22:15:36.844912

    		0.3 ms

  





  

    		2025-02-12 23:15:39.330961

    		-0.3 ms

  





  

    		2025-02-13 00:15:41.378023

    		-0.4 ms

  





  

    		2025-02-13 01:15:43.465612

    		2.1 ms

  





  

    		2025-02-13 02:15:45.193035

    		-0.7 ms

  





  

    		2025-02-13 03:15:47.349943

    		1.3 ms

  





  

    		2025-02-13 04:15:49.282785

    		1.3 ms

  





  

    		2025-02-13 05:15:51.374489

    		-0.4 ms

  





  

    		2025-02-13 06:15:53.648806

    		0.4 ms

  





  

    		2025-02-13 07:15:55.399007

    		2.5 ms

  





  

    		2025-02-13 08:15:57.537632

    		2.3 ms

  





  

    		2025-02-13 09:15:59.383654

    		1.2 ms

  





  

    		2025-02-13 10:16:01.22833

    		-0.4 ms

  





  

    		2025-02-13 11:16:03.621018

    		-1.0 ms

  





  

    		2025-02-13 12:16:05.675776

    		-0.8 ms

  





  

    		2025-02-13 13:16:07.303987

    		-0.4 ms

  





  

    		2025-02-13 14:16:09.644114

    		1.5 ms

  





  

    		2025-02-13 15:16:11.321907

    		-0.5 ms

  





  

    		2025-02-13 16:16:13.500315

    		0.7 ms

  





  

    		2025-02-13 17:16:16.464625

    		-1.3 ms

  





  

    		2025-02-13 18:16:19.259518

    		-1.1 ms

  





  

    		2025-02-13 19:16:21.832679

    		-0.5 ms

  





  

    		2025-02-13 20:16:23.918506

    		1.4 ms

  





  

    		2025-02-13 21:16:26.144642

    		-1.2 ms

  





  

    		2025-02-13 22:16:28.577412

    		1.1 ms

  





  

    		2025-02-13 23:16:30.687576

    		1.1 ms

  





  

    		2025-02-14 00:16:33.142375

    		-0.2 ms

  





  

    		2025-02-14 01:16:35.871723

    		-1.0 ms

  





  

    		2025-02-14 02:16:38.137164

    		0.7 ms

  





  

    		2025-02-14 03:16:40.682966

    		-0.6 ms

  





  

    		2025-02-14 04:16:42.980358

    		0.0 ms

  





  

    		2025-02-14 05:16:44.733374

    		-1.2 ms

  





  

    		2025-02-14 06:16:46.978472

    		1.5 ms

  





  

    		2025-02-14 07:16:48.936077

    		3.6 ms

  





  

    		2025-02-14 08:16:51.650352

    		1.6 ms

  





  

    		2025-02-14 09:16:53.525368

    		-0.2 ms

  





  

    		2025-02-14 10:16:55.618876

    		1.8 ms

  





  

    		2025-02-14 11:16:57.580866

    		0.3 ms

  





  

    		2025-02-14 12:16:59.458832

    		1.8 ms

  





  

    		2025-02-14 13:17:02.220888

    		0.4 ms

  





  

    		2025-02-14 14:17:04.300473

    		2.3 ms

  





  

    		2025-02-14 15:17:05.955666

    		0.1 ms

  





  

    		2025-02-14 16:17:09.008628

    		1.3 ms

  





  

    		2025-02-14 17:17:11.585227

    		-0.2 ms

  





  

    		2025-02-14 18:17:14.254774

    		1.8 ms

  





  

    		2025-02-14 19:17:16.438627

    		-0.6 ms

  





  

    		2025-02-14 20:17:19.030491

    		-0.4 ms

  





  

    		2025-02-14 21:17:21.160766

    		1.1 ms

  





  

    		2025-02-14 22:17:23.729715

    		1.1 ms

  





  

    		2025-02-14 23:17:25.995243

    		1.3 ms

  





  

    		2025-02-15 00:17:28.585859

    		-2.1 ms

  





  

    		2025-02-15 01:17:30.950629

    		1.1 ms

  





  

    		2025-02-15 02:17:32.700898

    		-1.1 ms

  





  

    		2025-02-15 03:17:35.236378

    		1.8 ms

  





  

    		2025-02-15 04:17:37.442382

    		0.1 ms

  





  

    		2025-02-15 05:17:39.73194

    		-0.7 ms

  





  

    		2025-02-15 06:17:41.975829

    		1.6 ms

  





  

    		2025-02-15 07:17:43.709837

    		2.2 ms

  





  

    		2025-02-15 08:17:46.061375

    		-0.1 ms

  





  

    		2025-02-15 09:17:48.400553

    		1.4 ms

  





  

    		2025-02-15 10:17:50.292561

    		-0.8 ms

  





  

    		2025-02-15 11:17:52.689915

    		1.0 ms

  





  

    		2025-02-15 12:17:54.880648

    		1.7 ms

  





  

    		2025-02-15 13:17:56.657811

    		1.1 ms

  





  

    		2025-02-15 14:17:59.156101

    		-0.1 ms

  





  

    		2025-02-15 15:18:02.658821

    		0.8 ms

  





  

    		2025-02-15 16:18:05.16415

    		0.7 ms

  





  

    		2025-02-15 17:18:06.873328

    		1.7 ms

  





  

    		2025-02-15 18:18:09.350211

    		-0.7 ms

  





  

    		2025-02-15 19:18:11.998491

    		-0.9 ms

  





  

    		2025-02-15 20:18:14.163636

    		-1.3 ms

  





  

    		2025-02-15 21:18:16.064212

    		0.8 ms

  





  

    		2025-02-15 22:18:17.732969

    		-1.2 ms

  





  

    		2025-02-15 23:18:20.121639

    		1.1 ms

  





  

    		2025-02-16 00:18:23.27575

    		0.5 ms

  





  

    		2025-02-16 01:18:25.393606

    		-1.4 ms

  





  

    		2025-02-16 02:18:28.532772

    		-1.3 ms

  





  

    		2025-02-16 03:18:31.12781

    		-1.1 ms

  





  

    		2025-02-16 04:18:33.341865

    		-1.8 ms

  





  

    		2025-02-16 05:18:35.641418

    		-2.5 ms

  





  

    		2025-02-16 06:18:38.234886

    		-0.5 ms

  





  

    		2025-02-16 07:18:41.606969

    		0.6 ms

  





  

    		2025-02-16 08:18:44.346012

    		-0.6 ms

  





  

    		2025-02-16 09:18:46.592859

    		2.3 ms

  





  

    		2025-02-16 10:18:48.739496

    		0.7 ms

  





  

    		2025-02-16 11:18:50.4488

    		2.9 ms

  





  

    		2025-02-16 12:18:52.482389

    		1.5 ms

  





  

    		2025-02-16 13:18:55.418307

    		-1.2 ms

  





  

    		2025-02-16 14:18:57.437152

    		-0.9 ms

  





  

    		2025-02-16 15:19:00.463524

    		-0.5 ms

  





  

    		2025-02-16 16:19:03.100957

    		1.8 ms

  





  

    		2025-02-16 17:19:04.73711

    		1.3 ms

  





  

    		2025-02-16 18:19:06.494305

    		1.5 ms

  





  

    		2025-02-16 19:19:08.225831

    		1.9 ms

  





  

    		2025-02-16 20:19:10.728733

    		0.6 ms

  





  

    		2025-02-16 21:19:13.207895

    		0.7 ms

  





  

    		2025-02-16 22:19:15.977661

    		0.0 ms

  





  

    		2025-02-16 23:19:18.6261

    		1.5 ms

  





  

    		2025-02-17 00:19:20.62121

    		-1.1 ms

  





  

    		2025-02-17 01:19:22.723864

    		-1.8 ms

  





  

    		2025-02-17 02:19:24.826601

    		-0.9 ms

  





  

    		2025-02-17 03:19:26.649785

    		-0.7 ms

  





  

    		2025-02-17 04:19:28.630014

    		0.7 ms

  





  

    		2025-02-17 05:19:30.607864

    		0.2 ms

  





  

    		2025-02-17 06:19:33.759037

    		1.1 ms

  





  

    		2025-02-17 07:19:36.286409

    		1.6 ms

  





  

    		2025-02-17 08:19:38.562662

    		-0.1 ms

  





  

    		2025-02-17 09:19:40.318825

    		1.4 ms

  





  

    		2025-02-17 10:19:41.977581

    		2.5 ms

  





  

    		2025-02-17 11:19:44.048395

    		-0.2 ms

  





  

    		2025-02-17 12:19:45.578185

    		0.1 ms

  





  

    		2025-02-17 13:19:47.21144

    		2.0 ms

  





  

    		2025-02-17 14:19:48.862928

    		-0.1 ms

  





  

    		2025-02-17 15:19:50.483196

    		2.0 ms

  





  

    		2025-02-17 16:19:52.312169

    		-0.4 ms

  





  

    		2025-02-17 17:19:53.880515

    		2.2 ms

  





  

    		2025-02-17 18:19:56.268407

    		1.5 ms

  





  

    		2025-02-17 19:19:58.419703

    		1.4 ms

  





  

    		2025-02-17 20:20:02.028361

    		-1.1 ms

  





  

    		2025-02-17 21:20:04.549692

    		1.5 ms

  





  

    		2025-02-17 22:20:07.406383

    		-2.2 ms

  





  

    		2025-02-17 23:20:09.953076

    		-1.6 ms

  





  

    		2025-02-18 00:20:12.264421

    		-1.3 ms

  





  

    		2025-02-18 01:20:14.635563

    		0.3 ms

  





  

    		2025-02-18 02:20:16.641309

    		-0.6 ms

  





  

    		2025-02-18 03:20:19.013154

    		-0.3 ms

  





  

    		2025-02-18 04:20:20.605262

    		-0.5 ms

  





  

    		2025-02-18 05:20:22.440167

    		3.6 ms

  





  

    		2025-02-18 06:20:24.970379

    		1.4 ms

  





  

    		2025-02-18 07:20:27.465497

    		0.8 ms

  





  

    		2025-02-18 08:20:29.155812

    		1.8 ms

  





  

    		2025-02-18 09:20:30.908384

    		-0.1 ms

  





  

    		2025-02-18 10:20:32.907908

    		0.7 ms

  





  

    		2025-02-18 11:20:34.763127

    		1.3 ms

  





  

    		2025-02-18 12:20:37.025526

    		0.6 ms

  





  

    		2025-02-18 13:20:38.559636

    		2.2 ms

  





  

    		2025-02-18 14:20:40.512633

    		2.3 ms

  





  

    		2025-02-18 15:20:42.508616

    		1.9 ms

  





  

    		2025-02-18 16:20:45.092479

    		-1.2 ms

  





  

    		2025-02-18 17:20:47.009289

    		-0.9 ms

  





  

    		2025-02-18 18:20:48.896303

    		0.7 ms

  





  

    		2025-02-18 19:20:50.773706

    		-0.4 ms

  





  

    		2025-02-18 20:20:52.91078

    		1.1 ms

  





  

    		2025-02-18 21:20:54.692589

    		-1.6 ms

  





  

    		2025-02-18 22:20:56.809619

    		1.4 ms

  





  

    		2025-02-18 23:20:59.002603

    		-0.8 ms

  





  

    		2025-02-19 00:21:01.292615

    		0.0 ms

  





  

    		2025-02-19 01:21:03.352078

    		-0.6 ms

  





  

    		2025-02-19 02:21:05.737668

    		1.4 ms

  





  

    		2025-02-19 03:21:07.92795

    		-0.4 ms

  





  

    		2025-02-19 04:21:09.91297

    		-1.5 ms

  





  

    		2025-02-19 05:21:12.164428

    		-1.5 ms

  





  

    		2025-02-19 06:21:14.411686

    		-0.2 ms

  





  

    		2025-02-19 07:21:16.943311

    		-0.6 ms

  





  

    		2025-02-19 08:21:18.928307

    		3.9 ms

  





  

    		2025-02-19 09:21:21.369829

    		3.3 ms

  





  

    		2025-02-19 10:21:23.450469

    		-0.6 ms

  





  

    		2025-02-19 11:21:25.173699

    		0.4 ms

  





  

    		2025-02-19 12:21:26.997343

    		2.0 ms

  





  

    		2025-02-19 13:21:28.729413

    		-23.5 ms

  





  

    		2025-02-19 14:21:30.241288

    		-0.4 ms

  





  

    		2025-02-19 15:21:32.017429

    		-1.3 ms

  





  

    		2025-02-19 16:21:34.373299

    		-2.4 ms

  





  

    		2025-02-19 17:21:36.148671

    		-3.0 ms

  





  

    		2025-02-19 18:21:38.902365

    		0.6 ms

  





  

    		2025-02-19 19:21:41.388562

    		2.9 ms

  





  

    		2025-02-19 20:21:43.121766

    		2.4 ms

  





  

    		2025-02-19 21:21:45.013611

    		2.4 ms

  





  

    		2025-02-19 22:21:46.874202

    		1.3 ms

  





  

    		2025-02-19 23:21:48.849501

    		-4.3 ms

  





  

    		2025-02-20 00:21:51.512453

    		-1.7 ms

  





  

    		2025-02-20 01:21:54.073495

    		-1.9 ms

  





  

    		2025-02-20 02:21:55.89639

    		-2.3 ms

  





  

    		2025-02-20 03:21:58.024937

    		-1.9 ms

  





  

    		2025-02-20 04:22:00.299897

    		-1.0 ms

  





  

    		2025-02-20 05:22:02.611155

    		1.5 ms

  





  

    		2025-02-20 06:22:04.641475

    		2.2 ms

  





  

    		2025-02-20 07:22:07.223194

    		0.5 ms

  





  

    		2025-02-20 08:22:09.452586

    		0.5 ms

  





  

    		2025-02-20 09:22:10.970609

    		-0.4 ms

  





  

    		2025-02-20 10:22:13.900291

    		-0.9 ms

  





  

    		2025-02-20 11:22:15.716202

    		-2.3 ms

  





  

    		2025-02-20 12:22:18.622555

    		-1.1 ms

  





  

    		2025-02-20 13:22:21.020838

    		-1.7 ms

  





  

    		2025-02-20 14:22:23.638202

    		-0.4 ms

  





  

    		2025-02-20 15:22:25.687466

    		-2.9 ms

  





  

    		2025-02-20 16:22:27.525559

    		1.4 ms

  





  

    		2025-02-20 17:22:29.818935

    		-0.5 ms

  





  

    		2025-02-20 18:22:32.3317

    		0.4 ms

  





  

    		2025-02-20 19:22:34.653646

    		4.2 ms

  





  

    		2025-02-20 20:22:36.336882

    		2.3 ms

  





  

    		2025-02-20 21:22:38.204169

    		0.8 ms

  





  

    		2025-02-20 22:22:40.018666

    		-2.9 ms

  





  

    		2025-02-20 23:22:41.939975

    		-2.9 ms

  





  

    		2025-02-21 00:22:44.284012

    		3.2 ms

  





  

    		2025-02-21 01:22:46.022251

    		3.3 ms

  





  

    		2025-02-21 02:22:48.231387

    		2.1 ms

  





  

    		2025-02-21 03:22:50.264654

    		0.3 ms

  





  

    		2025-02-21 04:22:52.793995

    		1.6 ms

  





  

    		2025-02-21 05:22:54.80274

    		-1.3 ms

  





  

    		2025-02-21 06:22:57.177871

    		0.7 ms

  





  

    		2025-02-21 07:22:59.872177

    		-0.2 ms

  





  

    		2025-02-21 08:23:02.09011

    		-1.2 ms

  





  

    		2025-02-21 09:23:04.501993

    		-0.3 ms

  





  

    		2025-02-21 10:23:06.757296

    		-1.4 ms

  





  

    		2025-02-21 11:23:08.213612

    		-0.5 ms

  





  

    		2025-02-21 12:23:10.700132

    		2.4 ms

  





  

    		2025-02-21 13:23:13.348582

    		-0.8 ms

  





  

    		2025-02-21 14:23:15.380601

    		0.6 ms

  





  

    		2025-02-21 15:23:17.10951

    		-1.2 ms

  





  

    		2025-02-21 16:23:20.035667

    		-2.0 ms

  





  

    		2025-02-21 17:23:22.196655

    		1.7 ms

  





  

    		2025-02-21 18:23:25.081791

    		2.1 ms

  





  

    		2025-02-21 19:23:26.768716

    		2.3 ms

  





  

    		2025-02-21 20:23:28.960892

    		-5.8 ms

  





  

    		2025-02-21 21:23:30.60415

    		-0.2 ms

  





  

    		2025-02-21 22:23:32.910227

    		-1.2 ms

  





  

    		2025-02-21 23:23:35.203543

    		-1.4 ms

  





  

    		2025-02-22 00:23:37.180402

    		-1.4 ms

  





  

    		2025-02-22 01:23:39.099586

    		-1.7 ms

  





  

    		2025-02-22 02:23:41.37351

    		-1.6 ms

  





  

    		2025-02-22 03:23:43.581725

    		0.1 ms

  





  

    		2025-02-22 04:23:45.422015

    		0.6 ms

  





  

    		2025-02-22 05:23:47.981245

    		-0.9 ms

  





  

    		2025-02-22 06:23:50.30173

    		1.3 ms

  





  

    		2025-02-22 07:23:52.8937

    		-0.7 ms

  





  

    		2025-02-22 08:23:55.258456

    		1.2 ms

  





  

    		2025-02-22 09:23:57.035072

    		3.1 ms

  





  

    		2025-02-22 10:23:59.8375

    		-1.0 ms

  





  

    		2025-02-22 11:24:01.723603

    		0.3 ms

  





  

    		2025-02-22 12:24:03.610062

    		4.1 ms

  





  

    		2025-02-22 13:24:05.869448

    		0.0 ms

  





  

    		2025-02-22 14:24:07.58255

    		-0.2 ms

  





  

    		2025-02-22 15:24:10.44088

    		1.4 ms

  





  

    		2025-02-22 16:24:12.959484

    		-0.6 ms

  





  

    		2025-02-22 17:24:15.955034

    		1.3 ms

  





  

    		2025-02-22 18:24:18.584855

    		0.4 ms

  





  

    		2025-02-22 19:24:21.18007

    		1.0 ms

  





  

    		2025-02-22 20:24:23.499178

    		1.1 ms

  





  

    		2025-02-22 21:24:25.814736

    		-0.3 ms

  





  

    		2025-02-22 22:24:28.424089

    		-0.3 ms

  





  

    		2025-02-22 23:24:30.45804

    		1.3 ms

  





  

    		2025-02-23 00:24:32.740136

    		-1.2 ms

  





  

    		2025-02-23 01:24:34.726511

    		-1.4 ms

  





  

    		2025-02-23 02:24:37.005007

    		0.3 ms

  





  

    		2025-02-23 03:24:39.235582

    		-0.1 ms

  





  

    		2025-02-23 04:24:41.24657

    		1.2 ms

  





  

    		2025-02-23 05:24:43.543281

    		-1.0 ms

  





  

    		2025-02-23 06:24:45.435553

    		0.6 ms

  





  

    		2025-02-23 07:24:47.874063

    		-0.1 ms

  





  

    		2025-02-23 08:24:50.380732

    		0.9 ms

  





  

    		2025-02-23 09:24:52.094958

    		0.3 ms

  





  

    		2025-02-23 10:24:53.989118

    		3.3 ms

  





  

    		2025-02-23 11:24:56.372522

    		1.7 ms

  





  

    		2025-02-23 12:24:58.01262

    		0.9 ms

  





  

    		2025-02-23 13:24:59.623593

    		-0.5 ms

  





  

    		2025-02-23 14:25:02.066956

    		1.5 ms

  





  

    		2025-02-23 15:25:04.041528

    		-0.7 ms

  





  

    		2025-02-23 16:25:06.598354

    		-1.8 ms

  





  

    		2025-02-23 17:25:09.215125

    		-3.3 ms

  





  

    		2025-02-23 18:25:11.794541

    		-0.9 ms

  





  

    		2025-02-23 19:25:14.677208

    		-0.8 ms

  





  

    		2025-02-23 20:25:17.046169

    		1.1 ms

  





  

    		2025-02-23 21:25:19.555082

    		-0.7 ms

  





  

    		2025-02-23 22:25:21.924283

    		-1.2 ms

  





  

    		2025-02-23 23:25:24.135777

    		-1.4 ms

  





  

    		2025-02-24 00:25:26.192481

    		-2.0 ms

  





  

    		2025-02-24 01:25:28.218393

    		1.4 ms

  





  

    		2025-02-24 02:25:30.701765

    		1.1 ms

  





  

    		2025-02-24 03:25:32.749379

    		-0.2 ms

  





  

    		2025-02-24 04:25:34.715973

    		-0.2 ms

  





  

    		2025-02-24 05:25:37.158207

    		-0.9 ms

  





  

    		2025-02-24 06:25:38.95535

    		1.2 ms

  





  

    		2025-02-24 07:25:41.378554

    		1.7 ms

  





  

    		2025-02-24 08:25:43.619201

    		-0.4 ms

  





  

    		2025-02-24 09:25:45.244793

    		-1.2 ms

  





  

    		2025-02-24 10:25:47.04813

    		0.7 ms

  





  

    		2025-02-24 11:25:49.021729

    		-0.3 ms

  





  

    		2025-02-24 12:25:51.03292

    		2.0 ms

  





  

    		2025-02-24 13:25:53.775889

    		-4.7 ms

  





  

    		2025-02-24 14:25:55.477083

    		-0.4 ms

  





  

    		2025-02-24 15:25:57.372047

    		-0.2 ms

  





  

    		2025-02-24 16:25:59.194679

    		2.1 ms

  





  

    		2025-02-24 17:26:01.378905

    		1.2 ms

  





  

    		2025-02-24 18:26:04.355955

    		-1.4 ms

  





  

    		2025-02-24 19:26:06.929863

    		6.8 ms

  





  

    		2025-02-24 20:26:09.496799

    		9.2 ms

  





  

    		2025-02-24 21:26:11.147736

    		-1.9 ms

  





  

    		2025-02-24 22:26:14.012124

    		-1.1 ms

  





  

    		2025-02-24 23:26:16.213131

    		-1.6 ms

  





  

    		2025-02-25 00:26:17.867189

    		-1.9 ms

  





  

    		2025-02-25 01:26:20.41574

    		0.2 ms

  





  

    		2025-02-25 02:26:22.301475

    		-1.2 ms

  





  

    		2025-02-25 03:26:24.481216

    		-1.0 ms

  





  

    		2025-02-25 04:26:26.70803

    		0.9 ms

  





  

    		2025-02-25 05:26:28.587497

    		-0.1 ms

  





  

    		2025-02-25 06:26:30.939181

    		-1.6 ms

  





  

    		2025-02-25 07:26:32.955256

    		2.0 ms

  





  

    		2025-02-25 08:26:35.169272

    		9.1 ms

  





  

    		2025-02-25 09:26:36.648678

    		-0.8 ms

  





  

    		2025-02-25 10:26:38.362369

    		-0.5 ms

  





  

    		2025-02-25 11:26:40.034224

    		1.4 ms

  





  

    		2025-02-25 12:26:41.483755

    		1.0 ms

  





  

    		2025-02-25 13:26:43.720244

    		0.3 ms

  





  

    		2025-02-25 14:26:45.684426

    		0.6 ms

  





  

    		2025-02-25 15:26:47.580574

    		2.1 ms

  





  

    		2025-02-25 16:26:49.442365

    		3.8 ms

  





  

    		2025-02-25 17:26:51.964686

    		3.3 ms

  





  

    		2025-02-25 18:26:54.52991

    		-2.0 ms

  





  

    		2025-02-25 19:26:57.036166

    		-1.6 ms

  





  

    		2025-02-25 20:26:59.231977

    		-5.8 ms

  





  

    		2025-02-25 21:27:01.119927

    		1.3 ms

  





  

    		2025-02-25 22:27:03.372271

    		-0.3 ms

  





  

    		2025-02-25 23:27:05.342626

    		-2.2 ms

  





  

    		2025-02-26 00:27:06.938344

    		-1.9 ms

  





  

    		2025-02-26 01:27:08.810804

    		-1.1 ms

  





  

    		2025-02-26 02:27:10.582903

    		0.2 ms

  





  

    		2025-02-26 03:27:12.625718

    		-2.0 ms

  





  

    		2025-02-26 04:27:14.301961

    		0.4 ms

  





  

    		2025-02-26 05:27:16.504132

    		-1.3 ms

  





  

    		2025-02-26 06:27:19.12757

    		-2.2 ms

  





  

    		2025-02-26 07:27:21.674125

    		1.6 ms

  





  

    		2025-02-26 08:27:23.16084

    		2.1 ms

  





  

    		2025-02-26 09:27:24.899446

    		7.3 ms

  





  

    		2025-02-26 10:27:26.434743

    		1.4 ms

  





  

    		2025-02-26 11:27:28.117119

    		-0.9 ms

  





  

    		2025-02-26 12:27:29.759495

    		0.2 ms

  





  

    		2025-02-26 13:27:31.16277

    		-1.9 ms

  





  

    		2025-02-26 14:27:32.676704

    		6.0 ms

  





  

    		2025-02-26 15:27:34.224383

    		1.4 ms

  





  

    		2025-02-26 16:27:35.711211

    		-2.9 ms

  





  

    		2025-02-26 17:27:38.312419

    		0.4 ms

  





  

    		2025-02-26 18:27:40.614212

    		3.9 ms

  





  

    		2025-02-26 19:27:42.880063

    		1.6 ms

  





  

    		2025-02-26 20:27:45.267389

    		-0.1 ms

  





  

    		2025-02-26 21:27:46.961477

    		0.7 ms

  





  

    		2025-02-26 22:27:48.940144

    		0.5 ms

  





  

    		2025-02-26 23:27:51.08566

    		-1.0 ms

  





  

    		2025-02-27 00:27:53.326687

    		-0.5 ms

  





  

    		2025-02-27 01:27:55.22866

    		-1.1 ms

  





  

    		2025-02-27 02:27:57.381068

    		-1.5 ms

  





  

    		2025-02-27 03:27:59.452001

    		0.8 ms

  





  

    		2025-02-27 04:28:01.291816

    		-2.3 ms

  





  

    		2025-02-27 05:28:02.771092

    		-0.2 ms

  





  

    		2025-02-27 06:28:05.065349

    		0.7 ms

  





  

    		2025-02-27 07:28:06.894011

    		1.4 ms

  





  

    		2025-02-27 08:28:09.258516

    		0.6 ms

  





  

    		2025-02-27 09:28:12.037924

    		1.4 ms

  





  

    		2025-02-27 10:28:13.876964

    		3.7 ms

  





  

    		2025-02-27 11:28:15.94062

    		-0.4 ms

  





  

    		2025-02-27 12:28:18.053751

    		-1.2 ms

  





  

    		2025-02-27 13:28:20.042956

    		-2.5 ms

  





  

    		2025-02-27 14:28:21.80573

    		-1.4 ms

  





  

    		2025-02-27 15:28:24.158956

    		0.2 ms

  





  

    		2025-02-27 16:28:25.874376

    		-0.7 ms

  





  

    		2025-02-27 17:28:28.151852

    		1.7 ms

  





  

    		2025-02-27 18:28:30.957935

    		-0.7 ms

  





  

    		2025-02-27 19:28:34.231702

    		-1.7 ms

  





  

    		2025-02-27 20:28:37.5338

    		-0.9 ms

  





  

    		2025-02-27 21:28:39.864846

    		-0.3 ms

  





  

    		2025-02-27 22:28:42.351553

    		-0.4 ms

  





  

    		2025-02-27 23:28:44.205408

    		-2.3 ms

  





  

    		2025-02-28 00:28:46.71503

    		-1.9 ms

  





  

    		2025-02-28 01:28:49.054533

    		1.0 ms

  





  

    		2025-02-28 02:28:51.068133

    		-0.6 ms

  





  

    		2025-02-28 03:28:53.409642

    		-1.6 ms

  





  

    		2025-02-28 04:28:55.708849

    		1.1 ms

  





  

    		2025-02-28 05:28:58.506166

    		0.4 ms

  





  

    		2025-02-28 06:29:00.960508

    		-1.7 ms

  





  

    		2025-02-28 07:29:03.423357

    		0.1 ms

  





  

    		2025-02-28 08:29:05.359696

    		2.2 ms

  





  

    		2025-02-28 09:29:07.256504

    		2.1 ms

  





  

    		2025-02-28 10:29:08.928465

    		2.1 ms

  





  

    		2025-02-28 11:29:10.614753

    		1.4 ms

  





  

    		2025-02-28 12:29:12.883767

    		-0.1 ms

  





  

    		2025-02-28 13:29:14.864849

    		0.1 ms

  





  

    		2025-02-28 14:29:16.546771

    		-0.5 ms

  





  

    		2025-02-28 15:29:18.449286

    		-0.2 ms

  





  

    		2025-02-28 16:29:20.321605

    		1.8 ms

  





  

    		2025-02-28 17:29:22.305063

    		-0.5 ms

  





  

    		2025-02-28 18:29:24.911057

    		-0.2 ms

  





  

    		2025-02-28 19:29:27.228706

    		0.0 ms

  





  

    		2025-02-28 20:29:28.884455

    		-1.1 ms

  





  

    		2025-02-28 21:29:31.886347

    		-1.4 ms

  





  

    		2025-02-28 22:29:34.014731

    		-1.0 ms

  





  

    		2025-02-28 23:29:35.739205

    		1.3 ms

  





  

    		2025-03-01 00:29:38.232872

    		-1.1 ms

  





  

    		2025-03-01 01:29:40.056164

    		1.2 ms

  





  

    		2025-03-01 02:29:42.144812

    		1.3 ms

  





  

    		2025-03-01 03:29:44.165961

    		-1.4 ms

  





  

    		2025-03-01 04:29:46.362784

    		-0.6 ms

  





  

    		2025-03-01 05:29:48.566618

    		-1.1 ms

  





  

    		2025-03-01 06:29:50.629456

    		-0.5 ms

  





  

    		2025-03-01 07:29:52.460413

    		-0.1 ms

  





  

    		2025-03-01 08:29:54.125975

    		-0.3 ms

  





  

    		2025-03-01 09:29:55.865913

    		1.0 ms

  





  

    		2025-03-01 10:29:57.640871

    		-1.1 ms

  





  

    		2025-03-01 11:30:00.287045

    		-0.8 ms

  





  

    		2025-03-01 12:30:01.943913

    		1.0 ms

  





  

    		2025-03-01 13:30:04.977636

    		-0.4 ms

  





  

    		2025-03-01 14:30:08.178631

    		-0.9 ms

  





  

    		2025-03-01 15:30:10.323604

    		1.7 ms

  





  

    		2025-03-01 16:30:12.836492

    		0.4 ms

  





  

    		2025-03-01 17:30:15.105615

    		-0.7 ms

  





  

    		2025-03-01 18:30:18.139933

    		1.2 ms

  





  

    		2025-03-01 19:30:21.420855

    		0.5 ms

  





  

    		2025-03-01 20:30:23.40147

    		-1.8 ms

  





  

    		2025-03-01 21:30:25.577506

    		-0.5 ms

  





  

    		2025-03-01 22:30:27.897737

    		-2.3 ms

  





  

    		2025-03-01 23:30:30.405743

    		-2.1 ms

  





  

    		2025-03-02 00:30:32.583076

    		-1.9 ms

  





  

    		2025-03-02 01:30:34.675225

    		-2.6 ms

  





  

    		2025-03-02 02:30:36.898454

    		-0.9 ms

  





  

    		2025-03-02 03:30:39.083328

    		-1.6 ms

  





  

    		2025-03-02 04:30:40.814799

    		2.7 ms

  





  

    		2025-03-02 05:30:42.797596

    		-0.7 ms

  





  

    		2025-03-02 06:30:45.234314

    		-1.8 ms

  





  

    		2025-03-02 07:30:47.812749

    		0.0 ms

  





  

    		2025-03-02 08:30:49.44015

    		-0.8 ms

  





  

    		2025-03-02 09:30:51.217429

    		-0.3 ms

  





  

    		2025-03-02 10:30:53.696588

    		2.9 ms

  





  

    		2025-03-02 11:30:56.490835

    		1.4 ms

  





  

    		2025-03-02 12:30:58.863824

    		-0.9 ms

  





  

    		2025-03-02 13:31:00.749911

    		1.0 ms

  





  

    		2025-03-02 14:31:03.014128

    		-0.7 ms

  





  

    		2025-03-02 15:31:04.666084

    		1.2 ms

  





  

    		2025-03-02 16:31:07.182964

    		0.6 ms

  





  

    		2025-03-02 17:31:09.450685

    		0.3 ms

  





  

    		2025-03-02 18:31:12.838065

    		1.4 ms

  





  

    		2025-03-02 19:31:15.480198

    		3.4 ms

  





  

    		2025-03-02 20:31:17.779653

    		3.6 ms

  





  

    		2025-03-02 21:31:20.303711

    		-0.7 ms

  





  

    		2025-03-02 22:31:22.69204

    		-0.1 ms

  





  

    		2025-03-02 23:31:24.490619

    		-2.9 ms

  





  

    		2025-03-03 00:31:26.793036

    		-2.4 ms

  





  

    		2025-03-03 01:31:29.010331

    		-1.9 ms

  





  

    		2025-03-03 02:31:31.124067

    		0.3 ms

  





  

    		2025-03-03 03:31:33.33695

    		0.8 ms

  





  

    		2025-03-03 04:31:35.693724

    		-1.4 ms

  





  

    		2025-03-03 05:31:38.074133

    		-0.6 ms

  





  

    		2025-03-03 06:31:40.386103

    		-0.1 ms

  





  

    		2025-03-03 07:31:43.088843

    		1.2 ms

  





  

    		2025-03-03 08:31:46.521408

    		0.2 ms

  





  

    		2025-03-03 09:31:48.141448

    		-0.4 ms

  





  

    		2025-03-03 10:31:49.903908

    		1.0 ms

  





  

    		2025-03-03 11:31:51.745476

    		-0.7 ms

  





  

    		2025-03-03 12:31:54.192242

    		-0.4 ms

  





  

    		2025-03-03 13:31:56.547729

    		-1.6 ms

  





  

    		2025-03-03 14:31:58.177991

    		-0.9 ms

  





  

    		2025-03-03 15:31:59.780412

    		3.3 ms

  





  

    		2025-03-03 16:32:01.59295

    		1.4 ms

  





  

    		2025-03-03 17:32:03.402199

    		1.1 ms

  





  

    		2025-03-03 18:32:05.105612

    		0.0 ms

  





  

    		2025-03-03 19:32:06.717102

    		-2.9 ms

  





  

    		2025-03-03 20:32:08.904813

    		-0.2 ms

  





  

    		2025-03-03 21:32:12.091731

    		0.7 ms

  





  

    		2025-03-03 22:32:14.661028

    		1.6 ms

  





  

    		2025-03-03 23:32:16.377898

    		2.4 ms

  





  

    		2025-03-04 00:32:18.952385

    		-0.9 ms

  





  

    		2025-03-04 01:32:20.756714

    		-0.6 ms

  





  

    		2025-03-04 02:32:22.46361

    		-0.6 ms

  





  

    		2025-03-04 03:32:24.808562

    		-0.9 ms

  





  

    		2025-03-04 04:32:26.73949

    		-0.5 ms

  





  

    		2025-03-04 05:32:28.682189

    		-0.8 ms

  





  

    		2025-03-04 06:32:31.10206

    		1.6 ms

  





  

    		2025-03-04 07:32:33.026341

    		-6.4 ms

  





  

    		2025-03-04 08:32:34.596701

    		-0.6 ms

  





  

    		2025-03-04 09:32:36.306096

    		-0.3 ms

  





  

    		2025-03-04 10:32:37.897186

    		14.8 ms

  





  

    		2025-03-04 11:32:39.90886

    		-0.7 ms

  





  

    		2025-03-04 12:32:41.607556

    		0.2 ms

  





  

    		2025-03-04 13:32:43.908474

    		2.9 ms

  





  

    		2025-03-04 14:32:45.729131

    		1.3 ms

  





  

    		2025-03-04 15:32:47.514089

    		1.7 ms

  





  

    		2025-03-04 16:32:49.131351

    		0.1 ms

  





  

    		2025-03-04 17:32:50.893119

    		-1.1 ms

  





  

    		2025-03-04 18:32:53.024139

    		0.6 ms

  





  

    		2025-03-04 19:32:55.805594

    		-2.4 ms

  





  

    		2025-03-04 20:32:57.486747

    		1.3 ms

  





  

    		2025-03-04 21:33:00.464787

    		1.3 ms

  





  

    		2025-03-04 22:33:02.767759

    		2.0 ms

  





  

    		2025-03-04 23:33:05.144119

    		-0.8 ms

  





  

    		2025-03-05 00:33:07.040572

    		-0.8 ms

  





  

    		2025-03-05 01:33:08.782235

    		-1.4 ms

  





  

    		2025-03-05 02:33:10.909708

    		-0.9 ms

  





  

    		2025-03-05 03:33:12.702847

    		1.1 ms

  





  

    		2025-03-05 04:33:14.486086

    		0.9 ms

  





  

    		2025-03-05 05:33:16.254374

    		-1.1 ms

  





  

    		2025-03-05 06:33:18.288436

    		1.5 ms

  





  

    		2025-03-05 07:33:21.187428

    		-0.7 ms

  





  

    		2025-03-05 08:33:23.245385

    		1.1 ms

  





  

    		2025-03-05 09:33:25.131123

    		1.0 ms

  





  

    		2025-03-05 10:33:26.774237

    		0.0 ms

  





  

    		2025-03-05 11:33:28.644515

    		-0.7 ms

  





  

    		2025-03-05 12:33:30.412462

    		-0.7 ms

  





  

    		2025-03-05 13:33:32.150432

    		-0.5 ms

  





  

    		2025-03-05 14:33:34.065425

    		0.5 ms

  





  

    		2025-03-05 15:33:36.203611

    		0.1 ms

  





  

    		2025-03-05 16:33:38.180172

    		-2.9 ms

  





  

    		2025-03-05 17:33:40.073222

    		0.6 ms

  





  

    		2025-03-05 18:33:42.761035

    		0.7 ms

  





  

    		2025-03-05 19:33:44.721629

    		0.6 ms

  





  

    		2025-03-05 20:33:47.383309

    		0.3 ms

  





  

    		2025-03-05 21:33:49.814878

    		0.8 ms

  





  

    		2025-03-05 22:33:52.613885

    		-1.0 ms

  





  

    		2025-03-05 23:33:54.735946

    		-6.6 ms

  





  

    		2025-03-06 00:33:56.224613

    		-5.7 ms

  





  

    		2025-03-06 01:33:58.203194

    		-0.2 ms

  





  

    		2025-03-06 02:33:59.611405

    		1.8 ms

  





  

    		2025-03-06 03:34:01.279276

    		-1.3 ms

  





  

    		2025-03-06 04:34:02.706182

    		-1.2 ms

  





  

    		2025-03-06 05:34:05.041252

    		-1.3 ms

  





  

    		2025-03-06 06:34:07.411824

    		-1.0 ms

  





  

    		2025-03-06 07:34:10.120665

    		0.2 ms

  





  

    		2025-03-06 08:34:12.280826

    		2.5 ms

  





  

    		2025-03-06 09:34:14.124454

    		1.9 ms

  





  

    		2025-03-06 10:34:16.357861

    		-0.6 ms

  





  

    		2025-03-06 11:34:18.340961

    		-1.0 ms

  





  

    		2025-03-06 12:34:20.61221

    		1.5 ms

  





  

    		2025-03-06 13:34:22.747331

    		1.6 ms

  





  

    		2025-03-06 14:34:24.745055

    		0.7 ms

  





  

    		2025-03-06 15:34:26.421852

    		-0.8 ms

  





  

    		2025-03-06 16:34:28.651392

    		0.9 ms

  





  

    		2025-03-06 17:34:30.768795

    		-0.6 ms

  





  

    		2025-03-06 18:34:33.347177

    		-0.3 ms

  





  

    		2025-03-06 19:34:35.732067

    		-0.9 ms

  





  

    		2025-03-06 20:34:38.110763

    		-2.0 ms

  





  

    		2025-03-06 21:34:40.525818

    		0.3 ms

  





  

    		2025-03-06 22:34:42.611228

    		2.3 ms

  





  

    		2025-03-06 23:34:44.709129

    		2.1 ms

  





  

    		2025-03-07 00:34:46.925464

    		0.3 ms

  





  

    		2025-03-07 01:34:48.885638

    		-0.4 ms

  





  

    		2025-03-07 02:34:50.850209

    		0.4 ms

  





  

    		2025-03-07 03:34:53.324767

    		-1.9 ms

  





  

    		2025-03-07 04:34:54.944614

    		-0.6 ms

  





  

    		2025-03-07 05:34:56.704894

    		2.0 ms

  





  

    		2025-03-07 06:34:58.701856

    		0.4 ms

  





  

    		2025-03-07 07:35:00.119018

    		2.2 ms

  





  

    		2025-03-07 08:35:02.0804

    		0.9 ms

  





  

    		2025-03-07 09:35:04.644696

    		-0.4 ms

  





  

    		2025-03-07 10:35:07.242824

    		-2.1 ms

  





  

    		2025-03-07 11:35:09.237671

    		2.0 ms

  





  

    		2025-03-07 12:35:10.842448

    		3.5 ms

  





  

    		2025-03-07 13:35:13.024104

    		1.2 ms

  





  

    		2025-03-07 14:35:15.527193

    		-0.9 ms

  





  

    		2025-03-07 15:35:17.739749

    		2.6 ms

  





  

    		2025-03-07 16:35:20.872113

    		1.7 ms

  





  

    		2025-03-07 17:35:23.358944

    		0.8 ms

  





  

    		2025-03-07 18:35:24.94331

    		-1.4 ms

  





  

    		2025-03-07 19:35:28.037386

    		0.6 ms

  





  

    		2025-03-07 20:35:30.151647

    		3.4 ms

  





  

    		2025-03-07 21:35:32.573674

    		-0.8 ms

  





  

    		2025-03-07 22:35:34.630074

    		-0.2 ms

  





  

    		2025-03-07 23:35:36.272849

    		1.6 ms

  





  

    		2025-03-08 00:35:38.609246

    		-0.9 ms

  





  

    		2025-03-08 01:35:40.926187

    		-1.4 ms

  





  

    		2025-03-08 02:35:42.63998

    		-0.3 ms

  





  

    		2025-03-08 03:35:44.671469

    		-2.3 ms

  





  

    		2025-03-08 04:35:46.874439

    		-4.5 ms

  





  

    		2025-03-08 05:35:48.365741

    		-3.3 ms

  





  

    		2025-03-08 06:37:04.155933

    		-0.1 ms

  





  

    		2025-03-08 07:37:06.501034

    		2.6 ms

  





  

    		2025-03-08 08:37:09.142819

    		1.4 ms

  





  

    		2025-03-08 09:37:13.363074

    		1.1 ms

  





  

    		2025-03-08 10:37:16.660181

    		1.5 ms

  





  

    		2025-03-08 11:37:18.596751

    		1.2 ms

  





  

    		2025-03-08 12:37:21.962272

    		0.3 ms

  





  

    		2025-03-08 13:37:26.263263

    		1.2 ms

  





  

    		2025-03-08 14:37:30.190336

    		-0.6 ms

  





  

    		2025-03-08 15:37:33.289811

    		1.7 ms

  





  

    		2025-03-08 16:37:36.40238

    		-0.8 ms

  





  

    		2025-03-08 17:37:39.098271

    		1.5 ms

  





  

    		2025-03-08 18:37:40.830629

    		-0.5 ms

  





  

    		2025-03-08 19:37:43.624678

    		1.1 ms

  





  

    		2025-03-08 20:37:45.677813

    		0.7 ms

  





  

    		2025-03-08 21:37:48.327034

    		-1.2 ms

  





  

    		2025-03-08 22:37:50.958006

    		-0.1 ms

  





  

    		2025-03-08 23:37:53.482592

    		-0.4 ms

  





  

    		2025-03-09 00:37:55.268017

    		-2.0 ms

  





  

    		2025-03-09 01:37:57.558308

    		0.9 ms

  





  

    		2025-03-09 02:38:00.165652

    		-0.5 ms

  





  

    		2025-03-09 03:38:01.97828

    		-1.7 ms

  





  

    		2025-03-09 04:38:04.265771

    		-1.2 ms

  





  

    		2025-03-09 05:38:06.405445

    		1.6 ms

  





  

    		2025-03-09 06:38:08.617002

    		-0.5 ms

  





  

    		2025-03-09 07:38:10.354818

    		0.0 ms

  





  

    		2025-03-09 08:38:12.767111

    		0.6 ms

  





  

    		2025-03-09 09:38:15.074418

    		-0.2 ms

  





  

    		2025-03-09 10:38:16.694402

    		-1.4 ms

  





  

    		2025-03-09 11:38:19.735473

    		0.1 ms

  





  

    		2025-03-09 12:38:21.911026

    		-2.4 ms

  





  

    		2025-03-09 13:38:25.539169

    		1.6 ms

  





  

    		2025-03-09 14:38:28.042026

    		-1.2 ms

  





  

    		2025-03-09 15:38:29.904784

    		0.0 ms

  





  

    		2025-03-09 16:38:33.292694

    		-0.2 ms

  





  

    		2025-03-09 17:38:34.925875

    		-0.7 ms

  





  

    		2025-03-09 18:38:36.934466

    		3.7 ms

  





  

    		2025-03-09 19:38:40.626462

    		-1.5 ms

  





  

    		2025-03-09 20:38:43.357347

    		1.5 ms

  





  

    		2025-03-09 21:38:45.184202

    		-0.5 ms

  





  

    		2025-03-09 22:38:47.608266

    		-2.0 ms

  





  

    		2025-03-09 23:38:50.556022

    		-2.7 ms

  





  

    		2025-03-10 00:38:53.60157

    		0.9 ms

  





  

    		2025-03-10 01:38:56.487432

    		0.3 ms

  





  

    		2025-03-10 02:38:58.762101

    		-2.6 ms

  





  

    		2025-03-10 03:39:01.611788

    		0.8 ms

  





  

    		2025-03-10 04:39:03.939408

    		-0.3 ms

  





  

    		2025-03-10 05:39:06.114121

    		-1.1 ms

  





  

    		2025-03-10 06:39:08.59335

    		-0.1 ms

  





  

    		2025-03-10 07:39:10.403817

    		2.4 ms

  





  

    		2025-03-10 08:39:12.118169

    		3.1 ms

  





  

    		2025-03-10 09:39:14.025438

    		1.7 ms

  





  

    		2025-03-10 10:39:15.599745

    		8.3 ms

  





  

    		2025-03-10 11:39:17.232019

    		0.7 ms

  





  

    		2025-03-10 12:39:18.976968

    		2.4 ms

  





  

    		2025-03-10 13:39:20.67204

    		2.5 ms

  





  

    		2025-03-10 14:39:22.718875

    		1.8 ms

  





  

    		2025-03-10 15:39:24.84464

    		4.6 ms

  





  

    		2025-03-10 16:39:26.441276

    		3.3 ms

  





  

    		2025-03-10 17:39:28.13944

    		1.9 ms

  





  

    		2025-03-10 18:39:30.194408

    		1.6 ms

  





  

    		2025-03-10 19:39:32.91182

    		0.9 ms

  





  

    		2025-03-10 20:39:35.760236

    		1.1 ms

  





  

    		2025-03-10 21:39:37.979111

    		1.2 ms

  





  

    		2025-03-10 22:39:40.067424

    		0.6 ms

  





  

    		2025-03-10 23:39:41.987588

    		0.3 ms

  





  

    		2025-03-11 00:39:44.43957

    		-3.4 ms

  





  

    		2025-03-11 01:39:46.726689

    		1.3 ms

  





  

    		2025-03-11 02:39:49.06776

    		2.1 ms

  





  

    		2025-03-11 03:39:51.528741

    		1.7 ms

  





  

    		2025-03-11 04:39:53.697148

    		1.6 ms

  





  

    		2025-03-11 05:39:56.044023

    		2.3 ms

  





  

    		2025-03-11 06:39:58.316622

    		1.7 ms

  





  

    		2025-03-11 07:39:59.90586

    		2.1 ms

  





  

    		2025-03-11 08:40:01.768071

    		2.0 ms

  





  

    		2025-03-11 09:40:03.429782

    		2.5 ms

  





  

    		2025-03-11 10:40:05.612948

    		2.7 ms

  





  

    		2025-03-11 11:40:07.878495

    		1.8 ms

  





  

    		2025-03-11 12:40:10.533146

    		4.3 ms

  





  

    		2025-03-11 13:40:12.103656

    		1.2 ms

  





  

    		2025-03-11 14:40:14.81636

    		1.3 ms

  





  

    		2025-03-11 15:40:17.64861

    		3.0 ms

  





  

    		2025-03-11 16:40:19.514567

    		5.5 ms

  





  

    		2025-03-11 17:40:21.463146

    		-0.2 ms

  





  

    		2025-03-11 18:40:23.89072

    		0.6 ms

  





  

    		2025-03-11 19:40:26.733548

    		-1.1 ms

  





  

    		2025-03-11 20:40:29.066386

    		2.0 ms

  





  

    		2025-03-11 21:40:31.336856

    		-0.5 ms

  





  

    		2025-03-11 22:40:34.039084

    		-1.3 ms

  





  

    		2025-03-11 23:40:36.164397

    		-1.5 ms

  





  

    		2025-03-12 00:40:37.785657

    		-2.4 ms

  





  

    		2025-03-12 01:40:39.477029

    		-2.3 ms

  





  

    		2025-03-12 02:40:41.302244

    		-0.5 ms

  





  

    		2025-03-12 03:40:43.249122

    		-1.3 ms

  





  

    		2025-03-12 04:40:45.331467

    		-1.6 ms

  





  

    		2025-03-12 05:40:47.487294

    		-0.2 ms

  





  

    		2025-03-12 06:40:49.97542

    		-1.2 ms

  





  

    		2025-03-12 07:40:51.895865

    		2.2 ms

  





  

    		2025-03-12 08:40:54.36068

    		-1.2 ms

  





  

    		2025-03-12 09:40:55.970522

    		0.4 ms

  





  

    		2025-03-12 10:40:58.088576

    		2.0 ms

  





  

    		2025-03-12 11:40:59.566503

    		0.7 ms

  





  

    		2025-03-12 12:41:00.913182

    		2.8 ms

  





  

    		2025-03-12 13:41:02.447449

    		0.6 ms

  





  

    		2025-03-12 14:41:04.703569

    		0.5 ms

  





  

    		2025-03-12 15:41:06.284269

    		-0.6 ms

  





  

    		2025-03-12 16:41:07.930126

    		1.1 ms

  





  

    		2025-03-12 17:41:10.550571

    		0.4 ms

  





  

    		2025-03-12 18:41:13.087189

    		-2.4 ms

  





  

    		2025-03-12 19:41:15.719931

    		6.8 ms

  





  

    		2025-03-12 20:41:17.715937

    		7.8 ms

  





  

    		2025-03-12 21:41:20.884529

    		-1.3 ms

  





  

    		2025-03-12 22:41:22.692919

    		-1.3 ms

  





  

    		2025-03-12 23:41:24.687918

    		0.4 ms

  





  

    		2025-03-13 00:41:26.775504

    		-0.6 ms

  





  

    		2025-03-13 01:41:29.009097

    		-1.1 ms

  





  

    		2025-03-13 02:41:30.917785

    		-2.6 ms

  





  

    		2025-03-13 03:41:33.030219

    		0.2 ms

  





  

    		2025-03-13 04:41:34.934118

    		-1.4 ms

  





  

    		2025-03-13 05:41:36.901985

    		-0.3 ms

  





  

    		2025-03-13 06:41:39.242886

    		0.4 ms

  





  

    		2025-03-13 07:41:41.812142

    		1.8 ms

  





  

    		2025-03-13 08:41:44.838215

    		-0.5 ms

  





  

    		2025-03-13 09:41:47.222795

    		5.0 ms

  





  

    		2025-03-13 10:41:49.007131

    		1.5 ms

  





  

    		2025-03-13 11:41:51.288625

    		-0.3 ms

  





  

    		2025-03-13 12:41:52.991512

    		1.2 ms

  





  

    		2025-03-13 13:41:55.475196

    		2.0 ms

  





  

    		2025-03-13 14:41:57.249733

    		0.9 ms

  





  

    		2025-03-13 15:41:59.692796

    		0.7 ms

  





  

    		2025-03-13 16:42:01.579841

    		-0.4 ms

  





  

    		2025-03-13 17:42:03.490979

    		-0.7 ms

  





  

    		2025-03-13 18:42:06.168782

    		-1.7 ms

  





  

    		2025-03-13 19:42:08.163802

    		0.9 ms

  





  

    		2025-03-13 20:42:11.053579

    		-0.3 ms

  





  

    		2025-03-13 21:42:13.052234

    		-2.8 ms

  





  

    		2025-03-13 22:42:14.674089

    		-3.4 ms

  





  

    		2025-03-13 23:42:16.117714

    		-0.1 ms

  





  

    		2025-03-14 00:42:18.680329

    		-2.0 ms

  





  

    		2025-03-14 01:42:20.593286

    		-1.1 ms

  





  

    		2025-03-14 02:42:22.413266

    		1.3 ms

  





  

    		2025-03-14 03:42:24.063338

    		1.8 ms

  





  

    		2025-03-14 04:42:26.063267

    		2.3 ms

  





  

    		2025-03-14 05:42:27.777063

    		1.6 ms

  





  

    		2025-03-14 06:42:29.483027

    		0.9 ms

  





  

    		2025-03-14 07:42:31.775128

    		1.8 ms

  





  

    		2025-03-14 08:42:34.172392

    		0.3 ms

  





  

    		2025-03-14 09:42:36.54435

    		3.2 ms

  





  

    		2025-03-14 10:42:38.107482

    		-1.1 ms

  





  

    		2025-03-14 11:42:39.645494

    		5.5 ms

  





  

    		2025-03-14 12:42:41.177497

    		6.7 ms

  





  

    		2025-03-14 13:42:43.660966

    		1.7 ms

  





  

    		2025-03-14 14:42:45.569598

    		-0.1 ms

  





  

    		2025-03-14 15:42:47.374238

    		1.8 ms

  





  

    		2025-03-14 16:42:49.17644

    		-0.4 ms

  





  

    		2025-03-14 17:42:51.067535

    		0.8 ms

  





  

    		2025-03-14 18:42:53.838743

    		0.7 ms

  





  

    		2025-03-14 19:42:55.889744

    		0.0 ms

  





  

    		2025-03-14 20:42:58.549382

    		-0.4 ms

  





  

    		2025-03-14 21:43:00.836722

    		-1.7 ms

  





  

    		2025-03-14 22:43:03.554475

    		0.5 ms

  





  

    		2025-03-14 23:43:05.519135

    		-1.3 ms

  





  

    		2025-03-15 00:43:07.538204

    		-2.6 ms

  





  

    		2025-03-15 01:43:09.340629

    		-2.2 ms

  





  

    		2025-03-15 02:43:11.676426

    		-1.3 ms

  





  

    		2025-03-15 03:43:14.08511

    		0.3 ms

  





  

    		2025-03-15 04:43:16.518905

    		-1.3 ms

  





  

    		2025-03-15 05:43:18.627602

    		-1.1 ms

  





  

    		2025-03-15 06:43:20.632079

    		-0.3 ms

  





  

    		2025-03-15 07:43:23.54191

    		-2.3 ms

  





  

    		2025-03-15 08:43:26.183101

    		1.3 ms

  





  

    		2025-03-15 09:43:27.799872

    		0.7 ms

  





  

    		2025-03-15 10:43:29.801601

    		-1.2 ms

  





  

    		2025-03-15 11:43:31.893882

    		0.1 ms

  





  

    		2025-03-15 12:43:33.945475

    		0.8 ms

  





  

    		2025-03-15 13:43:36.152084

    		0.0 ms

  





  

    		2025-03-15 14:43:37.811236

    		1.1 ms

  





  

    		2025-03-15 15:43:39.918345

    		2.2 ms

  





  

    		2025-03-15 16:43:41.504219

    		-0.3 ms

  





  

    		2025-03-15 17:43:43.933234

    		-0.8 ms

  





  

    		2025-03-15 18:43:46.412452

    		-2.8 ms

  





  

    		2025-03-15 19:43:48.60599

    		-1.7 ms

  





  

    		2025-03-15 20:43:51.246315

    		-1.1 ms

  





  

    		2025-03-15 21:43:53.278886

    		-1.6 ms

  





  

    		2025-03-15 22:43:55.14543

    		-1.5 ms

  





  

    		2025-03-15 23:43:57.512793

    		-2.0 ms

  





  

    		2025-03-16 00:44:00.001933

    		-1.8 ms

  





  

    		2025-03-16 01:44:02.140038

    		0.5 ms

  





  

    		2025-03-16 02:44:04.159381

    		-1.9 ms

  





  

    		2025-03-16 03:44:06.410099

    		1.0 ms

  





  

    		2025-03-16 04:44:08.944795

    		-0.9 ms

  





  

    		2025-03-16 05:44:11.181214

    		0.2 ms

  





  

    		2025-03-16 06:44:13.247349

    		1.7 ms

  





  

    		2025-03-16 07:44:15.85041

    		0.9 ms

  





  

    		2025-03-16 08:44:17.398162

    		0.0 ms

  





  

    		2025-03-16 09:44:20.311557

    		-0.6 ms

  





  

    		2025-03-16 10:44:21.72272

    		1.1 ms

  





  

    		2025-03-16 11:44:23.280334

    		-0.9 ms

  





  

    		2025-03-16 12:44:25.102891

    		-1.0 ms

  





  

    		2025-03-16 13:44:28.522911

    		-0.2 ms

  





  

    		2025-03-16 14:44:30.157159

    		1.6 ms

  





  

    		2025-03-16 15:44:32.884287

    		-1.9 ms

  





  

    		2025-03-16 16:44:36.350986

    		-3.3 ms

  





  

    		2025-03-16 17:44:38.825903

    		-2.8 ms

  





  

    		2025-03-16 18:44:41.610498

    		-0.6 ms

  





  

    		2025-03-16 19:44:43.938884

    		0.5 ms

  





  

    		2025-03-16 20:44:45.892581

    		-0.6 ms

  





  

    		2025-03-16 21:44:48.586474

    		-0.2 ms

  





  

    		2025-03-16 22:44:50.125889

    		-2.6 ms

  





  

    		2025-03-16 23:44:52.00766

    		-1.3 ms

  





  

    		2025-03-17 00:44:54.485835

    		1.0 ms

  





  

    		2025-03-17 01:44:57.076972

    		1.3 ms

  





  

    		2025-03-17 02:44:59.246301

    		-1.0 ms

  





  

    		2025-03-17 03:45:01.022976

    		-1.2 ms

  





  

    		2025-03-17 04:45:03.589454

    		-0.5 ms

  





  

    		2025-03-17 05:45:05.752495

    		2.2 ms

  





  

    		2025-03-17 06:45:08.173259

    		1.6 ms

  





  

    		2025-03-17 07:45:10.778563

    		1.5 ms

  





  

    		2025-03-17 08:45:12.733219

    		-0.9 ms

  





  

    		2025-03-17 09:45:14.418157

    		1.4 ms

  





  

    		2025-03-17 10:45:16.177241

    		-0.4 ms

  





  

    		2025-03-17 11:45:17.565963

    		1.7 ms

  





  

    		2025-03-17 12:45:19.190194

    		0.2 ms

  





  

    		2025-03-17 13:45:20.815833

    		-0.4 ms

  





  

    		2025-03-17 14:45:22.409067

    		0.9 ms

  





  

    		2025-03-17 15:45:24.042472

    		-0.1 ms

  





  

    		2025-03-17 16:45:25.77267

    		-2.4 ms

  





  

    		2025-03-17 17:45:28.518064

    		0.1 ms

  





  

    		2025-03-17 18:45:30.98772

    		2.7 ms

  





  

    		2025-03-17 19:45:32.544167

    		-0.8 ms

  





  

    		2025-03-17 20:45:34.868535

    		-1.6 ms

  





  

    		2025-03-17 21:45:36.561827

    		-0.6 ms

  





  

    		2025-03-17 22:45:38.553035

    		-0.7 ms

  





  

    		2025-03-17 23:45:40.950025

    		-0.4 ms

  





  

    		2025-03-18 00:45:42.927301

    		-1.1 ms

  





  

    		2025-03-18 01:45:45.227383

    		-1.2 ms

  





  

    		2025-03-18 02:45:47.631583

    		-0.1 ms

  





  

    		2025-03-18 03:45:50.722794

    		1.3 ms

  





  

    		2025-03-18 04:45:52.664349

    		-0.2 ms

  





  

    		2025-03-18 05:45:55.129576

    		-0.4 ms

  





  

    		2025-03-18 06:45:57.361894

    		0.5 ms

  





  

    		2025-03-18 07:45:59.317001

    		-0.8 ms

  





  

    		2025-03-18 08:46:01.734134

    		3.2 ms

  





  

    		2025-03-18 09:46:04.040294

    		0.5 ms

  





  

    		2025-03-18 10:46:06.637804

    		2.9 ms

  





  

    		2025-03-18 11:46:08.654342

    		1.8 ms

  





  

    		2025-03-18 12:46:10.344713

    		-0.7 ms

  





  

    		2025-03-18 13:46:11.783204

    		-0.3 ms

  





  

    		2025-03-18 14:46:13.494768

    		0.3 ms

  





  

    		2025-03-18 15:46:16.025729

    		-0.1 ms

  





  

    		2025-03-18 16:46:17.724066

    		-0.6 ms

  





  

    		2025-03-18 17:46:21.097912

    		-6.4 ms

  





  

    		2025-03-18 18:46:23.394513

    		0.8 ms

  





  

    		2025-03-18 19:46:25.097503

    		-0.7 ms

  





  

    		2025-03-18 20:46:28.080338

    		0.1 ms

  





  

    		2025-03-18 21:46:30.993771

    		1.4 ms

  





  

    		2025-03-18 22:46:32.848144

    		0.0 ms

  





  

    		2025-03-18 23:46:34.501362

    		-2.6 ms

  





  

    		2025-03-19 00:46:36.264993

    		0.2 ms

  





  

    		2025-03-19 01:46:37.818544

    		-1.7 ms

  





  

    		2025-03-19 02:46:39.698614

    		-1.2 ms

  





  

    		2025-03-19 03:46:41.841217

    		-0.2 ms

  





  

    		2025-03-19 04:46:43.846244

    		-0.9 ms

  





  

    		2025-03-19 05:46:45.784441

    		2.0 ms

  





  

    		2025-03-19 06:46:48.327205

    		-0.7 ms

  





  

    		2025-03-19 07:46:50.126003

    		3.8 ms

  





  

    		2025-03-19 08:46:51.978871

    		4.9 ms

  





  

    		2025-03-19 09:46:53.938522

    		5.6 ms

  





  

    		2025-03-19 10:46:55.542726

    		-0.1 ms

  





  

    		2025-03-19 11:46:58.045224

    		-1.3 ms

  





  

    		2025-03-19 12:47:01.041738

    		0.6 ms

  





  

    		2025-03-19 13:47:03.044643

    		1.1 ms

  





  

    		2025-03-19 14:47:04.842523

    		0.1 ms

  





  

    		2025-03-19 15:47:06.333199

    		1.1 ms

  





  

    		2025-03-19 16:47:08.957875

    		1.9 ms

  





  

    		2025-03-19 17:47:10.575523

    		1.2 ms

  





  

    		2025-03-19 18:47:13.298377

    		-0.3 ms

  





  

    		2025-03-19 19:47:16.053745

    		0.2 ms

  





  

    		2025-03-19 20:47:18.314337

    		-0.8 ms

  





  

    		2025-03-19 21:47:20.072058

    		-1.9 ms

  





  

    		2025-03-19 22:47:21.586702

    		-2.1 ms

  





  

    		2025-03-19 23:47:24.294657

    		-0.7 ms

  





  

    		2025-03-20 00:47:27.335353

    		-0.4 ms

  





  

    		2025-03-20 01:47:29.584207

    		-0.1 ms

  





  

    		2025-03-20 02:47:31.51554

    		-0.4 ms

  





  

    		2025-03-20 03:47:34.073209

    		-0.4 ms

  





  

    		2025-03-20 04:47:36.236787

    		-1.6 ms

  





  

    		2025-03-20 05:47:38.724477

    		0.8 ms

  





  

    		2025-03-20 06:47:41.049426

    		1.5 ms

  





  

    		2025-03-20 07:47:43.181704

    		0.4 ms

  





  

    		2025-03-20 08:47:45.628335

    		0.6 ms

  





  

    		2025-03-20 09:47:47.702161

    		1.9 ms

  





  

    		2025-03-20 10:47:49.815495

    		0.9 ms

  





  

    		2025-03-20 11:47:51.623852

    		0.6 ms

  





  

    		2025-03-20 12:47:53.554726

    		0.8 ms

  





  

    		2025-03-20 13:47:55.293872

    		-1.2 ms

  





  

    		2025-03-20 14:47:57.216718

    		-1.3 ms

  





  

    		2025-03-20 15:47:59.080958

    		-1.7 ms

  





  

    		2025-03-20 16:48:01.164628

    		3.0 ms

  





  

    		2025-03-20 17:48:03.432746

    		2.3 ms

  





  

    		2025-03-20 18:48:06.274221

    		0.3 ms

  





  

    		2025-03-20 19:48:09.094793

    		1.5 ms

  





  

    		2025-03-20 20:48:11.566837

    		1.0 ms

  





  

    		2025-03-20 21:48:14.844759

    		-1.5 ms

  





  

    		2025-03-20 22:48:17.188312

    		-0.9 ms

  





  

    		2025-03-20 23:48:19.166164

    		-0.3 ms

  





  

    		2025-03-21 00:48:20.987536

    		-1.5 ms

  





  

    		2025-03-21 01:48:23.018629

    		-0.8 ms

  





  

    		2025-03-21 02:48:25.340693

    		-0.1 ms

  





  

    		2025-03-21 03:48:27.90487

    		-0.8 ms

  





  

    		2025-03-21 04:48:30.712391

    		-1.3 ms

  





  

    		2025-03-21 05:48:32.997143

    		-0.1 ms

  





  

    		2025-03-21 06:48:35.544319

    		-2.1 ms

  





  

    		2025-03-21 07:48:37.310196

    		0.4 ms

  





  

    		2025-03-21 08:48:39.000997

    		0.4 ms

  





  

    		2025-03-21 09:48:40.880318

    		1.8 ms

  





  

    		2025-03-21 10:48:43.142653

    		4.0 ms

  





  

    		2025-03-21 11:48:44.766508

    		-1.1 ms

  





  

    		2025-03-21 12:48:46.272073

    		1.7 ms

  





  

    		2025-03-21 13:48:47.799991

    		0.3 ms

  





  

    		2025-03-21 14:48:49.690378

    		-0.3 ms

  





  

    		2025-03-21 15:48:51.504785

    		0.2 ms

  





  

    		2025-03-21 16:48:53.173988

    		-0.6 ms

  





  

    		2025-03-21 17:48:54.688092

    		0.7 ms

  





  

    		2025-03-21 18:48:56.309526

    		-0.9 ms

  





  

    		2025-03-21 19:48:59.381624

    		-0.7 ms

  





  

    		2025-03-21 20:49:01.409273

    		-0.7 ms

  





  

    		2025-03-21 21:49:03.584544

    		-2.2 ms

  





  

    		2025-03-21 22:49:05.227645

    		0.1 ms

  





  

    		2025-03-21 23:49:07.235411

    		-1.3 ms

  





  

    		2025-03-22 00:49:09.047867

    		-2.3 ms

  





  

    		2025-03-22 01:49:11.434197

    		-1.1 ms

  





  

    		2025-03-22 02:49:13.455848

    		-1.7 ms

  





  

    		2025-03-22 03:49:16.292532

    		-1.4 ms

  





  

    		2025-03-22 04:49:18.481093

    		0.6 ms

  





  

    		2025-03-22 05:49:20.687563

    		-2.0 ms

  





  

    		2025-03-22 06:49:23.327831

    		0.6 ms

  





  

    		2025-03-22 07:49:26.041263

    		2.0 ms

  





  

    		2025-03-22 08:49:28.136743

    		1.5 ms

  





  

    		2025-03-22 09:49:30.770793

    		1.5 ms

  





  

    		2025-03-22 10:49:32.359465

    		3.0 ms

  





  

    		2025-03-22 11:49:34.194616

    		2.2 ms

  





  

    		2025-03-22 12:49:36.163472

    		0.6 ms

  





  

    		2025-03-22 13:49:38.915673

    		0.9 ms

  





  

    		2025-03-22 14:49:40.955952

    		-1.5 ms

  





  

    		2025-03-22 15:49:43.049224

    		1.1 ms

  





  

    		2025-03-22 16:49:45.21724

    		0.3 ms

  





  

    		2025-03-22 17:49:47.317794

    		-0.6 ms

  





  

    		2025-03-22 18:49:49.586405

    		0.4 ms

  





  

    		2025-03-22 19:49:51.149546

    		0.2 ms

  





  

    		2025-03-22 20:49:53.73975

    		-0.8 ms

  





  

    		2025-03-22 21:49:55.745335

    		1.0 ms

  





  

    		2025-03-22 22:49:57.712665

    		-1.6 ms

  





  

    		2025-03-22 23:49:59.679408

    		0.1 ms

  





  

    		2025-03-23 00:50:01.892167

    		0.6 ms

  





  

    		2025-03-23 01:50:03.715755

    		1.1 ms

  





  

    		2025-03-23 02:50:05.94672

    		1.3 ms

  





  

    		2025-03-23 03:50:07.687435

    		-1.0 ms

  





  

    		2025-03-23 04:50:09.971577

    		-0.4 ms

  





  

    		2025-03-23 05:50:11.761516

    		-0.2 ms

  





  

    		2025-03-23 06:50:14.073089

    		1.3 ms

  





  

    		2025-03-23 07:50:16.099487

    		-0.2 ms

  





  

    		2025-03-23 08:50:18.71644

    		-0.3 ms

  





  

    		2025-03-23 09:50:21.045685

    		0.1 ms

  





  

    		2025-03-23 10:50:23.040172

    		-0.1 ms

  





  

    		2025-03-23 11:50:25.301652

    		1.4 ms

  





  

    		2025-03-23 12:50:27.839938

    		-1.5 ms

  





  

    		2025-03-23 13:50:29.720117

    		0.8 ms

  





  

    		2025-03-23 14:50:31.280484

    		-1.6 ms

  





  

    		2025-03-23 15:50:32.959271

    		0.1 ms

  





  

    		2025-03-23 16:50:34.528824

    		0.5 ms

  





  

    		2025-03-23 17:50:37.066194

    		0.0 ms

  





  

    		2025-03-23 18:50:39.845724

    		-0.9 ms

  





  

    		2025-03-23 19:50:42.366833

    		-0.8 ms

  





  

    		2025-03-23 20:50:45.501817

    		1.9 ms

  





  

    		2025-03-23 21:50:48.45371

    		1.1 ms

  





  

    		2025-03-23 22:50:50.666665

    		-0.2 ms

  





  

    		2025-03-23 23:50:52.911591

    		1.5 ms

  





  

    		2025-03-24 00:50:54.910672

    		-1.8 ms

  





  

    		2025-03-24 01:50:57.364213

    		-1.7 ms

  





  

    		2025-03-24 02:51:00.000287

    		1.2 ms

  





  

    		2025-03-24 03:51:02.374159

    		-1.2 ms

  





  

    		2025-03-24 04:51:04.609252

    		2.3 ms

  





  

    		2025-03-24 05:51:06.619946

    		-0.5 ms

  





  

    		2025-03-24 06:51:08.626766

    		0.0 ms

  










Evidence of Intent

Last updated: Fri 06 Mar 2020 14:08:40 UTC

1. Purpose

The purpose of this document Evidence of Intent is to secure a) evidence of intent to sign and b) evidence of what Sign Material there was intent to sign, to avoid claims that different Sign Material was viewed than what was the output in the final Evidence Package.

2. Screen captures

When a person signs a document using Scrive eSign a screen capture is executed on the person´s screen and saved by Scrive eSign. When sealing the signed document Scrive eSign includes the screen captures from all signing parties into this document. 

The screen capture technology used sometimes fails to execute the screen capture. Therefore, in case the screen capture technology would fail, a screen capture with a reference signing view is prepared in Scrive eSign at each production upgrade and upon sealing the document, Scrive eSign includes the latest reference screen captures in this Evidence of Intent as a reference. Important to note is also that, in the event log below each time stamp reflects the clock of the client, which may be different from the clock of Scrive eSign.





  

    		Time

    		IP

    		Event

  



    

    		2025-03-24 06:52:42.443 UTC

    		217.215.221.179

    		Maria Johansson (MJ) opened the document in the signing view. Click here to see an attached screen capture of the top of their signing view.

  



  

 

  

    		2025-03-24 06:52:59.489 UTC

    		217.215.221.179

    		Maria Johansson (MJ) signed the document. Click here to see attached screen capture of their signing view. Click here to see attached screen capture of the reference signing view created at 2025-03-11 15:18:20 UTC.
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1. Purpose

The purpose of the Digital Signature Documentation is to provide a method so that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. 

2. Overview

2.1 Digital Signatures

Digital signatures are used to make digital data tamper proof, so that it can be verified that the data has not been modified since the digital signature was created.

Digital signatures are designed in a way that there is a method for checking that the data that the signature is applied to is not modified, and that there is a method for checking that the signature has been issued in some trusted way.

2.2 Cryptographic Hash Functions

There is one mathematical concept that is pervasive in digital signing technologies: cryptographic hash functions. Such functions are used to straightforwardly compute a “hash value” of some fixed length (e.g. 256 bits) of some arbitrary amount of data, with the property that it is infeasible to reverse the function and get the data back from the hash value, but most importantly: it is infeasible to come up with any other piece of data that will compute to the same hash value.

These properties imply that it is sufficient to protect hash values of data instead of the data itself. The reason is that if we know that the protected hash value is unmodified and matches the hash value that we can compute of the data itself, then we know that it is infeasible that the data itself has been modified. For integrity purposes, hash values are essential condensations of the original data.

In addition to the cryptographic hash functions, many technologies for digital signatures are based on the use of keys.

2.3 Key-based digital signatures

In key-based digital signatures, secret information (private keys) are used to create signatures by some trusted organisation. Each private key has a corresponding public key which is used for verifying the integrity of the digital signatures created with the private key. So to check a key-based digital signature, one needs to access the public key that corresponded to the secret key used to create the signature. In addition to verifying the signature using the public key, one has to verify that the public key comes from the trusted organisation that created the signature. This can be done using digital certificates as part of the public-key infrastructure.

Key-based digital signatures are problematic due to the durability requirements that come with protecting Evidence Packages. The private key must be kept secret by the trusted organisation. Should the key become public, the digital signatures that were issued using it can no longer be used to verify the integrity of the data. As a mitigation, the trusted organisation can limit the time that any one public/private key pair is used, and then erase the private key. Should a private key leak from the trusted organisation, only signatures created during the lifetime of the private key become worthless. However, more frequent renewal of keys mean that the organisation issuing digital signatures must provide more public keys for verification purposes. The main problem remains: how can one be sure that a private key was not leaked and used to forge digital signatures? The PAdES standard specifies a set of restrictions and extensions to the standards for PDF and ISO-32000-1 and -2. PAdES is described in the technical specification TS-102 778 that is published and maintained by the European Telecommunication Standards Institute, ETSI.

2.4 Keyless digital signatures for durability

Keyless digital signatures rely solely on the properties of cryptographic hash functions to protect data, without the use of secrets.

An extremely simple (but naive) method for creating a keyless digital signature is to compute the hash value of some data and then make that hash value public so that it can be used to verify that copies of the data have not been modified. It is important that the hash value is published so that that a verifier readily can find it and trust that the hash value is authentic, and that the publication is permanently accessible for the foreseeable future. A suitable method is to publish the hash value in a newspaper that is widely spread and archived throughout the world.

Although simple, the naive method described is not practical in that it requires one hash value to be published for each piece of data that needs a digital signature. To make keyless digital signatures practical one can combine hash values from multiple pieces of data by juxtaposing the hash values and computing new hash values of the result, as illustrated below:
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By combining hash values in this way, one can choose to publish the combined hash value periodically, e.g. once a month. For verification to work, additional information is needed to ensure that a particular Evidence Package’s hash value leads to the hash value that is published in a newspaper (such a published hash value is called a publication code). Therefore, the digital signature contains information about what newspaper contains the publication code (currently, publication codes are printed in Financial Times), as well as intermediate hash values in the linked chain of hashes all the way to the publication code. For the middle Evidence Package in the diagram above, the digital signature would have information about where one can find the publication code c₆, as well as the intermediate hash values c₃, d₄, and d₅. From the Evidence Package’s computed hash value d₃, the intermediate hash values in the digital signature, and the combining cryptographic hash function H taking juxtaposed hash values, a verifier would compute the complete chain of hash values: c₄ = H(c₃,d₃), c₅ = H(c₄,d₄), c₆ = H(c₅, d₅). Having computed c₆, the verifier needs to check that it is equal to the newspaper’s publication code.

Since the digital signature must contain extra information about intermediate hash values that stem from other Evidence Packages leading to the publication code, one cannot immediately put the keyless digital signature into the Evidence Package upon its creation—one has to wait until the publication code is known. But since the parties involved in signing a document typically want access to the Evidence Package right away, Scrive E-sign provides the parties with an initial version of the Evidence Package with a temporary, keyless digital signature. Once the Evidence Package’s hash value has been part of the linked chain that leads to a publication code, Scrive E-sign produces a new Evidence Package with the permanent, keyless digital signature. Signatories that choose to store their Evidence Package in the archive service provided by Scrive E-sign can download the revised Evidence Package in the archive once it becomes available.

The devil in the details regarding the implementation of keyless digital signatures (e.g., in practice one would use trees of intermediate hash values instead of linked chains), but the fundamental principle is the same: data can be verified by computing a sequence of hash values and check against a value that is published in a trusted way.

2.5 Verifiable timestamps using keyless signatures

The keyless signature not only provides a method for verifying the integrity of the Evidence Package, it also encodes the time down to the second when the signature was created. By construction, the time encoding is irrefutable and can be produced as part of the verification method of the keyless digital signature.

The following diagram gives a simplified version of how the time encoding works. Each publication code that goes into a newspaper is the root of the so called calendar tree, which is an ever-growing tree with one leaf node for each second since midnight, January 1st, 1970 in Coordinated Universal Time (UTC), a point in time we will denote T₀. (In the diagram, we have assumed that there is one evidence package providing the hash value for each leaf node, which is a simplification since we for each second may have zero or more than one evidence package for which we want a digital signature. In reality, the hash value of each leaf node in the calendar tree is constructed from an aggregation tree of hash values. We have also assumed a very small calendar tree, consisting of just four leaf nodes spanning a time of four seconds. A calendar tree for a whole month is of course much larger.)
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Now, suppose we want to verify the digital signature for the evidence package in the third row. The digital signature contains the path from the root down to the leaf, telling us if we should choose the upper route (encoded as a 0) or lower route (encoded as a 1) to get to the next level. The choices form a sequence which can be interpreted as a binary number, and for the path highlighted in yellow, this binary number is 10 which in decimal is the number 2. One can then conclude that this leaf was constructed at T₀ + 2, that is, 2 seconds after midnight, January 1st, 1970 (UTC).

(In reality, the time encoding is not done using T₀ as a start point, but instead by using the time when the publication code was created as an end point. Details can be found in appendix Extracting the Signing Time.)

The next section provides precise information about the digital signatures produced by Scrive E-sign and how they can be verified.

3. How to Verify the Evidence Package

The signed document (PDF file) that the Evidence Package (HTML attachments - that this Digital Signature Documentation is part of) is embedded into, has either been electronically sealed by Scrive using the Guardtime Keyless Signature technology or with a PAdES digital signature. This enables independent verification of the time when the document was signed and checking that it has not been modified since. The process consists of several steps outlined below. If the document is signed using PAdES the signature can be validated in Acrobat Reader.

3.1 Extracting the Signature

The signature is embedded into the document following the standard PDF digital signature framework [PDF, section 12.8]. A Guardtime signature has the value GTTS.TimeStamp in its Filter field.

A single PDF file can contain several revisions of a document [PDF, section 7.5.6]. A Guardtime signature normally signs all revisions up to and including the one that contains it. In order to verify the document as it was signed, all subsequent updates have to be removed from the file.

More precisely, the signature protects the parts of the document specified by the ByteRange field of the signature. The two ranges must cover everything left after the previous step, except the Contents field of the signature.

The signature value is embedded in the Contents field in base 16 encoding. The value has to be stripped of trailing spaces and decoded [BASE, section 8] for further processing.

3.2 Parsing the Signature

The result of the previous step has to be parsed as an ASN.1 data structure in BER encoding [ASN, DER]. This must yield a ContentInfo structure [CMS, section 3] that embeds a SignedData structure [CMS, section 5] in the content field.

The contents of the encapContentInfo.eContent field of the SignedData structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a TSTInfo structure [TSP, section 2.4.2].

A Guardtime signature must have a single SignerInfo element in the signerInfos field of the SignedData structure and the object identifier 1.3.6.1.4.1.27868.4.1 in the signatureAlgorithm field of the SignerInfo structure.

The contents of the signature field of the SignerInfo structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a Guardtime-defined TimeSignature structure:

                          TimeSignature ::= SEQUENCE {

                            location HashChain,

                            history HashChain,

                            publishedData PublishedData,

                            pkSignature [0] SignatureInfo OPTIONAL,

                            pubReference [1] SET OF OCTET STRING OPTIONAL

                          }

                          PublishedData ::= SEQUENCE {

                            publicationIdentifier INTEGER,

                            publicationImprint DataImprint

                          }

Each of the HashChain fields is an ASN.1 OCTET STRING that contains a concatenation of a number of HashStep records. Each HashStep record in turn is a concatenation of a 1-byte hash algorithm code (appendix Hash Functions), a 1-byte direction indicator, a variable-length DataImprint field, and a 1-byte level number. The DataImprint field consists of a 1-byte hash algorithm code followed by the hash value (the number of bytes determined by the hash function). Note that all these are just concatenated together, not encoded as separate ASN.1 fields.

The DataImprint field in the PublishedData structure is an ASN.1 OCTET STRING that consists of a 1-byte hash algorithm code followed by the corresponding number of bytes of hash value (again, just concatenated).

The contents of the pkSignature and pubReference fields will not be used in the following and thus need not be parsed. However, presence of the pkSignature field indicates the hash chain contained in the history field is a temporary one not connected to a printed control publication. In such a case, the history and publishedData fields should be updated before proceeding (appendix Extending the TimeSignature).

3.3 Checking the Document

To check that the document matches the signature, it must be verified that the hash value of the signed document corresponds to the one embedded in the signature.

The concatenation of the sections of the original PDF file specified by the ByteRange field has to be hashed using the algorithm specified by the messageImprint.hashAlgorithm field of the TSTInfo structure. The result must be equal to the value of the messageImprint.hashedMessage field of the TSTInfo structure.

3.4 Checking the Signature

To check that the signature is internally consistent, it must be verified in several places that the hash value computed from one part of the signature corresponds to the one embedded in another part.

The DER-encoded representation of the TSTInfo structure (that is, the value of the encapContentInfo.eContent field of the SignedData structure) has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result must be equal to the value of the message-digest attribute in the signedAttrs field of the SignerInfo structure.

The DER-encoded representation of the SignedAttributes structure has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result will be the input data to the hash chain computation process described next. Note that the data to be hashed in this step is different from the representation of the signedAttrs field in the SignerInfo structure, as the latter is a tagged implicit set while the former is an explicit set [CMS, section 5.4].

For each HashStep record in the location hash chain and then for each HashStep record in the history hash chain in the TimeSignature structure, in the order in which the records appear in the chains:

		compute x as the result of hashing the input data with the algorithm specified by the hash algorithm code (the first byte) in the record;

		if the direction indicator (the second byte) in the record is 0:

		compute y as the concatenation of the DataImprint field (bytes from the third up to but excluding the last), the hash algorithm code (the first byte), the value of x, and the level byte (the last byte);

		if the direction indicator (the second byte) in the record is 1:

		compute y as the concatenation of the hash algorithm code (the first byte), the value of x, the DataImprint field (bytes from the third up to but excluding the last), and the level byte (the last byte);

		if the direction indicator (the second byte) is something else:

		abort with an error "invalid signature";

		the value of y is the input for the next step.



Finally, the value of y from the last step of the hash chain computation has to be hashed using the hash algorithm specified by the first byte of the publicationImprint field of the PublishedData structure. The result must be equal to the remaining bytes of the publicationImprint field.

3.5 Checking the Publication

To check that the signature matches the widely witnessed control publication, it must be verified that the contents of the PublishedData structure correspond to a printed publication acquired from a trusted source.

The publicationIdentifier field in the PublishedData structure contains the POSIX time [POSIX, section 4.15] value for the moment when the control publication was generated. A Guardtime control publication appears in the World Edition of the Financial Times 2–6 days after it is generated (depending on the publisher's schedules).

The PublishedData structure is formatted into human-comparable form as follows:

		the value of the publicationIdentifier field as a 64-bit integer (8 bytes in big-endian order) and the contents of the publicationImprint field are concatenated;

		a CRC-32 checksum [CRC, section 8.1.1.6.2] is computed on the result of the previous step and appended to it;

		the result of the previous step is encoded in base 32 [BASE, section 6];

		the result of the previous step may be broken into groups of 6 or 8 characters by dashes.



The result must be equal to the control publication that appears in the newspaper (ignoring possible differences in the optional character grouping).

3.6 Conclusion

Since in the whole computation starts from the contents of the PDF file and through a series applications of one-way functions ends up at a value that was known to exist at some well-established time in the past (the time when the newspaper was printed), this proves that the file in question existed before that time in the same form as it is currently.

The preceding statement relies only on the hash functions being one-way and assumes absolutely nothing about the Guardtime technology. Adding information about how the hash chains are constructed (which is seen by all Guardtime clients while it happens and can thus also be considered quite widely witnessed) makes it possible to extract the signing time with much better precision (appendix Extracting the Signing Time).

4. Hash Functions

The following table lists the hash functions that may be used in hash chains in Guardtime keyless signatures, along with their identifiers and hash value sizes.

		Algorithm Name

		Guardtime ID

		Hash Value Size

		Algorithm Specification



		SHA-1

		0

		20

		SHA, section 6.1



		SHA-224

		3

		28

		SHA, section 6.3



		SHA-256

		1

		32

		SHA, section 6.2



		SHA-384

		4

		48

		SHA, section 6.5



		SHA-512

		5

		64

		SHA, section 6.4



		RIPEMD-160

		2

		20

		RIPE, section 7





5. Extracting the Signing Time

The time when a datum was signed with a Guardtime keyless signature can be extacted from the history and the publicationIdentifier fields of the TimeSignature structure (section Parsing the Signature). The process is as follows:

		set h to 0 and p to the value of the publicationIdentifier field;

		for each HashStep record in the history hash chain, in the reverse of the order in which the records appear in the chain:



		if p is 0: abort with an error "invalid signature";

		set x to the highest power of 2 that does not exceed p;

		if the direction indicator (the second byte) in the record is 0: set h to h+x and p to p-x;

		if the direction indicator (the second byte) in the record is 1: set p to x-1;

		if the direction indicator (the second byte) is something else: abort with an error "invalid signature";



		if p is not 0: abort with an error "invalid signature";



The final value of h is the POSIX time [POSIX, section 4.15] value for the moment when the datum was signed.

6. Extending the TimeSignature

For each Guardtime signature and any control publication generated after the signature was issued, a hash chain can be created that connects the signature to the control publication and thus also to the printed medium in which the publication appeared. This process is called extending the signature.

The preferred way to do this is to access an online verification service using a tool obtained from either Scrive or Guardtime. This can also be done independently using the calendar database acquired either from Guardtime or, in case Guardtime has ceased the service, from the Estonian Technical Surveillance Authority, to which Guardtime is obligated to deposit the database before exiting the business.

The Guardtime calendar database consists of one hash value per second, indexed by integral POSIX time [POSIX, section 4.15] values (red nodes and black numbers on the figure below). Each of these hash values aggregates all signing requests that the Guardtime service processed during the corresponding 1-second time interval.

The aggregate hash values are connected into binary trees by hashing them together in pairs in left to right order, then hashing the first level pairs together again, and so on until a set of complete binary trees is obtained (blue arrows and nodes on the figure). For generating the control publication, the roots of the binary trees are hashed into a chain in right to left order (purple arrows and nodes), and the value from the last node of the chain is extracted for generating the control publication (golden arrow).

More precisely, each node on the figure is a DataImprint structure (section Parsing the Signature). On each step, the DataImprint from the left child node, the DataImprint from the right child node, and a single byte with the value of 255 are concatenated together, hashed, and the result is obtained as a DataImprint consisting of the concatenation of the 1-byte hash algorithm code (appendix Hash Functions) and the hash value.
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For manageability, the database is split into several files (separated by dashed black lines on the figure). For the files to be usable without access to preceding ones, each file starting from some time value t also contains the root values from the binary trees corresponding to the state of the database on time t-1 (dashed blue arrows between the first and second file on the figure).

To construct the hash chain linking a given signature to a given publication, the following steps have to be performed:

		The signing time has to be extracted from the history and publishedData fields currently in the signature (appendix Extracting the Signing Time);

		The calendar database files covering the full interval from the signing time to the time when the publication was generated have to be obtained (format and naming of the files described later in this section);

		The hash-linked structure corresponding to the time when the publication was generated has to be reconstructed (as described earlier in this section);

		The unique hash chain connecting the leaf entry corresponding to the signing time to the root entry corresponding to the control publication (dotted arrows on the figure above) has to be extracted;

		The TimeSignature structure (section Parsing the Signature) has to be updated with new values:



		The history field is set to the concatenation of HashStep records describing the steps in the hash chain; each HashStep record is constructed as the concatenation of the 1-byte hash algorithm code from the DataImprint in the current node, the 1-byte direction indicator (0 if the sibling node is to the right in the tree, 1 if the sibling is to the left), the DataImprint from the sibling node, and a single byte with the value of 255;

		The publicationIdentifier field is set to the POSIX time value for the moment when the control publication was generated;

		The publicationImprint field is set to the DataImprint value in the root entry corresponding to the control publication.



Each calendar database file consists of a fixed header, a set of root node records, a sequence of calendar node records, and a checksum record. In the following, many values are given in hexadecimal, with the 0x prefix prepended.

The header consists of 12 fields totaling 65 bytes:

		8-byte sequence: file format identifier; must be 0x47, 0x54, 0x49, 0x4d, 0x45, 0x48, 0x44, and 0x42 (ASCII representation of 'GTIMEHDB');

		4-byte integer: endian-ness indicator; fixed value 0x01020304; all other 32-bit integers in the file will be in the same byte order;

		4-byte integer: version number; must be 0x00000001 (in file byte order);

		8-byte integer: endian-ness indicator; fixed value 0x0102030405060708; all other 64-bit integers in the file will be in the same byte order;

		8-byte integer: file creation time as POSIX time;

		8-byte integer: first calendar record index; the POSIX time value for the first node in the calendar node section of the file;

		4-byte integer: first calendar record offset; the offset of the start of the calendar node section within the file;

		4-byte integer: calendar record length; the length of each record in the calendar node section of the file;

		1 byte: calendar hash algorithm; the 1-byte hash algorithm code (appendix Hash Functions) for the hash function used by all calendar nodes in this file (they all must use the same algorithm);

		1 byte: flags; must be 0x01;

		14 bytes: reserved for future; all bytes must be 0x00;

		1 byte: CRC8 checksum of all preceding bytes in the header record; this is intended as a short-term protection against accidental errors while the file is being created; checking this may be omitted as the checksum record at the end of the file gives much stronger protection.



The root node section spans the space from the end of the header to the beginning of the calendar node section. It consists of a sequence of root node records followed by a 1-byte CRC8 checksum of all preceding bytes in the section. Each root node record consists of 4 fields:

		4-byte integer: record length; the number of bytes to follow in this record (excluding the length field itself);

		8-byte integer: record index; the POSIX time value for the last calendar node in the complete binary tree whose root this node is;

		1 byte: the 1-byte hash algorithm code for the hash function used in this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used; it may also be computed by subtracting 9 from the value of the record length field).



Note that the concatenation of the two last fields in each record yields the DataImprint value for the corresponding node.

The calendar node section spans the space from the end of the root node section to almost the end of the file; it is followed only by a checksum record that has the same size and format as a calendar node record. It consists of a sequence of calendar node records (and no section checksum). Each calendar node record consists of 3 fields:

		4-byte integer: record index offset; this value is to be added to the first calendar record index field from the file header to obtain the POSIX time value for this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used which is specified by the calendar hash algorithm field in the file header; it may also be obtained by subtracting 5 from the calendar record length field in the file header);

		1 byte: CRC8 checksum of all preceding bytes in the record.



Again, note that the concatenation of the calendar hash algorithm field from the file header and the hash value field from the record yields the DataImprint value for the corresponding node.

The last record in the file is the cryptographic checksum of the whole file:

		4-byte integer: fixed value 0xffffffff;

		variable-length sequence: the hash value computed by hashing all data preceding the checksum record in the file using the hash function specified in the calendar hash algorithm field in the file header (the length is the same as for the calendar node records);

		1 byte: CRC8 checksum of all preceding bytes in the record.



The calendar database files are named following the pattern

    hashdb-tttttttttttttttt-yyyy-mm-dd-hhmmss.bin

where the fields have the following meaning:

		filename prefix, always hashdb;

		POSIX time value for the first calendar node in the file; 16-digit lower-case hexadecimal number with leading zeroes preserved (but no 0x prefix);

		year, month, and day of the file creation time; month and day are 2-digit decimal numbers with the leading zeroes preserved;

		hour, minute, and second of the file creation time (in UTC); each is 2-digit decimal number with the leading zero preserved;

		filename suffix, always bin.
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  }, {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }, {
    "orgName" : "Brf Vetekärnan",
    "email" : "leif.ernetoft@hotmail.com"
  }, {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  }, {
    "orgName" : "Brf Vetekärnan",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  } ],
  "time" : "2025-03-19T11:52:05.000+0100",
  "type" : "company_web",
  "user" : {
    "personName" : "Sabine Molin",
    "orgName" : "FRUBO Aktiebolag",
    "ipAddress" : "88.131.253.100",
    "orgNr" : "5564511292",
    "email" : "sabine.molin@frubo.se"
  },
  "eventId" : 11,
  "eventClass" : "agreement_created",
  "id" : "32a90be0-04b0-11f0-8dd7-1387143bdc74"
}, {
  "id" : "39d12b50-04b0-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-19T11:52:17.000+0100",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "sabine.molin@frubo.se"
  }, {
    "email" : "bengt.malmqvist@gmail.com"
  }, {
    "email" : "maria57.merell@gmail.com"
  }, {
    "email" : "olausson.birgitta@hotmail.com"
  }, {
    "email" : "leif.ernetoft@hotmail.com"
  } ]
}, {
  "id" : "d6a5adb0-04b1-11f0-8aa0-790626141b96",
  "time" : "2025-03-19T12:03:50.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.21"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "bengt.malmqvist@gmail.com"
  }
}, {
  "id" : "d983ee70-04b1-11f0-858e-57711ecab3bd",
  "time" : "2025-03-19T12:03:55.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "bengt.malmqvist@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195606012531",
    "personSurname" : "Malmkvist",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>GU4w3LE/U7tlla265aVBRbW1FnpPSUfhUjq3LvZ3mR0=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>+oGGq8XS7KKI672Ry9mKmPiq2H6jcqDKyTtftH4c3RI=</DigestValue></Reference></SignedInfo><SignatureValue>G39IqpX05Gzf1qq0FqxnmJOitCYKcx9D7ON+Y6H63OK554oLcAP1cxYatQY3OgQbhRIx+cFmO/2dz1zrDKfIpnN0gAI8HluIRm8XFd6aSJTlPXqCT1JzDj/N9k80H7QX6XD7/bocPJqbPVjlKsaL6aioJoIddUPbeizN7uNx2bWY2VlkKH7t1X1VGdepydNNwl5QTEAbsNoTC3iA5cgy4neizGbJCD/3EVAY83lBQR/UwwoZqXdDpkdbHvMaUpc3JcCe6o8c7ECyzAcWZ2QDNjML6f1MyLObdUkNcjAWwm+VWA0nsQ+4k4Y8tzlkuakM6sF/8HggQ6KPGi0f3OMlPA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>zcu40/UX4gBdcnzjC+h09jphvRk=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>QU5EUk9JRA==</type><deviceInfo>MTE=</deviceInfo><uhi>SfHN2PcduxDNVTTp1RxqU2zsEv0=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>auto-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "ee55ac80-04b1-11f0-8dd7-1387143bdc74",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "Bengt",
    "startDate" : "2025-03-19T11:04:30.527+0000",
    "transactionId" : "c0f9c3c0c781f503db6bd18967d1fa4e"
  },
  "time" : "2025-03-19T12:04:46.000+0100",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.21"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "f8007f30-04b1-11f0-8dd7-1387143bdc74"
}, {
  "id" : "f8aff910-04b1-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-19T12:04:47.000+0100",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "maria57.merell@gmail.com"
  }, {
    "email" : "olausson.birgitta@hotmail.com"
  }, {
    "email" : "leif.ernetoft@hotmail.com"
  } ]
}, {
  "id" : "122a57a0-04b2-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-19T12:05:30.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "id" : "25cd80c0-04b2-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-19T12:06:03.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "id" : "5364a540-04b2-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-19T12:07:19.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "id" : "9cc19ef0-04b2-11f0-8aa0-790626141b96",
  "time" : "2025-03-19T12:09:22.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "id" : "e8f81e70-04b2-11f0-9f00-e31ad169a98f",
  "time" : "2025-03-19T12:11:30.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "id" : "59e14d00-04b3-11f0-9f00-e31ad169a98f",
  "time" : "2025-03-19T12:14:40.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "olausson.birgitta@hotmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195509191986",
    "personSurname" : "OLAUSSON",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>CeB5ad3fVkI6/v8tfomj2/4RIBRVDt9Sduy88cnxJvc=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>7NtAbvRGU0zgeMu7Qo+yoGN+V8AKCWscHISigjAUHY4=</DigestValue></Reference></SignedInfo><SignatureValue>fpoTzmDKRc1kTfxEbkSslzTpOUCEBs4k+5E0p9m2ZKvur78ZVH5JdUKO4PHYZSoq1h+LYGckUuStfYR5kOYpKFNH6v9tSZddBooQ7yTWJ+akGAnmLCqDpk4i+8k3s3e/u1LQsg0Exieq8WlKGQ/Zm75NqMP0sUHbqUyEfUErRCSMkl8z5XX//wHpxW+rrk6NXXB8UGw7o1/JqEFJdcbgCbYaFoTrXxqHMwySXwsccOuPnoeU8Ro+g9TBrlG9CUWlGUsDA5fbX6ZZBRzoD5UHiDnC/QbLc8+fW+1+AS4O9dBvp+1xWkS3CNI8hOmwr45ruJLosEFLcE7md8nBRDK9RA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>iWRe3vaCKfY9dnFFmfs8ZRZeC2E=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>bOADfZVrBqugrlVu+bcOpNVLvvQ=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>fp1</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "629ed980-04b3-11f0-873c-1f4f091d7dec",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "BIRGITTA",
    "startDate" : "2025-03-19T11:14:55.286+0000",
    "transactionId" : "d70854e3b4b20a3a081b22f630c5228e"
  },
  "time" : "2025-03-19T12:15:20.000+0100",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.14"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "71b611e0-04b3-11f0-8aa0-790626141b96"
}, {
  "id" : "729e27f0-04b3-11f0-8aa0-790626141b96",
  "time" : "2025-03-19T12:15:21.000+0100",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "bengt.malmqvist@gmail.com"
  }, {
    "email" : "maria57.merell@gmail.com"
  }, {
    "email" : "leif.ernetoft@hotmail.com"
  } ]
}, {
  "id" : "1bb7e470-0559-11f0-9f00-e31ad169a98f",
  "time" : "2025-03-20T08:01:12.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.93"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "leif.ernetoft@hotmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "leif.ernetoft@hotmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195202111117",
    "personSurname" : "ERNETOFT",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>C2M+JbmMMoKA7j3+21+1JS8RxwfAn4s6mkYYRHLsNX4=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>of/sFY0tB/lLUsDzeSRQkta4r3UMAtqiFW/VvqI2XkY=</DigestValue></Reference></SignedInfo><SignatureValue>dqg40goerWc/spwmbdqR9yl+WODOqC5n+nz4s8+t4gOWKML7Zapj+Ep8Ee4p3LBgvpIf/zGv2kHQ2avXPBUCqL6MgC4LvdsSIfCn+oHR3NRyH5KrQa7Zow2/LJHCLK30WkghQu/AkeepfX1n0nUxGgZxEeWl7svvjjm2uI3gT/3vNRWrUTcEIvs9DWKzXz2PwdQUVg6ceGuQxnoEGnqTXtveG772bj3aQmCtkluVkf4T2nHNDT4ujDUBDhCQ6XhsTGD/duJBKLl7OyUz5yvSTcz+66kECyfALRQrzgTaDoXeqh4CEIoRFEwsTT1cLACSn3wGTIgIkIdXA6iR4QR/yw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>MIIFaDCCA1CgAwIBAgIIEoDqwnil1mkwDQYJKoZIhvcNAQELBQAwfjELMAkGA1UEBhMCU0UxKjAoBgNVBAoMIU5vcmRlYSBCYW5rIEFicCwgZmlsaWFsIGkgU3ZlcmlnZTETMBEGA1UEBRMKNTE2NDExMTY4MzEuMCwGA1UEAwwlTm9yZGVhIEFicCBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRDAeFw0yMzAxMTEyMzAwMDBaFw0yODAxMTEyMjU5NTlaMIHBMQswCQYDVQQGEwJTRTEqMCgGA1UECgwhTm9yZGVhIEJhbmsgQWJwLCBmaWxpYWwgaSBTdmVyaWdlMREwDwYDVQQEDAhFUk5FVE9GVDENMAsGA1UEKgwETEVJRjEVMBMGA1UEBRMMMTk1MjAyMTExMTE3MTUwMwYDVQQpDCwoMjMwMTEyIDE0LjIwKSBMRUlGIEVSTkVUT0ZUIC0gTW9iaWx0IEJhbmtJRDEWMBQGA1UEAwwNTEVJRiBFUk5FVE9GVDCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBAL1ShT6j4Me6NYrYAiZGlSpICz5fDLNAwamOWZtBIikPSR8rkvLJXhcsyeZ1Y4msau9YOBFclqKKK4o1LJ7cUImaa0GcipgLLGOsZ5Lv3QB/USQifwluniLSga7yJdaLZZtwkm9Uni/jh0CWyLmKE5GAUNbIcuPJioQei08bzuHA6yQv605vsymMiqo9wWV7r1r7euw8SAIyLToZw1k0DOWXCal1VLJY3goE0Eq5MEhY2d07rL9rSd6Bc8wUsHolPiY32Wb193GIcWilI4NaImrdKzJiihCE5H3nxBT0EaX74945fqsglTY0Cqx/6eRs5d6OT4nkm7wXs74YXmQlGwMCAwEAAaOBpTCBojA7BggrBgEFBQcBAQQvMC0wKwYIKwYBBQUHMAGGH2h0dHA6Ly9vY3NwLnJldm9jYXRpb25zdGF0dXMuc2UwEwYDVR0gBAwwCjAIBgYqhXBOAQUwDgYDVR0PAQH/BAQDAgZAMB8GA1UdIwQYMBaAFHltH3mkwVyhUyXDDCwssGtoQwL4MB0GA1UdDgQWBBTDWHAlQuO1n9AN+PH31VlxGfazgjANBgkqhkiG9w0BAQsFAAOCAgEAazUv/fUVag5Xoa6h2Tajz8RFkxQiXQ5Ip1Jt0pOMarZgPzNPyLQdqRwBqRcDb8tA/PN2Gygbujqnej81EoS/PziFTrKilJTq52k/ORUHbT0IJ/4C3lS+uayjTy3aoPyIFcv3vRKmKoDmeWZuDNwWtd+Kj92/fawleKstlqy9DmNHIjxrcu0Nkcd+Mm9TEVGeJYGdCOtV0XFwjMsZgJvPhKBfWHXR3TGu2wCDfQqJXQEWFiI88XPHlcO3yhjTXGcFi3NaCwtUNxIA9R4xOqABZz00QHEriUVqx1IguBP/btY9YpEzNHiuOQfLXokEUmOpMsYcU8NofUJXWuEW0z8FOdtkflRbnOsCEfDWF7GJg+4uUByV6fF8SoXyYU6N4v/PgjAo9bZMw80vQnOHRzKmb8s+fCKVruxVwe4vEH+cgmKcPLoqL9jCn4CyF97jrkEk/0EOTd+B01AVHbHJLSkJNTdw7ZWTCjYuTu89302cJmUmQV4YdV/zho9TYMPsYBcvY45zTqId1Zv5OCEU7il8big7oVf1GIYSocDFQMswiQGO0xvpvLXby3lUm6M5Ee3ZeVt6/algPvVN6Kh413fNwZYayjHUFOcurmw1JT0b0MgxbGUzMJ3LAbsedYS8xf7nv84f203tr3eLiLSPrVUNUwttGAgV3sP72/dqmQIQs4I=</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>QWdZEjb2cSgZ3UErEc4KnQAnXd0=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>QU5EUk9JRA==</type><deviceInfo>MTM=</deviceInfo><uhi>mj9dXGYDJFl/Aa5CDPmBZb6GfwI=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "55340240-055b-11f0-9f00-e31ad169a98f",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "LEIF",
    "startDate" : "2025-03-20T07:17:08.086+0000",
    "transactionId" : "6f8a9e1b9d8b4511ed4893a0452703de"
  },
  "time" : "2025-03-20T08:17:40.000+0100",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.93"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "68d7a090-055b-11f0-858e-57711ecab3bd"
}, {
  "id" : "6978c290-055b-11f0-858e-57711ecab3bd",
  "time" : "2025-03-20T08:17:41.000+0100",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "bengt.malmqvist@gmail.com"
  }, {
    "email" : "maria57.merell@gmail.com"
  }, {
    "email" : "olausson.birgitta@hotmail.com"
  } ]
}, {
  "id" : "7995df20-0590-11f0-9f00-e31ad169a98f",
  "time" : "2025-03-20T14:37:32.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.10"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "maria57.merell@gmail.com"
  }
}, {
  "id" : "ae336a40-0590-11f0-8754-81c4e05676fe",
  "time" : "2025-03-20T14:39:00.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.10"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "maria57.merell@gmail.com"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "maria57.merell@gmail.com"
  },
  "signingMetadata" : {
    "personNr" : "195708111926",
    "personSurname" : "MERELL",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>K1hvedvSNDQceK/MhDIZmbY1GG7laKRvOd0SpI1elcQ=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>nJtNcN6Ywba3yu/ujefKx61heqx0k5UFdnzvdK7hcBw=</DigestValue></Reference></SignedInfo><SignatureValue>EtwnLw2odFuvVSKlGG34oR8f36urSGqbjnWetALZcUArBBD7qdYfxTEog/6fb7gTse+R6vPEvhv80IFy5aW+jsyftBULegjU40KCAcy3p+aj/MYacyJUhf97UMQ4YDQjDN9RkXizuBzk76+d8wENjdqoHK2ChAqbBhUegLklckL9pkAWc7GCnXW/7Uip2NGHdlG/8R1Rjbp1Xd4DdoVZpKXtG3l8RQU9mdJKBdSBig0YCyHYt5vMRq/OuJ0o3CiXycM6ouix2UwUF514qPReZI+JhfxTbuo2q/kpPt1A6ZibtINVm2W3mC4P1O62oo0RMiEMrDhWmh1oLGg/MDnTEw==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>MIIFyjCCA7KgAwIBAgIINmRfTwvws2EwDQYJKoZIhvcNAQENBQAwYzELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEiMCAGA1UEAwwZU3dlZGJhbmsgQ0EgdjEgZm9yIEJhbmtJRDAeFw0xMjEyMTMwOTE4MDFaFw0zNDEyMDEwOTE4MDFaMG0xCzAJBgNVBAYTAlNFMRswGQYDVQQKDBJTd2VkYmFuayBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAxNzc3NTMxLDAqBgNVBAMMI1N3ZWRiYW5rIEN1c3RvbWVyIENBMyB2MSBmb3IgQmFua0lEMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAxXQZvf3/gUdIONdfDQuB1p4F0ySq2JNVss/MVMV6jqtri8l3AyL/1mA4WRleN7tkckFoTikMYJa76gluLRff3H6CCNJ8XWxYhylYg8swAtgqLwf7/K4oPzDkr4OPHYphw0N7nmu2lhBRAwnWvh6nawnZJ8JJuUzZsuqAUfR2iTFe4uRJJfY3vnm0tQYAuNrSkbjSQeYomz7xEqJ32oCE6n8TFuDx3tL3ELHMX19hnO+kkr1UYdlQHkL/s4Hr6hQmP4/gRwn1tCsxgW8xj6a2fkCqCuDoXk+e6cnzg9JVBYR0Uxdv/ps3m8e8FTKHohG8GYm5nAA1zvXF+mg9mlgXHpa6AYecv+aMlbv1kp4g8ksS30AUcUhnMWL/bvy41MsCOSGtvOf/dU9PkRq9pqnodEy991MKMqLSvpXqAjwdv6zNNhTHXPuKiO9y5nLvPQntaJFv/eieMQLvTMMJG7SOYisGBQ2m/2a3eIrEmhWwf6cwD2tUHcGO8CzEsNgeF53pxgNsL5qNR8ZL5fyQUy7Ugg0lThJAdYi2z7n1yHtoFgTI7c6X22enlSj08xyRntgy3N4gA8UCw5H7DPfbCeOkA/8aqW5kr2hB9Axc5XRiFteNllTp/a5LuzipJ9K4IBREN46nV+3VHJYJYAr0ms2nUvw8ZgVOBKENUDXG+Z7Lr+kCAwEAAaN4MHYwHQYDVR0OBBYEFHekCNauvXQj+APD19leaPggbcIyMA8GA1UdEwEB/wQFMAMBAf8wHwYDVR0jBBgwFoAUeD1BKGM417KFRrjY+hzI5KTd2sMwEwYDVR0gBAwwCjAIBgYqhXBOAQUwDgYDVR0PAQH/BAQDAgEGMA0GCSqGSIb3DQEBDQUAA4ICAQBLYRZA202lrfXwTTHWoOz7ZxTiavSI23aRYEg7p7X3DoHWmB4NLgtu8wUBpd9QfBw6dc77ue7YBH4PGkl5jFQ760LK4CoQ6BiYGNlQHAuHY/vpc1buAr7VdnDSae3HmM63gjVJGK+KQGd0PHqO6vX1hDPx0RtWmf5OjAPCO03CpvE5f5vmeV1c1tYU8W4jqVN13sifUkLHm5bJPycp3sKEt3IZ1NKW6dxnk9XFLadukF4JC8VzZ3jOq0FEENDVGXfFFn2Pwcnyyh79Hk0wR8qOS9ZR8a8QM/082J7g6HcBbnBV0amaKuJcqJT1l9++H9fNaOhkhGrXlUSzvm5g5RbcWQR8+RNF37sxO07qqiSne3U2UmkeZ9lX2KbxhNmJZ2+XfiLG37aRTlONMEqxszdCtkhwJSfRqSke+OMpBuLfiqjMMppBUBCuDQPeQ+hLrR0hw/uvinM76+T3M0Y2+T3KRl+TXoN8gtv0mMOeWq9LTHvolge2ET2+q3tpJMAdFGq5bsBG9wHCah6YdjHILHTdMSOHbcMgPCB3j5BBntQL7rsjpcDzaDEOPnjFbVpb1b53U5DMovgPuZ3868PHihGDjC+2cPf9ikVy7vabi6/1FSo31h2WLUf4au+OdR7u+qveFcAGyLcAT2wqrytP5FZJBFjCoN8W2aUQb+8K35/RVA==</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>9uz1yeOvueSb/iXstDGCckF9wE8=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4w</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>uysoboLBIGZwZi8GAd6W5BGphhY=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "0c88e3e0-0591-11f0-858e-57711ecab3bd",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "MARIA INGER MARGARETA",
    "startDate" : "2025-03-20T13:41:38.965+0000",
    "transactionId" : "00f9a652f5f1b4da25585fed673cbe56"
  },
  "time" : "2025-03-20T14:41:58.000+0100",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "88.129.112.10"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "188b8940-0591-11f0-8dd7-1387143bdc74"
}, {
  "id" : "195ae730-0591-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-20T14:42:00.000+0100",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "bengt.malmqvist@gmail.com"
  }, {
    "email" : "olausson.birgitta@hotmail.com"
  }, {
    "email" : "leif.ernetoft@hotmail.com"
  } ]
}, {
  "id" : "195bd190-0591-11f0-8dd7-1387143bdc74",
  "time" : "2025-03-20T14:42:00.000+0100",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "maria@blixt-revision.se"
  }, {
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  } ]
}, {
  "id" : "1c5ad430-05a6-11f0-873c-1f4f091d7dec",
  "time" : "2025-03-20T17:12:24.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.179"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  }
}, {
  "id" : "22af69f0-06f9-11f0-856c-871abe781131",
  "time" : "2025-03-22T09:39:14.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.179"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  }
}, {
  "id" : "64a4f140-06f9-11f0-902b-1fd9dbbf32aa",
  "time" : "2025-03-22T09:41:05.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.179"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  }
}, {
  "id" : "02608430-073b-11f0-bc15-4d319c30ca2b",
  "time" : "2025-03-22T17:30:47.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "158.126.247.22"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Brf Vetekärnan",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  },
  "signingMetadata" : {
    "personNr" : "195604091909",
    "personSurname" : "TORNELL",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>sCQ7wbY48N+rFLvavZzJ98kx22VFa9BBYM555SUmDOc=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>cCjhH+bjvcNRLkIawedx11d+ZBQwxMXn4nyclSNutRw=</DigestValue></Reference></SignedInfo><SignatureValue>SHa+3ulgy1QTuO+ePnrlXwBZqmTPWQFt/Ja5c/vRkmihT8X1wcpjGw9Da2LEjx53es2IRxnnGdvJDHwJZQ/3KO166jubjjqQfL03szV8XL9bojLZBD/zdmTQB84/qrfbce2J/Uivy3/gKfbgDIlGiQ54jBBy9/OVQQF6dWCApKaaKYbsvUWm3Jxw+FiZ+C/HRefowNFtxPwcQVuA4wz02eF+cPbzbBkb9ZH/VccB5uGZu23e1kf2zbQJvnK7cM+RIT7UFJACSHzmTZZAvHq7uBogaN3vImhg+ID6pdARSwHBs4ZC/qyormqauZQgKcbQWgb7eNCH6kqNm0y2WeRpAg==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>RXZMZ7u++O4qeOZUOTvlpZbT9zc=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>xaL6ortedZaQ26pz+FJWKcMLpFI=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "b35914f0-073b-11f0-bc15-4d319c30ca2b",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "MAJ-BRITT AGNETA",
    "startDate" : "2025-03-22T16:35:44.429+0000",
    "transactionId" : "847ead7bca564609e47aaa5e89de2ec1"
  },
  "time" : "2025-03-22T17:36:08.000+0100",
  "type" : "sign",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "158.126.247.22"
  },
  "eventId" : 30,
  "eventClass" : "agreement_signed",
  "id" : "c1ad4b70-073b-11f0-ab17-95fd9fd32920"
}, {
  "id" : "c28d9950-073b-11f0-ab17-95fd9fd32920",
  "time" : "2025-03-22T17:36:09.000+0100",
  "eventId" : 51,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "signed",
  "sentTo" : [ {
    "email" : "bengt.malmqvist@gmail.com"
  }, {
    "email" : "maria57.merell@gmail.com"
  }, {
    "email" : "olausson.birgitta@hotmail.com"
  }, {
    "email" : "leif.ernetoft@hotmail.com"
  }, {
    "email" : "maria@blixt-revision.se"
  } ]
}, {
  "id" : "3d2240e0-087b-11f0-856c-871abe781131",
  "time" : "2025-03-24T07:43:04.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.179"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Blixt Revision AB",
    "email" : "maria@blixt-revision.se"
  },
  "signingMetadata" : {
    "personNr" : "197611042008",
    "personSurname" : "Johansson",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>WMqcUN4sLSEhNyn0uegKom528XFvrN5/UNLArZMiVHY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>EnuUEPD50SUgcawQZ39OXEIGALONvSDWhpR9zLM8fcs=</DigestValue></Reference></SignedInfo><SignatureValue>Y403gZGsGKQf8effloBxnb6caNQYs371R2Ra78B2AhHBH3YekhnxzRKh59M1jjTi1DCRgJq+DnCbp9RYqFj4gBoU9d0kOBp5F1IaMNLmLHaUSXtCFsfTw5xcJkkWGj5JgUqm0iWubvsRD0THC1Rxsj2fx0EgnZjjXW91yJblWx3Xv1Hpl9CYFbnSu78dMjavG2pnYhDa2t2hYMtKYYIdrg8L25tBIA1Tg7gYysAENJTwiGgSjhnzLcBZS1awUrcpqmOyxF5LtxSW6R/SKAnqjs/Cqb58SnyMWufD9gKNmISFq0zKwpmbXk/GZOeuR7OC9Wlo7C+x1ZudXQ0Wch0fZQ==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>MIIF6TCCA9GgAwIBAgIIfwLVETPfYVQwDQYJKoZIhvcNAQENBQAwYzEkMCIGA1UECgwbRmluYW5zaWVsbCBJRC1UZWtuaWsgQklEIEFCMR8wHQYDVQQLDBZCYW5rSUQgTWVtYmVyIEJhbmtzIENBMRowGAYDVQQDDBFCYW5rSUQgUm9vdCBDQSB2MTAeFw0xMjAxMDMwODIyMDRaFw0zNDEyMzEwODIyMDRaMIGLMQswCQYDVQQGEwJTRTEzMDEGA1UECgwqTMOkbnNmw7Zyc8Oka3JpbmdhciBCYW5rIEFrdGllYm9sYWcgKHB1YmwpMRMwEQYDVQQFEwo1MTY0MDE5ODc4MTIwMAYDVQQDDClMw6Ruc2bDtnJzw6RrcmluZ2FyIEJhbmsgQ0EgdjEgZm9yIEJhbmtJRDCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBALfPvkXYNltTyTyvOvokGXxEdSsnq/CbQsF3GF6dmYVoE+VUHLc2CfLysJdtRj91EbzsHhhaKleEiWHcs288jAF9wb+jdSnco71BCT8WVGw8RWaGtNYqmKH6FfSrO3bgqp5BmWd5j77hpS5OKNkGN2ezb977CukMlp689WWa+W9UONrDJJ8V9jJfMJso7lpLFccLL/U7kwVXrl4KP2dkXcoYQ8VBY/A97EwT+MIixm6Ui9S8MRoOFebmFs+sd9Hb/bT1q2Tj/lgpDHopfNceo6PAUTz6U+nlJw9B/Ntyvz8BCH/t9zb0bjBrBLWw6m/+g4okT+IalOJDTCnebpNqb2hJawydVQpaf3JIkDd9mQplZHCnvkSfBK8i0M06mTpx8+Tt8NijsrfK129XOybh2hVLgqu0b3XxTn0PkSF8Kdwksdkj+9UdFNoZnUzVjY03e1fwLzedKCa01rm+g5qxF00UkltEt1TBF6bTuRBsCUhFADDgOFwc/YJsrE6QcBoqiAob/UxpOy44s4QlfWqZRl0tzcL7tPHQeVXB56qzt4fTFonojyQOgpIydeEElqVn3LJ+HSyDsIZMa+MPz/LSqErBWJ5DrG3VHlr/OIz5K5G5EfFYjNtCcbzO8Afh5LN9VOVTFdXI8GcfGlqH3VoOVjP3OiUcrL1ST/ZM5oK4yzvpAgMBAAGjeDB2MB0GA1UdDgQWBBRIYDwVHfnDpsueGfPYkaRz3L+DUTAPBgNVHRMBAf8EBTADAQH/MB8GA1UdIwQYMBaAFGeKurLqSBx69TtoNydyBuuRY8tTMBMGA1UdIAQMMAowCAYGKoVwTgEBMA4GA1UdDwEB/wQEAwIBBjANBgkqhkiG9w0BAQ0FAAOCAgEAuJ4fFwjgDbsO0S0lNuNl6Qqbidw68bjHxFq8ispURgLZH9uV5e8SnERztuCORIWL1yPevwlrYee24j7lbUp2v6UfgrYc/cJsiMNrhfdZddB0YcLtej7HaGxcei2jfEnHMNpxVGKRe7vgMULau1/6jud+IER9KTr5740S1RZ32E/2EmV69Ady1KvMsmlDFFgwFMiAdRyhEzWi8jmTj3fq+7wPYE/9t5Ev21spK33PeSzGGwKzyLkpDltBZMRRUM/kQ0w9UpxPM0JtoznWq0eNjhTMEk14BaeAe0pIT4Znw2kyIrECXKiaOSZOehdo3feUKrPdDHl24XHoMeXjCAtx+DLWvhdaigwEQzwcahYwRGk1bPpo1C0XI8sT0RqshMyKvOF86UZt7nRjm/JP0nztvNM/4wc2WxNYLeHiEchKfiZuAfnhCmLbSy7K4ZT488FQ1me8ioa1DymqehkplR32Q9frRYJJ96inPS5INOSySEPXmoKYrqK77Q9pUKoyKHNBhN2FIzFIzQeOrBrLIlQDBb9P3HJa+7a1kKuEvhYF+SCT6y15VyLdJzhe5dDQIfrdnhVnfvl6NqaoF5NTTZci7zuIhBfK5B4YVIv4EeeiaNH/HhekTQRsqWMaN2yAA+u6kmMpj+WWpSIec+XJcBDpWNlasDfV/WHsTV92I/4VTYY=</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkJyZiBWZXRla8Okcm5hbiAtIMOFcnNyZWRvdmlzbmluZyAyMDI0IiAKSUQ6IDAzODVjOTIwLTA0YjAtMTFmMC04ZGQ3LTEzODcxNDNiZGM3NApEYXR1bTogMjAyNS0wMy0xOQoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>UJ3ZxSvEVwjzwb/2YHEJ4IZsrfc=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMS4x</deviceInfo><uhi>UA5GbDM4e92A3awJVON5F6uB3mU=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>fp1</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "b3cdeef0-087c-11f0-8e17-4313e3324278",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiMDMwIE9yaWdpbmFsLnBkZiIKMzc3ZCBkOTYwIGNlMjcgZjQzYiBhNjc5IDMyZjggOTYxNCBlNzAzIDNjZmMgMTZiZiAwZWY3IGIyMzkgOTMxZiBhNmEyIGIwMjYgMzFmYwotLS0tLS0tLS0t",
    "personGivenName" : "Maria Eva-Lotta",
    "startDate" : "2025-03-24T06:53:33.661+0000",
    "transactionId" : "b3e9fcf406c6c1d259b90dab56c068a0"
  },
  "time" : "2025-03-24T07:53:41.000+0100",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "217.215.221.179"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "b8cfabf0-087c-11f0-856c-871abe781131"
} ]


[ {
  "agreementId" : "0714f1c0-087e-11f0-902b-1fd9dbbf32aa",
  "agreementName" : "Revisionsberättelse - Brf Vetekärnan",
  "agreementVersion" : "1.19",
  "agreementFiles" : [ {
    "fileName" : "Revisorsrapport för året 2024.pdf",
    "fileMimetype" : "application/pdf",
    "fileSize" : "64281",
    "fileHash" : "ac2f61e1ac6ad4bc8fd35e6a4dddf3a942f65cfbea3a766323ab272777e9025b",
    "fileId" : "1fac6a60-087e-11f0-b0fe-fb1e9cd462ae"
  } ],
  "signees" : [ {
    "orgName" : "Intern Revisor",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  } ],
  "time" : "2025-03-24T08:04:13.000+0100",
  "type" : "company_web",
  "user" : {
    "personName" : "Sabine Molin",
    "orgName" : "FRUBO Aktiebolag",
    "ipAddress" : "88.131.253.100",
    "orgNr" : "5564511292",
    "email" : "sabine.molin@frubo.se"
  },
  "eventId" : 11,
  "eventClass" : "agreement_created",
  "id" : "31777820-087e-11f0-ab17-95fd9fd32920"
}, {
  "id" : "32914c90-087e-11f0-ab17-95fd9fd32920",
  "time" : "2025-03-24T08:04:15.000+0100",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "sabine.molin@frubo.se"
  }, {
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  } ]
}, {
  "id" : "53bc7e50-0949-11f0-a281-39ffcb4960d1",
  "time" : "2025-03-25T08:18:19.000+0100",
  "eventId" : 50,
  "eventClass" : "message_sent",
  "user" : {
    "personName" : "<System user>"
  },
  "type" : "created",
  "sentTo" : [ {
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  } ]
}, {
  "id" : "455ae3e0-0955-11f0-9c60-4d51d9279e0e",
  "time" : "2025-03-25T09:43:48.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "158.126.247.21"
  },
  "type" : "web",
  "partyInfo" : {
    "orgName" : "Intern Revisor",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  }
}, {
  "signeeInfo" : {
    "orgName" : "Intern Revisor",
    "email" : "Maj-Britt.Tornell@regionostergotland.se"
  },
  "signingMetadata" : {
    "personNr" : "195604091909",
    "personSurname" : "TORNELL",
    "tbs" : "SmFnIHVuZGVydGVja25hcjogIlJldmlzaW9uc2JlcsOkdHRlbHNlIC0gQnJmIFZldGVrw6RybmFuIiAKSUQ6IDA3MTRmMWMwLTA4N2UtMTFmMC05MDJiLTFmZDlkYmJmMzJhYQpEYXR1bTogMjAyNS0wMy0yNAoK",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>yKVcy2W8Ktpi3j6HEut1W4NGh82Hyx80LeZTdv4PcKA=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>cCjhH+bjvcNRLkIawedx11d+ZBQwxMXn4nyclSNutRw=</DigestValue></Reference></SignedInfo><SignatureValue>IsTEIXrgFBZ1yA/B/BawFcX/G+TsUX4JNDGVFI1BQkV31uaVPrS5NVxWmcoCrDJQsLOVBCHYktJ68az4hY9zZjSbj5yz7WNzO03xx7Jl9jH6JYWA15OKSk4IybeGG5LaXAYe8lAuqzesYxbB0J9aqeZ3H6aGfFYfKHJeLBQmaB2iGnuF0CKjyRP58zOW3HtUHL3Ui6Nkl6HVAtheaY6ZD5I1Fi7EupHtAZEQcfRFrA4EKBjMywpY0pIp8uhTMoG3q4/D1I9Fv8tQMFnljYabtfBdB4EidFyH1rzLeOwFenVeO2aJ9N+ihib4g3Y8in5h+hi7iseSlkqXoQl7Sh8SrA==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>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</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIlJldmlzaW9uc2JlcsOkdHRlbHNlIC0gQnJmIFZldGVrw6RybmFuIiAKSUQ6IDA3MTRmMWMwLTA4N2UtMTFmMC05MDJiLTFmZDlkYmJmMzJhYQpEYXR1bTogMjAyNS0wMy0yNAoK</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiUmV2aXNvcnNyYXBwb3J0IGbDtnIgw6VyZXQgMjAyNC5wZGYiCmFjMmYgNjFlMSBhYzZhIGQ0YmMgOGZkMyA1ZTZhIDRkZGQgZjNhOSA0MmY2IDVjZmIgZWEzYSA3NjYzIDIzYWIgMjcyNyA3N2U5IDAyNWIKLS0tLS0tLS0tLQ==</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50IEFCLHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>3fpq4IDeLjWcYmc/hrelQC0cw0A=</nonce><displayName>RWdyZWVtZW50IEFC</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny40MS4x</version><env><ai><type>SU9T</type><deviceInfo>MTguMy4y</deviceInfo><uhi>xaL6ortedZaQ26pz+FJWKcMLpFI=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>qr-start-token</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "MIIHZwoBAKCCB2AwggdcBgkrBgEFBQcwAQEEggdNMIIHSTCCAR+hfDB6MQswCQYDVQQGEwJTRTEbMBkGA1UECgwSU3dlZGJhbmsgQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMTc3NzUzMTkwNwYDVQQDDDBTd2VkYmFuayBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcYDzIwMjUwMzI1MDg0NTEyWjBYMFYwQTAJBgUrDgMCGgUABBTaHcRc6oZJylJO+e3rt+UyJtpuqAQUd6QI1q69dCP4A8PX2V5o+CBtwjICCDwQO6jCi3/7gAAYDzIwMjUwMzI1MDg0NTEyWqE0MDIwMAYJKwYBBQUHMAECAQH/BCBBbNovgTkjn/n5F+ODBA1/IkmQ6haf+q+6xVAzFuUIvDANBgkqhkiG9w0BAQsFAAOCAQEAL9M5WjGPxfWaUoY00v4vQFb4gF0nnqAySO8Wc74CAM5A6tGoIihEtxykBCiMRPQ5OaMfBBjsbuzdJ5Sf8EwFEmf/NKKpRFO0EYXOnYRK6lCGw6GxTeHx9VBxwmnjlQ0PcZlTK3S2gxIrwLT/fdTtpO/5tjXrBUF8ybJtg1voBufxBmOaryPp05Az160NEu5W0KFXCZYlWmbA5pS5FjOMyCkiCYYJjVtE0W6YV3pFQ6udL3JdXY/ozcRRBSD0f1/cVCwmNTIYZxDoUHc8N3eyXz/AQmDX6xIX4SsIsM/pJqgE+Uswy/bdAlwJL4/GhuFY6uDiQa/eGgNtrwAaC/RymaCCBQ4wggUKMIIFBjCCAu6gAwIBAgIIfysypB+AVTowDQYJKoZIhvcNAQELBQAwbTELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEsMCoGA1UEAwwjU3dlZGJhbmsgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjQxMjAyMDkyNjE3WhcNMjUwNTMxMDkyNjE2WjB6MQswCQYDVQQGEwJTRTEbMBkGA1UECgwSU3dlZGJhbmsgQUIgKHB1YmwpMRMwEQYDVQQFEwo1MDIwMTc3NzUzMTkwNwYDVQQDDDBTd2VkYmFuayBDdXN0b21lciBDQTMgdjEgZm9yIEJhbmtJRCBPQ1NQIFNpZ25pbmcwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQCVbVOOLNaou+F0VsQ3JLmDBEOj75o8oLZkinNxVuDvdZlroTNwaKXf/cJivUs84dFYbngkC2Ehkots8ZmG+pulBOiWnmkuRnw7Tawyne5ou9+z/qa0claqR7F/rleafXmtHmLVJ4y0H0YnpSrTfv629IRe34OY8DLlQU8LDyM5aaab8+zyv2mg5rnPBCUj8YhKDhBMGByjAyeAahG5g/O4scfqC/ObF29R7ruqSvs/auaGbcEhVhhIGG0Sgy2a2vFNq8UZdKf9NZn9YW2qDbl5C9WaikpChuBJNKG4V4A8YhvXPgx2X9UEJxXWKSzeQ65+RwB1hAxCSACTjG1FctevAgMBAAGjgZwwgZkwDAYDVR0TAQH/BAIwADAfBgNVHSMEGDAWgBR3pAjWrr10I/gDw9fZXmj4IG3CMjATBgNVHSAEDDAKMAgGBiqFcE4BATAPBgkrBgEFBQcwAQUEAgUAMBMGA1UdJQQMMAoGCCsGAQUFBwMJMB0GA1UdDgQWBBSfiPmeKkVKr2TPEiDMEPey0lFlZjAOBgNVHQ8BAf8EBAMCBkAwDQYJKoZIhvcNAQELBQADggIBAAh3q3DELzg94w0kbuy3G7i4ssC//eZsaogifl5mKL5e658hWQy8LnRS8QhSZFo77YV9ELAAFttMsgyiFBUGJeWYhswfoeVRfmJbBUqx6Wqx80d6hptz69liP1qmQq2PuLqRF9X9RIvO7oxAPC6G4mnlirV2blNx6wghs0KBvwoFXHrb1tcCNRL2qwwLe1jYFY8dRL+Ty+HFXqtY9nEufhJ4RXwN4zZtmxtdXIlF/SExOOK4DYGQ8DpXszht/LaQ5INPWTGast07PEp+uu41njvXIMU9MkyIrXX2z/tkIWLsOhr3bBrsVxctOOHE+gdsXUiQJoWG8ZH3smMYfK1TyCtdyHjHEnbkpy31eQscR7UdCt2dm5TrRYsFXGgKaOYmdazbDXk1MziO+1MImW6pjcKEoWvT/yZxs0E8QupbTYQZjRvXnP03rFq24NjyT19UIp95D2EWKjqm0Y+vYAc3vO+qTTrm+GkxLqKxWmnwoefit+PdC0T3BULzasbGwCKtuhW9aYWgCSqt6UzOZuRjyQNl3LAZU2SpaJ+1ru1lWHKA65a7LlWTwoqdtWdxqsEfsvdfmJ+b28gg6FrJGNKC2fECS0hpPedu+eRjOTqpMPE9klFfJlmyZMwILq5zPe+TLlsS49EGc05ceBJ8URrNGrdrNz0yJHtgh+uZG6S+Qp21",
    "signatureMethod" : "bankid",
    "AUDIT_AGREEMENT_EVENT_TXN_ID" : "6c0c4920-0955-11f0-a281-39ffcb4960d1",
    "tbsHidden" : "LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiUmV2aXNvcnNyYXBwb3J0IGbDtnIgw6VyZXQgMjAyNC5wZGYiCmFjMmYgNjFlMSBhYzZhIGQ0YmMgOGZkMyA1ZTZhIDRkZGQgZjNhOSA0MmY2IDVjZmIgZWEzYSA3NjYzIDIzYWIgMjcyNyA3N2U5IDAyNWIKLS0tLS0tLS0tLQ==",
    "personGivenName" : "MAJ-BRITT AGNETA",
    "startDate" : "2025-03-25T08:44:54.063+0000",
    "transactionId" : "eca3f37909b32daac0b2693197eab0b6"
  },
  "time" : "2025-03-25T09:45:14.000+0100",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "158.126.247.21"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "7868f560-0955-11f0-8402-6fa9eb1c6183"
} ]
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Purpose of the document

Scrive eSign is a system for signing documents electronically. This document provides a brief introduction to Scrive eSign so that a holder of a Scrive e-signed document can easily explain such document in court. For in-depth documentation, start by reading the attachment Evidence Package Introduction.

Scrive eSign system

Scrive eSign is developed by Scrive AB and is designed to:

		Enable its users to define workflows for signing electronically

		Execute the signing workflow

		Record as many of the signatories’ actions as possible as log data

		Once all signatories have signed, produce a final digital evidence package of the electronically signed materials together with the log data and other supporting materials necessary to optimise the usefulness of the evidence (the “Evidence Package”)



E-signing workflow

This is how a document is signed through Scrive eSign:

		To start the signing process the user of Scrive eSign either a) defines the signing process in the administrative user interface and selects to start the process, b) starts from a template process in the administrative user interface or c) starts from a template process within a system that has integrated with Scrive.

		To access the signing workflow the counterpart(s) either a) receive an email or SMS with an invitation to sign electronically and a link to the e-signing user interface, b) receive a tablet with the e-signing user interface already opened or c) are redirected from a webpage or client application user interface to the e-signing user interface.

		To review the document the counterpart(s) view the e-signing user interface and a) read instructions at the top that they shall follow the green instruction arrows to complete the signing process, b) depending on the signing process settings enter or not enter extra information into the document such as text and signatures, checks in checkboxes and extra document appendices and c) scroll through all document pages to reach the button with the text “sign” placed below the last page of the document (the “Signing Button”).

		To sign the document the counterpart(s) presses the Signing Button and, depending on the signing process settings, either a) a popup appears where they are informed that by clicking the Signing Button at the bottom of the popup, they are signing the document and that Scrive eSign will register their signature or b) a popup appears where they are asked to select their type of e-legitimation and sign the document using their installed eID application. 

		The confirmation text that the document has been signed upon clicking the Signing Button, is automatically displayed to the counterpart(s) in a web user interface and b) sent to the counterpart(s) in an email including the Evidence Package.



Evidence Package

To understand how to generate quality evidence in a digital environment Scrive has studied several evidence container technologies such as the signed paper, the printed facsimile and the recorded voice. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferrable into digital formats.

As a result of our research Scrive eSign has been designed to produce an Evidence Package that reproduce the evidence qualities of the paper, while at the same time add new qualities enabled by new technology. A key feature of the Evidence Package is that it shall be self-documenting, meaning that the signed document in itself shall contain all evidence necessary to explain the transaction.
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Purpose

This document gives an introduction to the collection of reference documentation added to each
agreement signed using Egreement’s service. In case of agreement disputes, this documents and its
referrals should be used as a handbook on how to verify agreements.

Overview

Agreement and workflow basics are introduced in this document in order to be able to understand the
reference documentation.

Glossary

Term Description

Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.

Agreement Creator User who creates the initial agreement and add
contracting parties.

API Application Programming interface

Audit Log The log of events associated with each agreement.

CMS Cryptographic Message Syntax

Container The file which holds the agreement including all

metadata such as audit log, documentation,
verification, Etc.

Contracting Party User who is to sign an agreement.

Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com

EID Electronic identity such as a certificate or online
identity of some kind.

Hash A cryptographic hash, see Signing
JSON JavaScript Object Notation

NTP Network Time Protocol

OCSP Online Certificate Status Protocol
PKCS Public Key Cryptography Standards
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Term Description

PKI Public Key Infrastructure
PDF Portable Document Format from Adobe Systems
Signee When a contracting party has signed an

agreement, the party becomes a signee.

TBS To Be Signed. A textual representation of an
agreement.
Verification Page(s) appended to the end of the visible part of

the agreement, summarizing agreement
information, including a timeline.

XML Extensible Markup Language

Agreement Basics

An agreement has a number of artifacts that together form an agreement:

@greement

Agreement Name

Agreement ID

Agreement files Audit log

Attachment-1 Created
Attachment-2 User 1 viewed
Attachment-3 User 1 signed

User 2 viewed

User 2 signed

Figure 1. Agreement content

* Agreement name chosen by Agreement Creator.
* Agreement ID automatically generated by Egreement’s system.
* Files of different formats, such as text or images, that form the contractual part of the agreement.

* Audit log, created by the Egreement system, keeping records of all major events that have taken





place in the process of concluding the agreement.

» Reference documentation on how Egreement manages agreement creation, signing and conclusion.
This very document is the introduction and first part of the reference documentation.

Version Properties

The following properties apply for the current version of the agreement implementation:

» Agreement File hash algorithm: SHA-256
» Agreement File hash encoding: Hex string
 Reference documents:

o Overview

o Container Format

o Signing

o Validation

Workflow

The Egreement workflow contains a number of stages.

Create agreement - Start
Add agreement files - Upload attachments
Add contracting parties - Add people who are to sign the agreement

Signature creation - All contracting parties sign the agreement

S

Download - Agreement can be downloaded (optional)

Agreement Creation

When an agreement is to be created, the user chooses a name for the agreement and an ID is
automatically generated.

Agreement Files

An agreement file is a part of the agreement. The file can be of any format. If the file format can be
presented by the Egreement software, a visual representation will be shown to the contracting parties.





Contracting Parties

After the agreement has been set up, all contracting parties who should sign the agreement are added.

Signature Creation

The user should always sign the complete agreement including all attached files. Metadata which will
serve as proof of user consent to the agreement will be automatically added by the system, making the
agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.
The actual signature creation is handled differently depending on signing method.

In the signature workflow, a number of signees can individually sign the same agreement. The
aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing
is described in detail in Signing.

After the last signee has signed, the agreement will be concluded and therefore the process and
agreement files will be closed.

Download

It is possible to download an agreement from the system to store it offline. The downloaded agreement
is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,
are tied to every individual signee. Since this downloaded agreement is more than just a document, it
is referred to as a Container.

Egreement currently supports PDF as container-format which is described more in detail in Container
Format.

Logging
All actions associated with the agreement are stored in the audit log.
Dispute

In case of dispute about a signed agreement where the different signees disagree, the Validation
document describes the process how to verify the agreement’s validty.

Reference Documentation

Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.





Document name

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

Description

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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Purpose

This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate
agreements concluded through the Egreement application. The document describes the content,
structure and semantics of the agreement container, required to understand in order to evaluate
agreements or settle possible disputes.

Overview

An agreement in the Egreement sense is not just a single document. Instead, an agreement is a
collection of different information artifacts concerning an agreement made between one or more
contracting parties. Artifacts can be the text on which agreement parties are to agree, individual
parties’ acceptance statements, or records of the events associated with the conclusion of the
agreement. In order to store this information in a secure and self-contained manner, a Container is
needed. The container is simply a file storing all the information needed in a structured and well-
defined way.

Generic Container Structure

The container includes the following artifact types:

* Agreement File - One or more documents, or other types of files (such as images), either uploaded
by the agreement creator or provided by the Egreement application, that togehter constitute the
agreement.

* Audit Log - A log, created by the Egreement system, with recordings of all major events that have
taken place in the process of concluding the agreement.

* Reference Documentation - Documentation how Egreement manages agreement creation, signing
and closing.

* Verification - An agreement summary, including a listing of included agreement files, signees and
an extract of the audit log.

PDF Container

The container format used by Egreement is PDF. All of the listed artifact types are stored as so called
attachments in the PDF container. The reason for adding agreement artifacts as attachments is that
this makes it possible to provide traceability throughout the complete signing process. In order for a
reader to easily be able to view the contents of the agreement, a selection of the attachments is
"mirrored" to the main (visible) part of the PDF.





@greement PDF Container

— il “

Agreement File 1
Agreement File 2
Visualization of Agreement File N
Agreement File 1-N
Reference Documentation 1
Reference Documentation 2
Reference Documentation N

Audit Log I

Verification I Verification I

Figure 1. Container Overview

Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is
recommended to use the official Adobe Acrobat Reader to view Egreement PDF
containers.

Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also
note that the description field holds the artifact type of the attachment.

@ Attachments X
@ B &
Name ~ Description Modified
5 01-CarContract.pdf Agreement File-456-5654-10  29/04/16 14:25:26
i‘ 02-Carlmage.jpg Agreement File-456-5654-12 29/04/16 14:25:27
) 03-CarSound.m4a Agreement File-456-5654-13  28/04/16 14:25:27
: 04-auditlog.json Audit Log 29/04/16 14:25:27
= 05-Overview.pdf Reference Documentation 29/04/16 14:25:27
= 06-ContainerFormat.pdf Reference Documentation 29/04/16 14:25:27
5 07-Signing.pdf Reference Documentation 29/04/16 14:25:27
= 08-Validation.pdf Reference Documentation 29/04/16 14:25:27
= 09-verification.pdf Verification 29/04/16 14:25:27

Figure 2. PDF Attachments





How to Validate

The container is a valid PDF agreement if it holds the artifacts defined above.

Container Content

Agreement File

Artifact type: Agreement file

Agreement files are the parts of the agreement which the agreement creator uploads or selects to be
included. These could be documents, forms, images or virtually any type of file. Furthermore,
agreement files can be divided into two categories, agreement files possible to visualize and non-
possible to visualize.

Agreement Files Possible to Visualize

Files possible to visualize, are added as attachments to the container just as all other artifact types, but
they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view
the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,
image-type files and text files.

Agreement Files Non-Possible to Visualize

Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,
though it is represented with name, size and hash of the file. These file types are typically technically
hard or impossible to create a visual representation of, e.g. a sound file or a video file.

How to Validate

To understand what has been agreed and to establish if there is a dispute or if the disagreement
between the contracting parties is actually covered by the agreement, please read and understand the
actual content of the agreement.

Audit Log

Artifact type: Audit log

The audit log attachment is a well-defined, JSON formatted, document presenting all the important
events that have occurred from when the agreement was created until the agreement was closed.
Refer to the "Workflow" chapter in Overview for more details.

The following audit log entry types are defined:





* Agreement Created

* Agreement Viewed

* Agreement Signed

* Agreement Rejected

* Agreement ExpireOn Changed

* Message Sent

The different log entry types are described in detail below.

Common Structures
All log entry types share common information that is included in every log entry logged.

Table 1. Common Attributes

Parameter name Parameter value example(s)  Description

time 2016-03-21T10:03:28.010+0000  Time when the entry was logged
as yyyy-MM-dd'T'HH:mm:ss.SSSZ.

id 540431, 1e8f69a4-07c1-11e8- An ID of this particular event

ba89-0ed5f89f718b (can either be a numeric long

value or Time based UUID).

event(lass agreement_created Name of the type, as listed
below.

eventld 10 Each type includes a set of IDs.

See respective log entry type
description for details.

userInfo See UserInfo Information about a user.

UserInfo

The UserInfo structure holds information about the user triggering an event, users being contracting
parties of an agreement as well as other users. Note that only a subset of the parameters is included,
depending on the situation where the UserInfo structure is used.

Table 2. UserInfo

Parameter name Parameter value example(s)  Description

ipAddress 212.94.55.131 The IP address of the user.

email Jjohn@example.org The user’s email address.

mobile +4670123456789 The user’s mobile phone
number.



https://en.wikipedia.org/wiki/Universally_unique_identifier



Parameter name

personNr

personName

personGivenName
personSurname

orgNr

orgName

AgreementFileInfo

Parameter value example(s)

19550505-1234 (Sweden),
220750-999Y (Finland)

John Smith

John
Smith

551234-1234

Acme AB

Description

The user’s personal identity
number.

The first and last name of the
user.

The first name of the user.
The last name of the user.

The organization number of the
organization on behalf of which
the user is operating.

The organization name of the
organization on behalf of which
the user is operating.

The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the

user. See Agreement File.

Table 3. AgreementFileInfo

Parameter name

fileld

fileName

fileMimetype

fileSize

fileHash

How to Validate

Parameter value example(s)

6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b

MyEmployeeAgreement.pdf

application/pdf
42253

3d7c514b...66b786a4

See Validation how to validate the entire audit log.

Agreement Created

Description

The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).

The user defined name of the
agreement file.

The agreement file mime type.

The size, in bytes, of the
agreement file.

The hash of the agreement file,
encoded as a hex string.

This event is logged when the agreement is created. This is always the first log entry for each
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agreement, i.e. no events can take place before this event has occurred.

* EventClass: agreement_created

 Eventld:

> 10: When a private user creates an agreement using the web application.

> 11: When a company user creates an agreement using the web application.

> 12: Agreement created using the APIL.

Table 4. Agreement Created Specific Information

Parameter name Parameter value example(s)

agreementName MyEmployeeAgreement

agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b

agreementVersion 1.18

agreementlocale sv_SE

signees List of UserInfo

agreementFiles List of AgreementFileInfo

How to Validate

Description

User specified name of the
agreement.

System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).

Version of the agreement
container format.

Locale of the agreement
container.

A listing of the signees defined
as parties in the agreement.

A listing of the agreement files
included in the agreement.

Validating this audit entry requires a number of steps all documented below.

EventTypeld Validation

Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.

Table 5. EventType effect on UserlInfo

Type How to validate UserInfo

10 orghr and orgName must not be set

1 personNr, orgNr and orgName must be set
12 orgNr and orgName must be set
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Agreement Metadata

All metadata parameters must be validated according to table below.

Table 6. Agreement Created Metadata Verification

Parameter name How to validate

agreementName Must be present

agreementId Must be present

agreementVersion Must be less than or equal to 1.16
agreementlocale If present, Must be a valid locale and container

verification page must be in this language
signees See Signees Validation

agreementFiles See Agreement File Validation

Agreement File Validation

Validate that all Agreement File are the correct ones, that they are included, and that there are no
additional files than the ones listed in the audit log.

Audit Log

Check all agreement files in this audit entry and verify that they all exist in the container. Do this by
identifying the attachment by the ID and name stated in the audit entry.

Attachments

Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and
make sure that they are all listed in the create agreement audit entry.

Check Hashsums

For each agreement file, compute the hash and check that the hash in the audit entry is correct.

Signees Validation

Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees
is equal to the number of Agreement Signed entries.

Agreement Viewed
This event is logged every time an agreement is viewed or downloaded.

» EventClass: agreement_viewed
e Eventld:

o 20: When a user views an agreement using the web application.





> 27: When a user views an agreement using a mail link.
o 22: When a user views an agreement by downloading it using the web application.

> 23: When a user views an agreement using a mail link that is protected using two-factor
authentication.

Agreement Viewed Specific Information

None

How to Validate

Check that time of entry is after Agreement Created.

Agreement Signed
This event is logged every time a user signs an agreement.

* EventClass: agreement_signed

* Eventld:
> 30: When a user signs the agreement, not being the last signee.
> 31: When a user signs the agreement as the last signee.

> 32: When a user tries to sign the agreement but signing fails.

Table 7. Agreement Signed Specific Information

Parameter name Parameter value example Description
signeelnfo See UserInfo Information about the signee.
signMetadata See SignMetadata Signing metadata produced in

the signing process.

Table 8. SignMetadata

Parameter name Parameter value example Description

signatureMethod bankid The ID of the signing method
used.

signature PD94bWwgdm...duYXR1lcmU+  The signature, base64 encoded.

The underlying format depends
on the signature method used.

ocspResponse MIIEXgoBAK...jks3yrAUVE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.





Parameter name Parameter value example Description

message MzJhMDYXN2FhYjRjOWZINzI1Zj The text shown to the signee
FINWJJNDQxM,;... before approving the signature
request. Text is NOT signed, just
kept for audit purposes.

tbs SSBzaWduOiAiQ29udHJhY3QiIA The text being signed by the
PJRDogNjdKkN2... signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.

tbsHidden LSOtLSOtLSOtLQpDb250ZW500g Hidden additional text also
oKImJsdWUucG... being signed, base64 encoded.
This parameter is only included
for some signing methods.

How to Validate

Check that time of entry is after Agreement Created.

EventType Validation

Table 9. EventType effect on validation

Type How to act
30 Verify as described below.
31 Verify as describe below, and once done, check

that there are no more Agreement Signed entries
in the audit log.

TBS Validation

In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where
applicable) will be stored as a part of SignMetadata.

For simple electronic signature methods, TBS validation is not applicable.

Signature Validation

Fetch the signature method pointed out by SigningMethod and verify the signature according to the
corresponding chapter in Signing

Signee Validation

The output from the Signature Validation should be validated according to table below.





Output type How to validate

Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.

User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.

TBS or hash of TBS If TBS validation applies, check that TBS and/or

tbsHidden matches the SignMetadata.

Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.

Agreement Rejected
This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.

* EventClass: agreement_rejected
* Eventld:
o 40: Agreement rejected by user.
o 41: Agreement auto-rejected due to validity timeout.

o 42: Agreement withdrawn by agreement creator.

Agreement Rejected Specific Information

None

How to Validate

If one of these audit entries are found, the agreement is not a valid agreement.

Agreement ExpireOn Changed
This event is logged when the agreement expiry date is changed.

* EventClass: agreement_expire_on_changed
e Eventld:

o 80: Agreement expiry date changed by user.

Table 10. Agreement ExpireOn Changed Specific Information

10





Parameter name Parameter value example Description

agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000  Time when agreement was

scheduled to expire as yyyy-Mm-
dd'T'HH:mm:ss.SSSZ.

agreementExpireOn 2016-03-31T10:03:28.010+0000  Time when agreement is

scheduled to expire as yyyy-Mm-
dd'T'HH:mm: ss.SSSZ.

How to Validate

Check that time of entry is after Agreement Created.

Message Sent

A message is logged each time the system sends a mail to parties involved in the agreement.

* EventClass: message_sent

* Eventld:

[

o

50:
51:

52

53:
54:
55:

56

57:
58:
60:

Message sent due to event IDs: 10-12

Message sent due to event ID: 30.

: Message sent due to event ID: 31.

Message sent due to event ID: 40.
Message sent due to event ID: 41.

Message sent when agreement is shared.

: Message sent when agreement sharing is cancelled.

Message sent when agreement validity is about to expire.
Message sent as a reminder of agreement creation.

Message sent due to event ID: 20-23.

Table 11. Message Sent Specific Information

Parameter name Parameter value example Description

sentTo

List of UserInfo A listing of the users to whom
the message is sent.

How to Validate

Check that time of entry is after Agreement Created.

11





Format

The audit log is included in the container as a JSON-formatted file.

Audit log example

[ {
"agreementId" : "160400034502",
"agreementName" : "Package patent",
"agreementVersion" : "1.16",

"agreementlocale": "sv_SE",
"agreementFiles" : [ {
"fileSize" : "722085",
"fileId" : "4081",
"fileHash" : "01e70b3f3d48df504119a912e171df2f2533a2a8bf73d052¢c004e27bf64671a0",
"fileMimetype" : "application/pdf",
"fileName" : "patent.pdf"
oA
"fileSize" : "180269",
"fileId" : "4082",
"fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
"fileMimetype" : "image/png",
"fileName" : "figl.png"
1L
"signees" : [ {
"personNr" : "191111112222",

"personName" : "Alice A"

oA
"personNr" : "193333334444",
"personName" : "Bob B"

1L

"id" : 778333,

"time" : "2016-04-26T716:39:30.000+0000",

"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"

I

"event(Class" : "agreement_created",

"eventId" : 10

oA
"id" : 778334,

"time" : "2016-04-26T716:39:31.000+0000",
"eventId" : 50,

"event(Class" : "message_sent",
"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",

12





"ipAddress" : "1.2.3.4"

H

"sentTo" : [ {
"email" : "alice.a@eavtal.se",
"personName" : "Alice A"

Frp
"personName" : "Alice A",
"mobile" : "+4670123456789"

} ]

oA

"signingMethod" : "bankid",

"signeelnfo" : {
"personSurname" : "B",
"personNr" : "193333334444",
"personGivenName" : "Bob",
"personName" : "Bob B"

}

igningMetadata" : {

"ocspResponse” : "MII...z5Q==",

"startDate" : "2016-04-26716:39:32.000+0000",
"signatureMethod" : "bankid",

"signature" : "PD9...cmU+"

I

"id" : 778335,

"time" : "2016-04-26T16:39:43.000+0000",

"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"

I

"event(Class" : "agreement_signed",

"eventId" : 30

} ]

Reference Documentation

Artifact type: Reference documentation

Included in the container is also the reference documentation which documents the container format,
overview and details about signing and validation, Etc.

Table 12. Reference Documentation
Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.

13





Document name

Container Format
Signing
Validation
BankidValidation
Telia Tunnistus

Nets eID Broker

Cryptographic Message Syntax

Verification

Artifact type: Verification

The verification page is included as an attachment in the container, and is also mirrored to the visible
part of the container PDF. The purpose of the verification is to provide the reader with a summary of
the content of the agreement, in combination with important events that have occurred during the
agreement creation and signing process. An overview of the contents of the verification is given below.

Basic Information

Includes the most basic, and always present, information of the agreement. See Agreement Created for

more details.

* Agreement ID
* Agreement name
* Agreement version

e Creation date

Agreement Files

Lists the different files that the agreement includes. This is primarily the documents uploaded by the

Description

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3

https://www.ietf.org/rfc/rfc2630

user, which include agreement text and other data. See AgreementFileInfo for more details.

Each agreement file is listed with the following properties:

* Agreement file ID

14
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* Agreement file name
* Agreement file mime type
* Agreement file size

» Agreement file hash

Signees

Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed
with the following properties:

* Signee person number ID

* Signee name

» Signee sign date

Audit Log Extract

The verification ends with a summarizing extract from the audit log. It includes the most important
events and information from the audit log, whereas audit information that is of secondary importance
is filtered out.

Change Log

Agreement Version : 1.1

» Date of Change : 2017-02-28
* Logs

o Representation of agreement parts which are not possible to visualize are to include last
modified date along with the existing information (Name, Size, Hash).

o

Layout is also changed to display the additional information vertically.
o Agreement File section of Verification page to include last modified date & time.

o ToBeSigned (TBS) text is separated into two types(visible & hidden).

Agreement Version : 1.2

* Date of Change : 2017-03-15
* Logs
o File Title is included in non visible agreement parts.

- Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3

» Date of Change : 2017-06-21
* Logs

o New Signature Methods EMail signature & Email signature with OneTimePassword introduced

Agreement Version : 1.4

* Date of Change : 2018-02-01
* Logs
o Audit Events are allowed to have id as Long (number) or UUID

o New Signature Method Click signature introduced

Agreement Version : 1.5

* Date of Change : 2018-05-31
* Logs

> Norwegian BankID is introduced

Agreement Version : 1.6

* Date of Change : 2018-07-31
* Logs

o More information about signature added on attest page

Agreement Version : 1.7

* Date of Change : 2019-01-16
* Logs

o Draw signature image added on attest page

Agreement Version : 1.8

» Date of Change : 2019-02-01
* Logs

o Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9

» Date of Change : 2019-04-04
* Logs

o Agreement locale added for agreement created event in auditlog.json

Agreement Version : 1.10

* Date of Change : 2019-05-16
* Logs

- Enable rendering of txt files on visual part of the PDF.

Agreement Version : 1.11

* Date of Change : 2019-05-14
* Logs

o Agreement expire on changed event added in auditlog.json

Agreement Version : 1.12

* Date of Change : 2020-04-20
* Logs

o Localized signing method display text on attest page & in auditlog.json

Agreement Version : 1.13

» Date of Change : 2020-10-22
* Logs

o Finnish EID is introduced

Agreement Version : 1.14

* Date of Change : 2021-08-03
* Logs

o TBS explanation is extended
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Agreement Version : 1.15

* Date of Change : 2021-11-07
* Logs
o Norwegian BankID signing documentation is updated

> Norwegian BankID signing by the means of authentication is introduced

Agreement Version : 1.16

» Date of Change : 2022-04-30
* Logs

o Danish signing using MitID is introduced

Agreement Version : 1.17

* Date of Change : 2022-07-15
* Logs
o Watermark logo removed

o Verification page logo changed

Agreement Version : 1.18

* Date of Change : 2023-10-02
* Logs

o Qualified electronic signing using Swisscom Mobile ID is introduced

Agreement Version : 1.19

* Date of Change : 2024-04-17
* Logs
o Watermark logo added

o Verification page logo changed

Reference Documentation
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Document name

Overview

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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Purpose

This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate
agreements concluded through the Egreement application. The document describes the content,
structure and semantics of the agreement container, required to understand in order to evaluate
agreements or settle possible disputes.

Overview

An agreement in the Egreement sense is not just a single document. Instead, an agreement is a
collection of different information artifacts concerning an agreement made between one or more
contracting parties. Artifacts can be the text on which agreement parties are to agree, individual
parties’ acceptance statements, or records of the events associated with the conclusion of the
agreement. In order to store this information in a secure and self-contained manner, a Container is
needed. The container is simply a file storing all the information needed in a structured and well-
defined way.

Generic Container Structure

The container includes the following artifact types:

* Agreement File - One or more documents, or other types of files (such as images), either uploaded
by the agreement creator or provided by the Egreement application, that togehter constitute the
agreement.

* Audit Log - A log, created by the Egreement system, with recordings of all major events that have
taken place in the process of concluding the agreement.

* Reference Documentation - Documentation how Egreement manages agreement creation, signing
and closing.

* Verification - An agreement summary, including a listing of included agreement files, signees and
an extract of the audit log.

PDF Container

The container format used by Egreement is PDF. All of the listed artifact types are stored as so called
attachments in the PDF container. The reason for adding agreement artifacts as attachments is that
this makes it possible to provide traceability throughout the complete signing process. In order for a
reader to easily be able to view the contents of the agreement, a selection of the attachments is
"mirrored" to the main (visible) part of the PDF.





@greement PDF Container

— il “

Agreement File 1
Agreement File 2
Visualization of Agreement File N
Agreement File 1-N
Reference Documentation 1
Reference Documentation 2
Reference Documentation N

Audit Log I

Verification I Verification I

Figure 1. Container Overview

Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is
recommended to use the official Adobe Acrobat Reader to view Egreement PDF
containers.

Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also
note that the description field holds the artifact type of the attachment.

@ Attachments X
@ B &
Name ~ Description Modified
5 01-CarContract.pdf Agreement File-456-5654-10  29/04/16 14:25:26
i‘ 02-Carlmage.jpg Agreement File-456-5654-12 29/04/16 14:25:27
) 03-CarSound.m4a Agreement File-456-5654-13  28/04/16 14:25:27
: 04-auditlog.json Audit Log 29/04/16 14:25:27
= 05-Overview.pdf Reference Documentation 29/04/16 14:25:27
= 06-ContainerFormat.pdf Reference Documentation 29/04/16 14:25:27
5 07-Signing.pdf Reference Documentation 29/04/16 14:25:27
= 08-Validation.pdf Reference Documentation 29/04/16 14:25:27
= 09-verification.pdf Verification 29/04/16 14:25:27

Figure 2. PDF Attachments





How to Validate

The container is a valid PDF agreement if it holds the artifacts defined above.

Container Content

Agreement File

Artifact type: Agreement file

Agreement files are the parts of the agreement which the agreement creator uploads or selects to be
included. These could be documents, forms, images or virtually any type of file. Furthermore,
agreement files can be divided into two categories, agreement files possible to visualize and non-
possible to visualize.

Agreement Files Possible to Visualize

Files possible to visualize, are added as attachments to the container just as all other artifact types, but
they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view
the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,
image-type files and text files.

Agreement Files Non-Possible to Visualize

Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,
though it is represented with name, size and hash of the file. These file types are typically technically
hard or impossible to create a visual representation of, e.g. a sound file or a video file.

How to Validate

To understand what has been agreed and to establish if there is a dispute or if the disagreement
between the contracting parties is actually covered by the agreement, please read and understand the
actual content of the agreement.

Audit Log

Artifact type: Audit log

The audit log attachment is a well-defined, JSON formatted, document presenting all the important
events that have occurred from when the agreement was created until the agreement was closed.
Refer to the "Workflow" chapter in Overview for more details.

The following audit log entry types are defined:





* Agreement Created

* Agreement Viewed

* Agreement Signed

* Agreement Rejected

* Agreement ExpireOn Changed

* Message Sent

The different log entry types are described in detail below.

Common Structures
All log entry types share common information that is included in every log entry logged.

Table 1. Common Attributes

Parameter name Parameter value example(s)  Description

time 2016-03-21T10:03:28.010+0000  Time when the entry was logged
as yyyy-MM-dd'T'HH:mm:ss.SSSZ.

id 540431, 1e8f69a4-07c1-11e8- An ID of this particular event

ba89-0ed5f89f718b (can either be a numeric long

value or Time based UUID).

event(lass agreement_created Name of the type, as listed
below.

eventld 10 Each type includes a set of IDs.

See respective log entry type
description for details.

userInfo See UserInfo Information about a user.

UserInfo

The UserInfo structure holds information about the user triggering an event, users being contracting
parties of an agreement as well as other users. Note that only a subset of the parameters is included,
depending on the situation where the UserInfo structure is used.

Table 2. UserInfo

Parameter name Parameter value example(s)  Description

ipAddress 212.94.55.131 The IP address of the user.

email Jjohn@example.org The user’s email address.

mobile +4670123456789 The user’s mobile phone
number.
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Parameter name

personNr

personName

personGivenName
personSurname

orgNr

orgName

AgreementFileInfo

Parameter value example(s)

19550505-1234 (Sweden),
220750-999Y (Finland)

John Smith

John
Smith

551234-1234

Acme AB

Description

The user’s personal identity
number.

The first and last name of the
user.

The first name of the user.
The last name of the user.

The organization number of the
organization on behalf of which
the user is operating.

The organization name of the
organization on behalf of which
the user is operating.

The AgreementFileInfo structure holds information about an agreement file, e.g. a PDF uploaded by the

user. See Agreement File.

Table 3. AgreementFileInfo

Parameter name

fileld

fileName

fileMimetype

fileSize

fileHash

How to Validate

Parameter value example(s)

6572354654, 75928ba0-2369-
11e8-b467-0ed5f89f718b

MyEmployeeAgreement.pdf

application/pdf
42253

3d7c514b...66b786a4

See Validation how to validate the entire audit log.

Agreement Created

Description

The system generated ID of the
agreement file (can either be a
numeric long value or Time
based UUID).

The user defined name of the
agreement file.

The agreement file mime type.

The size, in bytes, of the
agreement file.

The hash of the agreement file,
encoded as a hex string.

This event is logged when the agreement is created. This is always the first log entry for each



https://en.wikipedia.org/wiki/Universally_unique_identifier

https://en.wikipedia.org/wiki/Universally_unique_identifier



agreement, i.e. no events can take place before this event has occurred.

* EventClass: agreement_created

 Eventld:

> 10: When a private user creates an agreement using the web application.

> 11: When a company user creates an agreement using the web application.

> 12: Agreement created using the APIL.

Table 4. Agreement Created Specific Information

Parameter name Parameter value example(s)

agreementName MyEmployeeAgreement

agreementId 12345678901234, 75928ba0-2369-
11e8-b467-0ed5f89f718b

agreementVersion 1.18

agreementlocale sv_SE

signees List of UserInfo

agreementFiles List of AgreementFileInfo

How to Validate

Description

User specified name of the
agreement.

System generated ID of the
agreement (can either be a
numeric long value or Time
based UUID).

Version of the agreement
container format.

Locale of the agreement
container.

A listing of the signees defined
as parties in the agreement.

A listing of the agreement files
included in the agreement.

Validating this audit entry requires a number of steps all documented below.

EventTypeld Validation

Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.

Table 5. EventType effect on UserlInfo

Type How to validate UserInfo

10 orghr and orgName must not be set

1 personNr, orgNr and orgName must be set
12 orgNr and orgName must be set
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Agreement Metadata

All metadata parameters must be validated according to table below.

Table 6. Agreement Created Metadata Verification

Parameter name How to validate

agreementName Must be present

agreementId Must be present

agreementVersion Must be less than or equal to 1.16
agreementlocale If present, Must be a valid locale and container

verification page must be in this language
signees See Signees Validation

agreementFiles See Agreement File Validation

Agreement File Validation

Validate that all Agreement File are the correct ones, that they are included, and that there are no
additional files than the ones listed in the audit log.

Audit Log

Check all agreement files in this audit entry and verify that they all exist in the container. Do this by
identifying the attachment by the ID and name stated in the audit entry.

Attachments

Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and
make sure that they are all listed in the create agreement audit entry.

Check Hashsums

For each agreement file, compute the hash and check that the hash in the audit entry is correct.

Signees Validation

Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees
is equal to the number of Agreement Signed entries.

Agreement Viewed
This event is logged every time an agreement is viewed or downloaded.

» EventClass: agreement_viewed
e Eventld:

o 20: When a user views an agreement using the web application.





> 27: When a user views an agreement using a mail link.
o 22: When a user views an agreement by downloading it using the web application.

> 23: When a user views an agreement using a mail link that is protected using two-factor
authentication.

Agreement Viewed Specific Information

None

How to Validate

Check that time of entry is after Agreement Created.

Agreement Signed
This event is logged every time a user signs an agreement.

* EventClass: agreement_signed

* Eventld:
> 30: When a user signs the agreement, not being the last signee.
> 31: When a user signs the agreement as the last signee.

> 32: When a user tries to sign the agreement but signing fails.

Table 7. Agreement Signed Specific Information

Parameter name Parameter value example Description
signeelnfo See UserInfo Information about the signee.
signMetadata See SignMetadata Signing metadata produced in

the signing process.

Table 8. SignMetadata

Parameter name Parameter value example Description

signatureMethod bankid The ID of the signing method
used.

signature PD94bWwgdm...duYXR1lcmU+  The signature, base64 encoded.

The underlying format depends
on the signature method used.

ocspResponse MIIEXgoBAK...jks3yrAUVE The OCSP response message,
base64 encoded. This parameter
is only included for some signing
methods.





Parameter name Parameter value example Description

message MzJhMDYXN2FhYjRjOWZINzI1Zj The text shown to the signee
FINWJJNDQxM,;... before approving the signature
request. Text is NOT signed, just
kept for audit purposes.

tbs SSBzaWduOiAiQ29udHJhY3QiIA The text being signed by the
PJRDogNjdKkN2... signee using the signing method
encoded as base64. This
parameter is only included for
some signing methods and may
vary between signing methods
and localizations.

tbsHidden LSOtLSOtLSOtLQpDb250ZW500g Hidden additional text also
oKImJsdWUucG... being signed, base64 encoded.
This parameter is only included
for some signing methods.

How to Validate

Check that time of entry is after Agreement Created.

EventType Validation

Table 9. EventType effect on validation

Type How to act
30 Verify as described below.
31 Verify as describe below, and once done, check

that there are no more Agreement Signed entries
in the audit log.

TBS Validation

In case of an advanced or qualified signature methods, the TBS (including the hidden TBS where
applicable) will be stored as a part of SignMetadata.

For simple electronic signature methods, TBS validation is not applicable.

Signature Validation

Fetch the signature method pointed out by SigningMethod and verify the signature according to the
corresponding chapter in Signing

Signee Validation

The output from the Signature Validation should be validated according to table below.





Output type How to validate

Signature time If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.

User attributes Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.

TBS or hash of TBS If TBS validation applies, check that TBS and/or

tbsHidden matches the SignMetadata.

Hash algorithm If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.

Agreement Rejected
This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.

* EventClass: agreement_rejected
* Eventld:
o 40: Agreement rejected by user.
o 41: Agreement auto-rejected due to validity timeout.

o 42: Agreement withdrawn by agreement creator.

Agreement Rejected Specific Information

None

How to Validate

If one of these audit entries are found, the agreement is not a valid agreement.

Agreement ExpireOn Changed
This event is logged when the agreement expiry date is changed.

* EventClass: agreement_expire_on_changed
e Eventld:

o 80: Agreement expiry date changed by user.

Table 10. Agreement ExpireOn Changed Specific Information
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Parameter name Parameter value example Description

agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000  Time when agreement was

scheduled to expire as yyyy-Mm-
dd'T'HH:mm:ss.SSSZ.

agreementExpireOn 2016-03-31T10:03:28.010+0000  Time when agreement is

scheduled to expire as yyyy-Mm-
dd'T'HH:mm: ss.SSSZ.

How to Validate

Check that time of entry is after Agreement Created.

Message Sent

A message is logged each time the system sends a mail to parties involved in the agreement.

* EventClass: message_sent

* Eventld:

[

o

50:
51:

52

53:
54:
55:

56

57:
58:
60:

Message sent due to event IDs: 10-12

Message sent due to event ID: 30.

: Message sent due to event ID: 31.

Message sent due to event ID: 40.
Message sent due to event ID: 41.

Message sent when agreement is shared.

: Message sent when agreement sharing is cancelled.

Message sent when agreement validity is about to expire.
Message sent as a reminder of agreement creation.

Message sent due to event ID: 20-23.

Table 11. Message Sent Specific Information

Parameter name Parameter value example Description

sentTo

List of UserInfo A listing of the users to whom
the message is sent.

How to Validate

Check that time of entry is after Agreement Created.
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Format

The audit log is included in the container as a JSON-formatted file.

Audit log example

[ {
"agreementId" : "160400034502",
"agreementName" : "Package patent",
"agreementVersion" : "1.16",

"agreementlocale": "sv_SE",
"agreementFiles" : [ {
"fileSize" : "722085",
"fileId" : "4081",
"fileHash" : "01e70b3f3d48df504119a912e171df2f2533a2a8bf73d052¢c004e27bf64671a0",
"fileMimetype" : "application/pdf",
"fileName" : "patent.pdf"
oA
"fileSize" : "180269",
"fileId" : "4082",
"fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec46",
"fileMimetype" : "image/png",
"fileName" : "figl.png"
1L
"signees" : [ {
"personNr" : "191111112222",

"personName" : "Alice A"

oA
"personNr" : "193333334444",
"personName" : "Bob B"

1L

"id" : 778333,

"time" : "2016-04-26T716:39:30.000+0000",

"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"

I

"event(Class" : "agreement_created",

"eventId" : 10

oA
"id" : 778334,

"time" : "2016-04-26T716:39:31.000+0000",
"eventId" : 50,

"event(Class" : "message_sent",
"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",

12





"ipAddress" : "1.2.3.4"

H

"sentTo" : [ {
"email" : "alice.a@eavtal.se",
"personName" : "Alice A"

Frp
"personName" : "Alice A",
"mobile" : "+4670123456789"

} ]

oA

"signingMethod" : "bankid",

"signeelnfo" : {
"personSurname" : "B",
"personNr" : "193333334444",
"personGivenName" : "Bob",
"personName" : "Bob B"

}

igningMetadata" : {

"ocspResponse” : "MII...z5Q==",

"startDate" : "2016-04-26716:39:32.000+0000",
"signatureMethod" : "bankid",

"signature" : "PD9...cmU+"

I

"id" : 778335,

"time" : "2016-04-26T16:39:43.000+0000",

"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"

I

"event(Class" : "agreement_signed",

"eventId" : 30

} ]

Reference Documentation

Artifact type: Reference documentation

Included in the container is also the reference documentation which documents the container format,
overview and details about signing and validation, Etc.

Table 12. Reference Documentation
Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.
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Document name

Container Format
Signing
Validation
BankidValidation
Telia Tunnistus

Nets eID Broker

Cryptographic Message Syntax

Verification

Artifact type: Verification

The verification page is included as an attachment in the container, and is also mirrored to the visible
part of the container PDF. The purpose of the verification is to provide the reader with a summary of
the content of the agreement, in combination with important events that have occurred during the
agreement creation and signing process. An overview of the contents of the verification is given below.

Basic Information

Includes the most basic, and always present, information of the agreement. See Agreement Created for

more details.

* Agreement ID
* Agreement name
* Agreement version

e Creation date

Agreement Files

Lists the different files that the agreement includes. This is primarily the documents uploaded by the

Description

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3

https://www.ietf.org/rfc/rfc2630

user, which include agreement text and other data. See AgreementFileInfo for more details.

Each agreement file is listed with the following properties:

* Agreement file ID

14
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* Agreement file name
* Agreement file mime type
* Agreement file size

» Agreement file hash

Signees

Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed
with the following properties:

* Signee person number ID

* Signee name

» Signee sign date

Audit Log Extract

The verification ends with a summarizing extract from the audit log. It includes the most important
events and information from the audit log, whereas audit information that is of secondary importance
is filtered out.

Change Log

Agreement Version : 1.1

» Date of Change : 2017-02-28
* Logs

o Representation of agreement parts which are not possible to visualize are to include last
modified date along with the existing information (Name, Size, Hash).

o

Layout is also changed to display the additional information vertically.
o Agreement File section of Verification page to include last modified date & time.

o ToBeSigned (TBS) text is separated into two types(visible & hidden).

Agreement Version : 1.2

* Date of Change : 2017-03-15
* Logs
o File Title is included in non visible agreement parts.

- Removed file Hash information from Attest Page and included file title
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Agreement Version : 1.3

» Date of Change : 2017-06-21
* Logs

o New Signature Methods EMail signature & Email signature with OneTimePassword introduced

Agreement Version : 1.4

* Date of Change : 2018-02-01
* Logs
o Audit Events are allowed to have id as Long (number) or UUID

o New Signature Method Click signature introduced

Agreement Version : 1.5

* Date of Change : 2018-05-31
* Logs

> Norwegian BankID is introduced

Agreement Version : 1.6

* Date of Change : 2018-07-31
* Logs

o More information about signature added on attest page

Agreement Version : 1.7

* Date of Change : 2019-01-16
* Logs

o Draw signature image added on attest page

Agreement Version : 1.8

» Date of Change : 2019-02-01
* Logs

o Message Sent for viewed event added in auditlog.json
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Agreement Version : 1.9

» Date of Change : 2019-04-04
* Logs

o Agreement locale added for agreement created event in auditlog.json

Agreement Version : 1.10

* Date of Change : 2019-05-16
* Logs

- Enable rendering of txt files on visual part of the PDF.

Agreement Version : 1.11

* Date of Change : 2019-05-14
* Logs

o Agreement expire on changed event added in auditlog.json

Agreement Version : 1.12

* Date of Change : 2020-04-20
* Logs

o Localized signing method display text on attest page & in auditlog.json

Agreement Version : 1.13

» Date of Change : 2020-10-22
* Logs

o Finnish EID is introduced

Agreement Version : 1.14

* Date of Change : 2021-08-03
* Logs

o TBS explanation is extended
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Agreement Version : 1.15

* Date of Change : 2021-11-07
* Logs
o Norwegian BankID signing documentation is updated

> Norwegian BankID signing by the means of authentication is introduced

Agreement Version : 1.16

» Date of Change : 2022-04-30
* Logs

o Danish signing using MitID is introduced

Agreement Version : 1.17

* Date of Change : 2022-07-15
* Logs
o Watermark logo removed

o Verification page logo changed

Agreement Version : 1.18

* Date of Change : 2023-10-02
* Logs

o Qualified electronic signing using Swisscom Mobile ID is introduced

Agreement Version : 1.19

* Date of Change : 2024-04-17
* Logs
o Watermark logo added

o Verification page logo changed

Reference Documentation
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Document name

Overview

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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Purpose

The purpose of this document is to provide deep knowledge of the signature process making it possible
to verify the signatures of agreements signed using the Egreement service.

Overview

This document describes how Egreement handles the signature process, from how to make all
agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.

System

For the agreement signatures to be trustworthy, it is important that a stable and high-quality system
protects the signing process.

All parts providing evidence for the signature, such as hardware, operating system and software, have
to be trusted.

Hardware

Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center
with high availability requirements, used by large banks and e-commerce companies.

Software

For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to
show when certain events occur and are an important evidence when validating an agreement.

The platform synchronizes its time over the standardized Network Time Protocol (NTP).

Electronic Signatures

An electronic signature is any electronic means that indicates that a person consents to the contents of
an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such
signatures:

» Simple Electronic Signatures

» Advanced Electronic Signatures

* Qualified Electronic Signatures

These signatures are created using an electronic identity that has a certain security Level of Assurance





(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,
taking into account the enrollment process as well as protection of the authentication needed to use
the identity.

* Low - For example self-registration.
» Substantial - Providing and verifying identity information in a structured way.

* High - For example a requirement to have a physical meeting before issuing an identity.

Simple Electronic Signature (SES)

* Basic electronic signature with low assurance.
» Typically equivalent to a handwritten signature.

* Minimal identity verification required.

Is defined as "data in electronic form which is attached to or logically associated with other data in
electronic form and which is used by the signatory to sign".

Supported methods

* Draw Signature - A handwritten signature drawn on a digital canvas.

API Signature - A signature created by consuming the web service exposed by Egreement AB.

MitID low - Danish MitID on LOA level low

* Click Signature - A signature created by personalized link.

Advanced Electronic Signature (AES)

* is uniquely tied to the signatory,
* uniquely linked to and capable of identifying the signatory
* created in a way that allows the signatory to retain control

* linked to the document in a way that any subsequent change of the data is detectable.

Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.

Supported methods

» Swedish BankID

* Norwegian BankID

* Finnish strong identification

* Danish MitID - MitID on LOA level substantial

» SMS Signature - A signature created by responding to an SMS with context specific content.





* Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based
email service.

Qualified Electronic Signature (QES)

A qualified electronic signature is an advanced electronic signature which is additionally:

Highest Level of Assurance and trust.

created by a qualified signature creation device (QSCD)
* Requires a qualified digital certificate from a qualified trust service provider.
* Legal equivalence to a handwritten signature in many jurisdictions.
Supported methods

Electronic signatures based on PKI where the signature is the highest level of electronic signature
under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.

e Swisscom Mobile ID

Cryptography

Cryptography is a central part of many signature solutions, for example to provide tamper-proof
agreement files.

The following chapters introduce some concepts needed to understand cryptography based signatures.

Cryptographic Hash Functions

A cryptographic hash function is any function that can be used to map data of arbitrary size to data of
fixed size where it is practically impossible to find two pieces of input that produces the same hash
value. It is a one way transformation that produces the same result every time. The result is called a
hash and since it is a one way function, it is not possible to re-create the input behind a hash.

Examples on hash functions are:

* SHA.2
* RIPEMD
* Whirlpool

Asymmetric Encryption

In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric





encryption. The difference between them is that the symmetric encryption uses one single key for both
encryption and decryption, while asymmetric uses one key for encryption and another for decryption.
The fact that there are two keys can also be used for creating signatures and serves as a base for many
types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure
(PKD).

Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only
key that can decrypt the crypto text is the other key belonging to the pair. One key is private and
should not be shared with anyone, the other is public and is used to verify signatures created with the
private key.

Examples on asymmetric keys are:

* RSA
* DSA

Digital Signatures

When signing using asymmetric keys, the signature result is called a raw signature and is just a binary
blob of a specific size, without any information at all. In order for the signature to be used in a
distributed environment, there is a need to add information on who signed the blob, what was signed
and so on.

The combination of metadata and the raw signature is called a digital signature. Some information is
optional:

« Signature time

X.509 Signature Certificate

X.509 CA Certificates (who issued the X.509 Signature Certificate)
 Signature text (TBS)

* Hash algorithms used

 Signature algorithm used

* The raw signature
Examples on digital signature formats are:

* CadES/CMS/PKCS#7
* XAdES

Signing

To sign an agreement a number of actions need to be executed:





* Create text representation of agreement

* Create digital signature

Create text representation

For advanced electronic signatures, where the agreement contents is logically tied to the created
signature, the text needs to be prepared in order to suit the signing method used. The textual
representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text
that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata
with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.
It is not possible to sign the actual agreements, since there is a risk that the agreement files are too
large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and
create a representation of it.

For non-advanced signatures, where the agreement contents is not directly tied to the signature, the
above preparation is normally not needed.

Digital signature clients allow us to send two different types of TBS. They are:

* Visible TBS
* Hidden TBS - Swedish BankID only

Visible TBS

TBS text that is exposed to the signatories by the digital signature clients. General information about
the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different
between signing clients and also have different localizations it will be saved together with the digital
signature. In cases where hidden TBS is not supported, the visible TBS will contain information that
otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,
the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated
as if the ordered agreement files were a single file.

Example

I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016

Hidden TBS

TBS text that is hidden from the signatories by the digital signature clients. Agreement content is
reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients
as a hidden TBS. This is currently only supported for Swedish BankID.





Example

Content:

"Contract"
1103 b497 984e 433c 38d4 fdef 775 33ad Ocef 8cB7 9995 5b37 7c8e eddf 66f7 de73

"Codes of conduct"
2c¢f9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acch ebbb 5134 c7a4 90f2

Create Digital Signature

For advanced electronic signatures, the cryptographic signature is created by applying the private key
from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset
is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods
describes all methods supported.

For non-advanced signatures, signature creation will vary depending on the method.

Signature Methods

Currently, the following signing methods are supported:

» Swedish BankID (advanced electronic signature)

* Norwegian BankID (advanced electronic signature and authentication)
* Finnish strong identification

* Danish MitID

» Swisscom Mobile ID (qualified electronic signature)

* Draw Signature

* API Signature

* SMS Signature

* Email Signature with OneTimePassword

* Click Signature

These are described in detail below.





Swedish BankID

Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is
owned by a number of large swedish banks.

It is a PKI based solution with support for file based tokens as well as smart cards, supported on a
number of platforms for desktop and mobile.

Signature format

The BanKkID client produces an XML Digital Signature as specified in BankID Signature profile.

Audit log

Each signature transaction provides information used in user interface and audit logging:

* personNr - In the form of a Swedish personal identity number.
* personSurname - Surname in capital letters.

* personGivenName - Given name in capital letters.

* startDate - Date when signing was started.

* signatureMethod - Will be bankid or bankid-otherunit.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* tbs - Data being signed, base64 encoded.

* tbsHidden - Hidden data being signed, base64 encoded.

How to validate
Validate the signature according to BankID Signature profile.
Output from validation to provide to Signee Validation in Container Format is:

» User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the
signature.

» Hashed TBS.
* TBS Hash algorithm.

Norwegian BankID - advanced electronic signature

Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.

It is a PKI based solution that uses a one time password in combination with a personal password,





supported on a number of platforms for desktop and mobile.

Signature format

The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message
Syntax, where the detached data being signed is the TBS.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - Person unique ID, not the Norwegian personal identity number.

* personSurname - Surname.

* personGivenName - Given name.

» personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be norbankid-netcentric or norbankid-mobile.

* signatureAction - Will be signature.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.

How to validate

Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic
Message Syntax.

Output from validation to provide to Signee Validation in Container Format is:

» User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7
signature.

 Hashed TBS

* Hash algorithm

Norwegian BankID - authentication

Authentication based signing is also provided by the means of Norwegian BankID.





Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - Person unique ID, not the Norwegian personal identity number.

* personSurname - Surname.

* personGivenName - Given name.

 personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be norbankid-netcentric or norbankid-mobile.

* signatureAction - Will be authentication.

* transactionld - Transaction ID from backend system.

How to validate

As an authentication alone does not digitally sign the agreement content, the person details such as
given name, surname and date of birth must be compared with the requested signee.

Finnish strong identification

Strong identification broker services are provided by Telia Finland for banks and mobile operators in
the Finnish Trust Network ("FTN").

Identity format
Telia produces a signed JWT which contains information about the person.

Table 1. Signed Attributes

Attribute Name Attribute Value

urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkil6tunnus

urn:0id:2.16.840.1.113730.3.1.241 Full name

urn:oid:2.5.4.4 Surname

urn:oid:1.2.246.575.1.14 Given name

More information can be found in Telia Tunnistus.





Audit log
Each signature transaction provides information used in user interface and audit logging:

* personNr - Finnish personal identity code.

* personSurname - Surname

* personGivenName - Given name

* startDate - Date when signing was started.

* signatureMethod - Will be eid-fi.

* transactionld - Transaction ID from backend system.

* signature - Signed JWT (from Telia).

publicKey - Public key (JWK) for the signed JWT (from Telia).

How to validate

The signed JWT can be verified using the public key.

Danish MitID

Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.

Signature format

The signature flow for Danish MitID is performed as a text followed by end-user authentication, so
there is no signature produced. Thus a signature format does not exist.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - Person unique ID, not the Danish personal identity number.

* personName - Full name.

» personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.

o The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when
initiating the signature.

* signatureAction - Will be authentication.

* transactionld - Transaction ID from backend system.
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* tbs - Data that was shown to user before authenticating, base64 encoded.

More information can be found in Danish MitID.

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the
entries in the audit log.

Swisscom Mobile ID

Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.

It is a PKI based solution that uses a smartphone application to authenticate signees. After successful
authentication a short lived certificate is issued that is used to produce a Qualified Electronic
Signature.

Signature format

Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message
Syntax, where the detached data being signed is the tbsHidden and message is the message shown to
the user in the Mobile ID client.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* mobile - Mobile no used to trigger the signee’s authentication of the signature.

* personName - Full name.

* personSurname - Surname.

* personGivenName - Given name.

* personSerialNumber - Swisscom evidenceld.

* startDate - Date when signing was started.

* signatureMethod - Will be swisscom-qes.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* message - Message shown in the Mobile ID client when user approves the signature, base64
encoded.

 tbsHidden - Data signed in the detached CMS signature, base64 encoded.
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More information can be found in Swisscom AIS and Swisscom SRS.

How to validate

Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic
Message Syntax.

Output from validation to provide to Signee Validation in Container Format is:

 User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.
* Hashed TBS

* Hash algorithm

Draw Signature

The draw signature signing method is an electronic counterpart to traditional handwritten signatures.
Using draw signature, the end user draws a signature on a web canvas. The signing method is not
classified as an advanced electronic signature in that it does not tie the user to the contents signed and
does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic
signatures are not required.

Signature format

The signature is represented as an SVG/PNG image.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - In the form of a swedish personal number.

* personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be draw-signature.

* signature - The SVG or PNG image, base64 encoded.

 signatureContentType - The content type of signature eg. image/svg, image/png.

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature. Also, as the case of traditional handwritten signatures where
there are no formal requirements placed, ocular comparison does not add to trustworthiness.
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API Signature

The API Signature is an electronic signature which is done by consuming the web service exposed by
Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web
service. Using this method, user can also send the timestamp of actual time when the sign event took
place. This signing method is not classified as an advanced electronic signature in that it does not tie
the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in
use cases where advanced electronic signatures are not required.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - In the form of a swedish personal number.

e personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be api-signature.

* signedOn - Time at which the agreement was actually signed (stated by user)

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature.

SMS Signature

SMS Signature is an electronic signature created by responding to an SMS with context specific
content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered
mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP
Number is generated by TOTP algorithm by hashing the current time along with the agreement
information. OTP can be regenerated and verified by the same logic provided the given time &
agreement information are same.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* mobile - Mobile no of the signee.
* timestamp - Date when signing was started.

» agreementName - Name of the agreeement.
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 signatureMethod - Will be sms-signature.
e OTP - One Time Password.
How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, mobile, timestamp).

HASHLG : Use SHA-256 algorithm to generate hash of the given input.

* hash (array): HASHLG( agreementName + mobile + timestamp)

random (function): hash[ ${param1} ] & ${param2} << ${param3}

otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Email Signature with OneTimePassword

Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)
based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to
the registered email address of the signee. The Signee has to submit the OTP in order to sign the
agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with
the agreement information. OTP can be regenerated and verified by the same logic, provided the given
time & agreement information are same.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* email - Email address of the signee.

* timestamp - Date when signing was started.

» agreementName - Name of the agreeement.

* signatureMethod - Will be email-signature.

¢ OTP - One Time Password.
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How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, email, timestamp).
* HASHLG : Use SHA-256 algorithm to generate hash of the given input.
* hash (array): HASHLG( agreementName + email + timestamp)
* random (function): hash[ ${param1} ] & ${param2} << ${param3}
* otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Click Signature

Click signature is an electronic signature created by using a personalized link. The personalized link
can be shared by email or directly in an integrated application. When the signee visits the link, it will
take him to the agreement review page where he can click the sign button to sign the agreement.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* email - Email address of the signee.
* timestamp - Date when signing was started.

* signatureMethod - Will be click-signature.

How to validate

Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has
to keep the link secret.

Reference documentation

15





Document name

Overview

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

16

Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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Purpose

The purpose of this document is to provide deep knowledge of the signature process making it possible
to verify the signatures of agreements signed using the Egreement service.

Overview

This document describes how Egreement handles the signature process, from how to make all
agreement files tamper-proof, to how each Electronic ID (EID) provider implements its signatures.

System

For the agreement signatures to be trustworthy, it is important that a stable and high-quality system
protects the signing process.

All parts providing evidence for the signature, such as hardware, operating system and software, have
to be trusted.

Hardware

Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center
with high availability requirements, used by large banks and e-commerce companies.

Software

For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to
show when certain events occur and are an important evidence when validating an agreement.

The platform synchronizes its time over the standardized Network Time Protocol (NTP).

Electronic Signatures

An electronic signature is any electronic means that indicates that a person consents to the contents of
an electronic message. In the EU the eIDAS legislation regulate and defines three levels of such
signatures:

» Simple Electronic Signatures

» Advanced Electronic Signatures

* Qualified Electronic Signatures

These signatures are created using an electronic identity that has a certain security Level of Assurance





(LOA) also defined by eIDAS. The LOA describes the degree of confidence the identity was issued,
taking into account the enrollment process as well as protection of the authentication needed to use
the identity.

* Low - For example self-registration.
» Substantial - Providing and verifying identity information in a structured way.

* High - For example a requirement to have a physical meeting before issuing an identity.

Simple Electronic Signature (SES)

* Basic electronic signature with low assurance.
» Typically equivalent to a handwritten signature.

* Minimal identity verification required.

Is defined as "data in electronic form which is attached to or logically associated with other data in
electronic form and which is used by the signatory to sign".

Supported methods

* Draw Signature - A handwritten signature drawn on a digital canvas.

API Signature - A signature created by consuming the web service exposed by Egreement AB.

MitID low - Danish MitID on LOA level low

* Click Signature - A signature created by personalized link.

Advanced Electronic Signature (AES)

* is uniquely tied to the signatory,
* uniquely linked to and capable of identifying the signatory
* created in a way that allows the signatory to retain control

* linked to the document in a way that any subsequent change of the data is detectable.

Electronic signatures are usually based on PKI, such as the Swedish BankID and Norwegian BankID.

Supported methods

» Swedish BankID

* Norwegian BankID

* Finnish strong identification

* Danish MitID - MitID on LOA level substantial

» SMS Signature - A signature created by responding to an SMS with context specific content.





* Email Signature with OneTimePassword - A signature created by One Time Password (OTP) based
email service.

Qualified Electronic Signature (QES)

A qualified electronic signature is an advanced electronic signature which is additionally:

Highest Level of Assurance and trust.

created by a qualified signature creation device (QSCD)
* Requires a qualified digital certificate from a qualified trust service provider.
* Legal equivalence to a handwritten signature in many jurisdictions.
Supported methods

Electronic signatures based on PKI where the signature is the highest level of electronic signature
under eIDAS, providing the utmost trust, legal equivalence to handwritten signatures.

e Swisscom Mobile ID

Cryptography

Cryptography is a central part of many signature solutions, for example to provide tamper-proof
agreement files.

The following chapters introduce some concepts needed to understand cryptography based signatures.

Cryptographic Hash Functions

A cryptographic hash function is any function that can be used to map data of arbitrary size to data of
fixed size where it is practically impossible to find two pieces of input that produces the same hash
value. It is a one way transformation that produces the same result every time. The result is called a
hash and since it is a one way function, it is not possible to re-create the input behind a hash.

Examples on hash functions are:

* SHA.2
* RIPEMD
* Whirlpool

Asymmetric Encryption

In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric





encryption. The difference between them is that the symmetric encryption uses one single key for both
encryption and decryption, while asymmetric uses one key for encryption and another for decryption.
The fact that there are two keys can also be used for creating signatures and serves as a base for many
types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure
(PKD).

Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only
key that can decrypt the crypto text is the other key belonging to the pair. One key is private and
should not be shared with anyone, the other is public and is used to verify signatures created with the
private key.

Examples on asymmetric keys are:

* RSA
* DSA

Digital Signatures

When signing using asymmetric keys, the signature result is called a raw signature and is just a binary
blob of a specific size, without any information at all. In order for the signature to be used in a
distributed environment, there is a need to add information on who signed the blob, what was signed
and so on.

The combination of metadata and the raw signature is called a digital signature. Some information is
optional:

« Signature time

X.509 Signature Certificate

X.509 CA Certificates (who issued the X.509 Signature Certificate)
 Signature text (TBS)

* Hash algorithms used

 Signature algorithm used

* The raw signature
Examples on digital signature formats are:

* CadES/CMS/PKCS#7
* XAdES

Signing

To sign an agreement a number of actions need to be executed:





* Create text representation of agreement

* Create digital signature

Create text representation

For advanced electronic signatures, where the agreement contents is logically tied to the created
signature, the text needs to be prepared in order to suit the signing method used. The textual
representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text
that is to be digitally signed. For the whole agreement to be tamper-proof, the agreement metadata
with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.
It is not possible to sign the actual agreements, since there is a risk that the agreement files are too
large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and
create a representation of it.

For non-advanced signatures, where the agreement contents is not directly tied to the signature, the
above preparation is normally not needed.

Digital signature clients allow us to send two different types of TBS. They are:

* Visible TBS
* Hidden TBS - Swedish BankID only

Visible TBS

TBS text that is exposed to the signatories by the digital signature clients. General information about
the Agreement is supplied to digital signature clients as a visible TBS. As the TBS will be different
between signing clients and also have different localizations it will be saved together with the digital
signature. In cases where hidden TBS is not supported, the visible TBS will contain information that
otherwise would be in the hidden TBS. Where the TBS has length restrictions due to technical reasons,
the hash may be base64 encoded (trailing = characters being omitted) and the hash may be calculated
as if the ordered agreement files were a single file.

Example

I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016

Hidden TBS

TBS text that is hidden from the signatories by the digital signature clients. Agreement content is
reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients
as a hidden TBS. This is currently only supported for Swedish BankID.





Example

Content:

"Contract"
1103 b497 984e 433c 38d4 fdef 775 33ad Ocef 8cB7 9995 5b37 7c8e eddf 66f7 de73

"Codes of conduct"
2c¢f9 688d c483 2085 1f12 6120 9001 58b2 ab2e 62b1 afd5 acch ebbb 5134 c7a4 90f2

Create Digital Signature

For advanced electronic signatures, the cryptographic signature is created by applying the private key
from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset
is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods
describes all methods supported.

For non-advanced signatures, signature creation will vary depending on the method.

Signature Methods

Currently, the following signing methods are supported:

» Swedish BankID (advanced electronic signature)

* Norwegian BankID (advanced electronic signature and authentication)
* Finnish strong identification

* Danish MitID

» Swisscom Mobile ID (qualified electronic signature)

* Draw Signature

* API Signature

* SMS Signature

* Email Signature with OneTimePassword

* Click Signature

These are described in detail below.





Swedish BankID

Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is
owned by a number of large swedish banks.

It is a PKI based solution with support for file based tokens as well as smart cards, supported on a
number of platforms for desktop and mobile.

Signature format

The BanKkID client produces an XML Digital Signature as specified in BankID Signature profile.

Audit log

Each signature transaction provides information used in user interface and audit logging:

* personNr - In the form of a Swedish personal identity number.
* personSurname - Surname in capital letters.

* personGivenName - Given name in capital letters.

* startDate - Date when signing was started.

* signatureMethod - Will be bankid or bankid-otherunit.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* tbs - Data being signed, base64 encoded.

* tbsHidden - Hidden data being signed, base64 encoded.

How to validate
Validate the signature according to BankID Signature profile.
Output from validation to provide to Signee Validation in Container Format is:

» User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the
signature.

» Hashed TBS.
* TBS Hash algorithm.

Norwegian BankID - advanced electronic signature

Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.

It is a PKI based solution that uses a one time password in combination with a personal password,





supported on a number of platforms for desktop and mobile.

Signature format

The BankID client produces a detached PKCS#7/CMS signature as specified in Cryptographic Message
Syntax, where the detached data being signed is the TBS.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - Person unique ID, not the Norwegian personal identity number.

* personSurname - Surname.

* personGivenName - Given name.

» personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be norbankid-netcentric or norbankid-mobile.

* signatureAction - Will be signature.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* tbs - Data being signed in the detached PKCS#7 signature, base64 encoded.

How to validate

Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic
Message Syntax.

Output from validation to provide to Signee Validation in Container Format is:

» User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7
signature.

 Hashed TBS

* Hash algorithm

Norwegian BankID - authentication

Authentication based signing is also provided by the means of Norwegian BankID.





Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - Person unique ID, not the Norwegian personal identity number.

* personSurname - Surname.

* personGivenName - Given name.

 personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be norbankid-netcentric or norbankid-mobile.

* signatureAction - Will be authentication.

* transactionld - Transaction ID from backend system.

How to validate

As an authentication alone does not digitally sign the agreement content, the person details such as
given name, surname and date of birth must be compared with the requested signee.

Finnish strong identification

Strong identification broker services are provided by Telia Finland for banks and mobile operators in
the Finnish Trust Network ("FTN").

Identity format
Telia produces a signed JWT which contains information about the person.

Table 1. Signed Attributes

Attribute Name Attribute Value

urn:oid:1.2.246.21 Social security number / personal identity code /
HeTu - henkil6tunnus

urn:0id:2.16.840.1.113730.3.1.241 Full name

urn:oid:2.5.4.4 Surname

urn:oid:1.2.246.575.1.14 Given name

More information can be found in Telia Tunnistus.





Audit log
Each signature transaction provides information used in user interface and audit logging:

* personNr - Finnish personal identity code.

* personSurname - Surname

* personGivenName - Given name

* startDate - Date when signing was started.

* signatureMethod - Will be eid-fi.

* transactionld - Transaction ID from backend system.

* signature - Signed JWT (from Telia).

publicKey - Public key (JWK) for the signed JWT (from Telia).

How to validate

The signed JWT can be verified using the public key.

Danish MitID

Danish MitID signing is utilizing Transaction Signing from Nets eID Broker.

Signature format

The signature flow for Danish MitID is performed as a text followed by end-user authentication, so
there is no signature produced. Thus a signature format does not exist.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - Person unique ID, not the Danish personal identity number.

* personName - Full name.

» personDateOfBirth - Date of birth for the person.

* startDate - Date when signing was started.

* signatureMethod - Will be one of: mitid-low, mitid-substantial or mitid-high.

o The method mitid-<LOA> specifies what Level of Assurance (LOA) that was requested when
initiating the signature.

* signatureAction - Will be authentication.

* transactionld - Transaction ID from backend system.
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* tbs - Data that was shown to user before authenticating, base64 encoded.

More information can be found in Danish MitID.

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature. In case of dispute, contact the EID provider, Nets, to validate the
entries in the audit log.

Swisscom Mobile ID

Swisscom Mobile ID is a qualified electronic signature method provided by Swisscom Trust Services.

It is a PKI based solution that uses a smartphone application to authenticate signees. After successful
authentication a short lived certificate is issued that is used to produce a Qualified Electronic
Signature.

Signature format

Swisscom Trust Services produces a detached CMS signature as specified in Cryptographic Message
Syntax, where the detached data being signed is the tbsHidden and message is the message shown to
the user in the Mobile ID client.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* mobile - Mobile no used to trigger the signee’s authentication of the signature.

* personName - Full name.

* personSurname - Surname.

* personGivenName - Given name.

* personSerialNumber - Swisscom evidenceld.

* startDate - Date when signing was started.

* signatureMethod - Will be swisscom-qes.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

* message - Message shown in the Mobile ID client when user approves the signature, base64
encoded.

 tbsHidden - Data signed in the detached CMS signature, base64 encoded.

11





More information can be found in Swisscom AIS and Swisscom SRS.

How to validate

Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic
Message Syntax.

Output from validation to provide to Signee Validation in Container Format is:

 User Attributes of the signer certificate in the element SignedData certificates in the CMS signature.
* Hashed TBS

* Hash algorithm

Draw Signature

The draw signature signing method is an electronic counterpart to traditional handwritten signatures.
Using draw signature, the end user draws a signature on a web canvas. The signing method is not
classified as an advanced electronic signature in that it does not tie the user to the contents signed and
does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic
signatures are not required.

Signature format

The signature is represented as an SVG/PNG image.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - In the form of a swedish personal number.

* personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be draw-signature.

* signature - The SVG or PNG image, base64 encoded.

 signatureContentType - The content type of signature eg. image/svg, image/png.

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature. Also, as the case of traditional handwritten signatures where
there are no formal requirements placed, ocular comparison does not add to trustworthiness.

12





API Signature

The API Signature is an electronic signature which is done by consuming the web service exposed by
Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web
service. Using this method, user can also send the timestamp of actual time when the sign event took
place. This signing method is not classified as an advanced electronic signature in that it does not tie
the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in
use cases where advanced electronic signatures are not required.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - In the form of a swedish personal number.

e personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be api-signature.

* signedOn - Time at which the agreement was actually signed (stated by user)

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature.

SMS Signature

SMS Signature is an electronic signature created by responding to an SMS with context specific
content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered
mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP
Number is generated by TOTP algorithm by hashing the current time along with the agreement
information. OTP can be regenerated and verified by the same logic provided the given time &
agreement information are same.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* mobile - Mobile no of the signee.
* timestamp - Date when signing was started.

» agreementName - Name of the agreeement.

13





 signatureMethod - Will be sms-signature.
e OTP - One Time Password.
How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, mobile, timestamp).

HASHLG : Use SHA-256 algorithm to generate hash of the given input.

* hash (array): HASHLG( agreementName + mobile + timestamp)

random (function): hash[ ${param1} ] & ${param2} << ${param3}

otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Email Signature with OneTimePassword

Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)
based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to
the registered email address of the signee. The Signee has to submit the OTP in order to sign the
agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with
the agreement information. OTP can be regenerated and verified by the same logic, provided the given
time & agreement information are same.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* email - Email address of the signee.

* timestamp - Date when signing was started.

» agreementName - Name of the agreeement.

* signatureMethod - Will be email-signature.

¢ OTP - One Time Password.
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How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, email, timestamp).
* HASHLG : Use SHA-256 algorithm to generate hash of the given input.
* hash (array): HASHLG( agreementName + email + timestamp)
* random (function): hash[ ${param1} ] & ${param2} << ${param3}
* otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Click Signature

Click signature is an electronic signature created by using a personalized link. The personalized link
can be shared by email or directly in an integrated application. When the signee visits the link, it will
take him to the agreement review page where he can click the sign button to sign the agreement.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* email - Email address of the signee.
* timestamp - Date when signing was started.

* signatureMethod - Will be click-signature.

How to validate

Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has
to keep the link secret.

Reference documentation
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Document name

Overview

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax
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Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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Purpose

Agreements might need validation in case of disputes where one or more contracting parties renounce
that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s
service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to
settle legal disputes. This document describes all the steps needed to validate the agreement.

Overview

Validating an agreement is quite a complicated process requiring technical skills or software. The
agreement is stored as a PDF container where any proof of the validity of the agreement is contained
inside the actual container. The process spans from controlling the actual agreement content to
validating the Public Key Infrastructure (PKI) signature status.

The parts that should be validated and covered by this and other references documents are:

e Container validation
* Agreement content

* Retracing signature steps

Container Validation

Verify that the container is an agreement PDF container. See the "Container Content" chapter in
Container Format.

Agreement Content

Read and validate all parts of the agreement attached to the container. See "PDF Container" Container
Format how to locate all files of the agreement.

Retracing Signature Steps

The audit log is a list of entries holding all actions associated with the agreement, from creating the
agreement to the last signee signing the agreement. The list is sorted by the time each action was
logged.

Audit Log Validation Process

Validate each audit entry in the log according to the "How to validate" section of each specific audit
entry type chapter. The audit entry types are described in detail in Container Format, where each





entry type is described in a separate chapter.

If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is
considered invalid.

If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is
important to establish if the agreement is considered invalid because someone has tampered with it, or

if there are errors in the tools or in the documentation?

References

Document name

Overview
Container Format
Signing
Validation
BankidValidation
Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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service is self-contained, tamper-proof and legally binding, validating the agreement can be enough to
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Read and validate all parts of the agreement attached to the container. See "PDF Container" Container
Format how to locate all files of the agreement.

Retracing Signature Steps
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logged.
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Validate each audit entry in the log according to the "How to validate" section of each specific audit
entry type chapter. The audit entry types are described in detail in Container Format, where each





entry type is described in a separate chapter.

If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is
considered invalid.

If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is
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Purpose

This document gives an introduction to the collection of reference documentation added to each
agreement signed using Egreement’s service. In case of agreement disputes, this documents and its
referrals should be used as a handbook on how to verify agreements.

Overview

Agreement and workflow basics are introduced in this document in order to be able to understand the
reference documentation.

Glossary

Term Description

Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.

Agreement Creator User who creates the initial agreement and add
contracting parties.

API Application Programming interface

Audit Log The log of events associated with each agreement.

CMS Cryptographic Message Syntax

Container The file which holds the agreement including all

metadata such as audit log, documentation,
verification, Etc.

Contracting Party User who is to sign an agreement.

Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com

EID Electronic identity such as a certificate or online
identity of some kind.

Hash A cryptographic hash, see Signing
JSON JavaScript Object Notation

NTP Network Time Protocol

OCSP Online Certificate Status Protocol
PKCS Public Key Cryptography Standards



https://www.egreement.com



Term Description

PKI Public Key Infrastructure
PDF Portable Document Format from Adobe Systems
Signee When a contracting party has signed an

agreement, the party becomes a signee.

TBS To Be Signed. A textual representation of an
agreement.
Verification Page(s) appended to the end of the visible part of

the agreement, summarizing agreement
information, including a timeline.

XML Extensible Markup Language

Agreement Basics

An agreement has a number of artifacts that together form an agreement:

@greement

Agreement Name

Agreement ID

Agreement files Audit log

Attachment-1 Created
Attachment-2 User 1 viewed
Attachment-3 User 1 signed

User 2 viewed

User 2 signed

Figure 1. Agreement content

* Agreement name chosen by Agreement Creator.
* Agreement ID automatically generated by Egreement’s system.
* Files of different formats, such as text or images, that form the contractual part of the agreement.

* Audit log, created by the Egreement system, keeping records of all major events that have taken





place in the process of concluding the agreement.

» Reference documentation on how Egreement manages agreement creation, signing and conclusion.
This very document is the introduction and first part of the reference documentation.

Version Properties

The following properties apply for the current version of the agreement implementation:

» Agreement File hash algorithm: SHA-256
» Agreement File hash encoding: Hex string
 Reference documents:

o Overview

o Container Format

o Signing

o Validation

Workflow

The Egreement workflow contains a number of stages.

Create agreement - Start
Add agreement files - Upload attachments
Add contracting parties - Add people who are to sign the agreement

Signature creation - All contracting parties sign the agreement

S

Download - Agreement can be downloaded (optional)

Agreement Creation

When an agreement is to be created, the user chooses a name for the agreement and an ID is
automatically generated.

Agreement Files

An agreement file is a part of the agreement. The file can be of any format. If the file format can be
presented by the Egreement software, a visual representation will be shown to the contracting parties.





Contracting Parties

After the agreement has been set up, all contracting parties who should sign the agreement are added.

Signature Creation

The user should always sign the complete agreement including all attached files. Metadata which will
serve as proof of user consent to the agreement will be automatically added by the system, making the
agreement tamper-proof and self-contained. Each signee can choose from a set of signature methods.
The actual signature creation is handled differently depending on signing method.

In the signature workflow, a number of signees can individually sign the same agreement. The
aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing
is described in detail in Signing.

After the last signee has signed, the agreement will be concluded and therefore the process and
agreement files will be closed.

Download

It is possible to download an agreement from the system to store it offline. The downloaded agreement
is tamper-proof, as all parts of the agreement, including main file, attachments and all other artifacts,
are tied to every individual signee. Since this downloaded agreement is more than just a document, it
is referred to as a Container.

Egreement currently supports PDF as container-format which is described more in detail in Container
Format.

Logging
All actions associated with the agreement are stored in the audit log.
Dispute

In case of dispute about a signed agreement where the different signees disagree, the Validation
document describes the process how to verify the agreement’s validty.

Reference Documentation

Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.





Document name

Container Format

Signing

Validation

BankidValidation

Telia Tunnistus

Nets eID Broker
Swisscom AIS
Swisscom SRS

Cryptographic Message Syntax

Description

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Telia Tunnistus - Integration guide to
identification broker service, v1.8

Technical reference for service providers, v1.2.3
All-in Signing Service Reference Guide, v2.15
Integration Guide Smart Registration Service, v1.8

https://www.ietf.org/rfc/rfc2630
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